From: Roger Rodriguez

Sent: Friday, March 17, 2017 1:03 PM PDT
To: William Hillyard; whillyard@cityofirvine.org
Subject: Achieving Facial Recognition Success - Webinar

New Webinar:

Achieving Facial Recognition Success with Lower Quality Images
Learn how this breakthrough technology can improve your match odds and help you close more cases!

Join retired NYPD Detective, Roger Rodriguez, as he showcases the new Enhancement Tools available within
FaceSearch. These easy-to-use tools enable analysts and investigators to enhance select lower-quality images

that previously could not meet the criteria for facial recognition searching.
They can include the following:

® Poor subject poses
® | ow resolution or heavy pixelation

® Qcclusion (any part of the face blocked or covered)

Images found within a CCTV video

When: Wednesday, March 22nd 3:00 PM - 4:00 PM EST



Register Now —

=1

Email Preferences


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5lcq8d/645405643
http://www2.vigilantsolutions.com/e/43142/2017-03-17/5lcq8g/645405643
http://www2.vigilantsolutions.com/e/43142/email-preferences/5lcq8j/645405643
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/645405643

From: Roger Rodriguez

Sent: Monday, March 20, 2017 1:08 PM PDT
To: William Hillyard; whillyard@cityofirvine.org
Subject: [Webinar] Achieving Facial Recognition Success

New Webinar:

Achieving Facial Recognition Success with Lower Quality Images

Learn how this breakthrough technology can improve your match odds and help you close more cases!

Join retired NYPD Detective, Roger Rodriguez, as he showcases the new Enhancement Tools available within
FaceSearch. These easy-to-use tools enable analysts and investigators to enhance select lower-quality images

that previously could not meet the criteria for facial recognition searching.

They can include the following:

® Poor subject poses
® | ow resolution or heavy pixelation

® Qcclusion (any part of the face blocked or covered)

Images found within a CCTV video

When: Wednesday, March 22nd 3:00 PM - 4:00 PM EST



Register Now —

=1

Email Preferences


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5ldfnz/645631087
http://www2.vigilantsolutions.com/e/43142/2017-03-20/5ldfp2/645631087
http://www2.vigilantsolutions.com/e/43142/email-preferences/5ldfp4/645631087
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/645631087

From: Roger Rodriguez

Sent: Tuesday, March 21, 2017 1:21 PM PDT
To: William Hillyard; whillyard@cityofirvine.org
Subject: Facial Recognition Success with Low Quality Images

Just a Few Seats Left:

Achieving Facial Recognition Success Webinar
Many investigations using facial recognition encounter one common problem - poor quality images.

In this free webinar, Roger will showcase FaceSearch's easy-to-use tools that enable analysts and investigators to

enhance lower-quality images that previously could not meet the criteria for facial recognition searching.

Roger Rodriguez, spearheaded the NYPD's first dedicated facial recognition unit. The unit has conducted over

8,500 investigations, many with poor quality images.

You will learn how to correct low quality images such as:

® Poor subject poses
® | ow resolution or heavy pixelation
® QOcclusion (any part of the face blocked or covered)

® |mages found within a CCTV video

When: TOMORROW, March 22nd 3:00 PM - 4:00 PM EST


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5lfrml/646384143

Register Now —

[ =—1

Email Preferences


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5lfrml/646384143
http://www2.vigilantsolutions.com/e/43142/2017-03-21/5lfrmn/646384143
http://www2.vigilantsolutions.com/e/43142/email-preferences/5lfrmq/646384143
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/646384143

From: Vigilant Solutions

Sent: Friday, May 5, 2017 1:52 PM PDT
To: William Hillyard; whillyard@cityofirvine.org
Subject: Two New Webinars

REGISTER NOW FOR UPCOMING WEBINARS:

Sex Offender Management & Investigations, May 10

Facial Recognition & Cyber Crimes, May 17

SEX OFFENDER MANAGEMENT AND INVESTIGATIONS

Wednesday, May 10th 3:00 PM EST

Join Sgt. Kyle Hoertsch with the Sacramento County Sheriff's
Department as he discusses best practices for sex offender

management and investigations.

REGISTER NOW



http://www2.vigilantsolutions.com/e/43142/2017-05-05/5mz47l/657197843
http://www2.vigilantsolutions.com/e/43142/ffender-investigations-webinar/5mz47n/657197843

FACIAL RECOGNITION AND CYBER CRIMES

Wednesday, May 17th 3:00 PM EST

Retired NYPD Detective, Roger Rodriguez will share how he

analyzed images for cyber-crime investigations such as

prostitution rings, identity theft, fraud, and child exploitation

using poor quality images obtained from victims, social media,

and other sources.

REGISTER NOW
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http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5mz47q/657197843
http://www2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/5mz47s/657197843
http://www2.vigilantsolutions.com/e/43142/VigilantSol/5mz47v/657197843
http://www2.vigilantsolutions.com/e/43142/115936647544317535488/5mz47x/657197843
http://www2.vigilantsolutions.com/e/43142/company-vigilant-solutions/5mz47z/657197843
http://www2.vigilantsolutions.com/e/43142/email-preferences/5mz482/657197843
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/657197843
http://www2.vigilantsolutions.com/e/43142/2017-05-05/5mz484/657197843

From: Vigilant Solutions

Sent: Wednesday, May 17, 2017 11:43 AM PDT
To: William Hillyard; whillyard@cityofirvine.org
Subject: Webinar: Facial Recognition and Cyber Crimes

Webinar: Facial Recognition and Cyber Crimes

According to the FBI, the threat from cyber crimes is serious — and growing. And it’s not just corporations that are
at risk from this threat. Citizens in your communities could be targets of fraudsters and identity thieves, or children

could be targeted by online predators.

In this webinar, Retired NYPD Detective, Roger Rodriguez will share how to analyze images for cyber-crime
investigations such as prostitution rings, identity theft, fraud, and child exploitation. In many cases, these

investigations included poor quality images obtained from crime victims, social media, or other online sources.

Topics Include:

Cyber crime overview

Using facial recognition in cyber crime investigations
® |mage editing techniques for CCTV or social media images

® Use case examples

When: Friday, May 19th 3:00 PM EST / 2:00 PM CST


www.vigilantsolutions.com
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5n3rmv/659858231

Register Now— ‘

Space is limited, please Register early to save your spot.


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5n3rmv/659858231
http://www2.vigilantsolutions.com/e/43142/2017-05-17/5n3rmx/659858231
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/659858231

From: Greg Mills

Sent: Tuesday, June 13, 2017 12:48 PM PDT
To: William Hillyard
Subject: Anaheim PD Lunch and Learn

Anaheim PD Lunch and Learn

Join the Anaheim Police Department for a Lunch and Learn featuring Vigilant Solutions on Wednesday, June 21st

from 10:00 AM - 1:00 PM at the Anaheim Police Department - East Sub Station.

It will be an informative meeting for all involved to understand how license plate recognition (LPR) and facial

recognition tools can be used to enhance investigations and close more cases.

Topics will include:

® | PR Data and Analytic Tools to Develop Investigative Leads
® Privacy, Policy and Legislation

® Data Sharing and Interoperability

Applications for Facial Recognition in the Investigative Process

When: Wednesday, June 21st, 10:00 AM to 1:00 PM

Where: Anaheim Police Department - East Sub Station 8201 E Santa Ana Canyon Rd, Anaheim, CA 92808

Lunch will be provided for all RSVPs.


www.vigilantsolutions.com
http://www2.vigilantsolutions.com/e/43142/maps-Aj8wxV1Ced32/5ngrcs/665374109

RSVP Now—


http://www2.vigilantsolutions.com/e/43142/-and-learn-tickets-35169108751/5ngrcv/665374109
http://www2.vigilantsolutions.com/e/43142/2017-06-13/5ngrcx/665374109
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/665374109

From: Greg Mills

Sent: Monday, June 19, 2017 1:03 PM PDT
To: William Hillyard
Subject: Anaheim PD Lunch and Learn

RSVP Now for the Anaheim PD Lunch and Learn

This is your last chance to register for the Anaheim PD Lunch and Learn featuring Vigilant Solutions on

Wednesday, June 21st from 10:00 AM - 1:00 PM at the Anaheim Police Department - East Sub Station.

It will be an informative meeting for all involved to understand how license plate recognition (LPR) and facial

recognition tools can be used to enhance investigations and close more cases.

Topics will include:

® | PR Data and Analytic Tools to Develop Investigative Leads
® Privacy, Policy and Legislation
® Data Sharing and Interoperability

® Applications for Facial Recognition in the Investigative Process

When: Wednesday, June 21st, 10:00 AM to 1:00 PM

Where: Anaheim Police Department - East Sub Station 8201 E Santa Ana Canyon Rd, Anaheim, CA 92808

Lunch will be provided for all RSVPs.


www.vigilantsolutions.com
http://www2.vigilantsolutions.com/e/43142/maps-Aj8wxV1Ced32/5nld5n/666724253

RSVP Now—


http://www2.vigilantsolutions.com/e/43142/-and-learn-tickets-35169108751/5nld5q/666724253
http://www2.vigilantsolutions.com/e/43142/2017-06-19/5nld5s/666724253
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/666724253

From: Mark at Vigilant

Sent: Thursday, June 22,2017 11:36 AM PDT
To: William Hillyard; whillyard@ci.irvine.ca.us
Subject: Upcoming Training Webinars

Advanced LEARN Training Webinar

Monday, July 3rd 1:00 PM - 3:00 PM EDT
This training session is for LEARN users who are familiar with the basic features and want to build their
knowledge of LEARN to increase case lead generation. Topics will include creating Geo Zones-when and why
to use them, Advance License Plate Query, review of the new GUI in Locate Analysis and advanced Stakeout

techniques.

Register Now

Other Upcoming Training Webinars:


http://www2.vigilantsolutions.com/e/43142/register-2053998054095058945/5ns8x8/668212813

Basic LEARN Training:
June 23rd 1:00 PM EDT

A basic introduction to License Plate Recognition (LPR),
this class will cover how LEARN's tools merge data with

powerful analytic tools to create useful visual intelligence.

Register Now

FaceSearch Training:

July 5th 3:00 PM EDT

Introductory level training session for all FaceSearch users
that will show you how to develop more leads with facial

recognition.

Register Now


http://www2.vigilantsolutions.com/e/43142/register-8585434673153346819/5ns8xb/668212813
http://www2.vigilantsolutions.com/e/43142/register-1440686071287666179/5ns8xd/668212813

LEARN Mobile Companion Training: July 5th 1:00
PM EDT

LEARN Agency Manager Training: July 7th 1:00

PM EDT
In-depth training for the LEARN Mobile Companion This training session is for LEARN Agency Managers

app for iOS and Android devices. Leamn how to scan and will cover the administrative functions of the

plates, add hot plates, and get alerts from your mobile LEARN platform.

device.

Register Now

Register Now
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http://www2.vigilantsolutions.com/emailPreference/43142/624d3983cd08de1146f992da1e5da95c782e30551e934ecc5672bbb7a24f123b/668212813
http://www2.vigilantsolutions.com/e/43142/2017-06-22/5ns8xq/668212813

From: Vigilant Solutions

Sent: Friday, June 23,2017 12:06 PM PDT
To: William Hillyard
Subject: Webinar: Validate or Exonerate

[Webinar]

Validate or Exonerate:

The Importance of Facial Recognition Checks and Balances

Having the right checks and balances in place can help law enforcement facial recognition programs flourish. Join
Roger Rodriguez, as he shows you how a fully integrated CJIS compliant system, with good enhancement tools
and built-in auditing and reporting can assist agencies to validate or exonerate persons wanted in criminal

investigations.

Topics Include:

® The importance of reporting and annotation tools
® Checks and balances
® Privacy and compliance

® Use case examples

When: Thursday, July 13th 3:00 PM EST / 2:00 PM CST


www.vigilantsolutions.com

Register Now— \

Space is limited, please register early to save your spot.


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5nsw68/668322249
http://www2.vigilantsolutions.com/e/43142/2017-06-23/5nsw6b/668322249
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/668322249

From: Vigilant Solutions

Sent: Thursday, July 6, 2017 12:42 PM PDT
To: William Hillyard
Subject: [Webinar] Validate or Exonerate: The Importance of Facial Recognition Checks and Balances

Register Now For Our Next Facial Recognition Webinar

There are still a few open spots for our upcoming webinar, Validate or Exonerate: The Importance of Facial

Recognition Checks and Balances.

Join Retired NYPD Detective, Roger Rodriguez, as he shows you how a fully integrated CJIS compliant system,
with good enhancement tools and built-in auditing and reporting can assist agencies to validate or exonerate

persons wanted in criminal investigations.

Topics Include:

® The importance of reporting and annotation tools
® Checks and balances
® Privacy and compliance

® Use case examples

When: Thursday, July 13th 3:00 PM EST / 2:00 PM CST


www.vigilantsolutions.com

Register Now— ‘

Space is limited, please register early to save your spot.


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5p2hqz/671206979
http://www2.vigilantsolutions.com/e/43142/2017-07-06/5p2hr2/671206979
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/671206979

From: Vigilant Solutions

Sent: Tuesday, July 11, 2017 1:30 PM PDT
To: William Hillyard
Subject: Ready to become a better investigator?

Ready to be a better investigator?

Join our Facial Recognition Webinar

There are still a few open spots for our upcoming webinar, Validate or Exonerate: The Importance of Facial

Recognition Checks and Balances.

In this webinar, Retired NYPD Detective, Roger Rodriguez, will show you how a fully integrated CJIS compliant
system, with good enhancement tools and built-in auditing and reporting can assist agencies to validate or

exonerate persons wanted in criminal investigations.

Topics Include:

® The importance of reporting and annotation tools
® Checks and balances
® Privacy and compliance

® Use case examples

When: Thursday, July 13th 3:00 PM EST / 2:00 PM CST


www.vigilantsolutions.com

Register Now— \

Space is limited, please register early to save your spot.


http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5p4jpg/671918063
http://www2.vigilantsolutions.com/e/43142/2017-07-11/5p4jpj/671918063
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/671918063

From: Tom Joyce

Sent: Thursday, July 20, 2017 1:26 PM PDT
To: William Hillyard
Subject: [Webinar] Next Thursday

WEBINAR: DISRUPTING ORGANIZED CRIME WITH LPR AND FACIAL RECOGNITION

Thursday, July 27th 3:00 PM EST

REGISTER NO

Retired FBI Agent Kevin Sheridan, discusses how vehicle location data and facial recognition help disrupt

organized crime.

Product in and money out! Law enforcement agencies are often challenged by the degradation of communities they serve
brought on by organized crime groups. These groups use vehicles to traffic guns, humans, narcotics and currency and the
unidentified faces of victims and offenders are often caught in various types of imagery. These vehicles and faces are

leads that need to be resolved.

Join retired FBI Agent Kevin Sheridan, Director of Business Development for Vigilant Solutions, as he discusses how
vehicle location data and facial recognition technology can help disrupt these organized crime groups and have an effect

on the local crime rates in the communities they operate.

REGISTER FOR THE WEBINAR NOW


http://www2.vigilantsolutions.com/e/43142/2017-07-20/5pplmx/675578107
http://www2.vigilantsolutions.com/e/43142/learn-lpr-webinar/5pplmz/675578107
http://www2.vigilantsolutions.com/e/43142/learn-lpr-webinar/5pplmz/675578107
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http://www2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/5ppln2/675578107
http://www2.vigilantsolutions.com/e/43142/VigilantSol/5ppln4/675578107
http://www2.vigilantsolutions.com/e/43142/115936647544317535488/5ppln6/675578107
http://www2.vigilantsolutions.com/e/43142/company-vigilant-solutions/5ppln8/675578107
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From: Heather Richardson

Sent: Tuesday, August 1, 2017 2:21 PM PDT
To: William Hillyard
Subject: Webinar Thursday

\Y/ \V/ NT

SOLUTIO

WEBINAR THURSDAY:

Disrupting Organized Crime with LPR & Facial Recognition

Thursday, August 3rd 3:00 PM EDT

SAVE YOUR SPO

We have a few open spots left before Thursday's webinar is full. Register now to reserve your spot.

Product in and money out! Law enforcement agencies are often challenged by the degradation of communities they serve
brought on by organized crime groups. These groups use vehicles to traffic guns, humans, narcotics and currency and the
unidentified faces of victims and offenders are often caught in various types of imagery. These vehicles and faces are

leads that need to be resolved.

Join retired NYPD Dectective Tom Joyce, Vice President of Business Development for Vigilant Solutions, as he discusses
how vehicle location data and facial recognition technology can help disrupt these organized crime groups and have an

effect on the local crime rates in the communities they operate.

REGISTER FOR THE WEBINAR NOW

Looking forward to you joining us!

Heather Richardson

Partner Marketing Manager


http://www2.vigilantsolutions.com/e/43142/2017-08-01/5q6syb/678495269
http://www2.vigilantsolutions.com/e/43142/learn-lpr-webinar/5q6syd/678495269
http://www2.vigilantsolutions.com/e/43142/learn-lpr-webinar/5q6syd/678495269
http://www2.vigilantsolutions.com/e/43142/learn-lpr-webinar/5q6syd/678495269

www.vigilantsolutions.com

P.S. If you can't make it to the webinar download the LPR Beyond the Lens eBook to learn how high tech crime fighters

use vehicle location data.
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http://www2.vigilantsolutions.com/e/43142/2017-08-01/5q6syg/678495269
http://www2.vigilantsolutions.com/e/43142/lpr-beyond-the-lens-ebook/5q6syj/678495269
http://www2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/5q6syl/678495269
http://www2.vigilantsolutions.com/e/43142/VigilantSol/5q6syn/678495269
http://www2.vigilantsolutions.com/e/43142/115936647544317535488/5q6syq/678495269
http://www2.vigilantsolutions.com/e/43142/company-vigilant-solutions/5q6sys/678495269
http://www2.vigilantsolutions.com/e/43142/email-preferences/5q6syv/678495269
http://www2.vigilantsolutions.com/unsubscribe/u/43142/a7d43f5a0ab66876706aba93de8fa45d/678495269
http://www2.vigilantsolutions.com/e/43142/2017-08-01/5q6syb/678495269

From: Heather Richardson

Sent: Tuesday, August 22, 2017 1:44 PM PDT
To: William Hillyard
Subject: Webinar: Facial Recogniton in Investigations Involving Children

WEBINAR: USING FACIAL RECOGNITION IN INVESTIGATIONS THAT INVOLVE CHILDREN

Thursday, August 31st, 3:00 PM - 4:00 PM EST

REGISTER NO

Roger Rodriguez, Retired NYPD Detective, shares best practices, techniques and strategies.

Agencies like the NYPD have analyzed images for investigations including crimes against children that span trafficking,
abuse, child prostitution and exploitation. Attend this webinar and go step-by-step through the facial recognition
investigative process, learn essential best practices, techniques and strategies to produce facial recognition leads. Get the
facts on how to deal with less than perfect images from sources including CCTV cameras, bank ATM'’s, social media, and

sources where faces are often rejected for facial recognition.

Join Vigilant Solutions law enforcement facial recognition expert, Roger Rodriguez, as he discusses how a unique

approach can make use of these images to generate quality leads in any investigation.

REGISTER NOW TO SAVE YOUR SPOT



http://www2.vigilantsolutions.com/e/43142/2017-08-22/5vgcdv/683289259
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5vgcdx/683289259
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5vgcdx/683289259
http://www2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/5vgcdz/683289259
http://www2.vigilantsolutions.com/e/43142/VigilantSol/5vgcf2/683289259
http://www2.vigilantsolutions.com/e/43142/115936647544317535488/5vgcf4/683289259
http://www2.vigilantsolutions.com/e/43142/company-vigilant-solutions/5vgcf6/683289259
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From: Heather Ford

Sent: Thursday, August 24, 2017 12:40 PM PDT
To: William Hillyard
Subject: [Webinar] Retired NYPD Detective shares best practices, techniques and strategies

WEBINAR: USING FACIAL RECOGNITION IN INVESTIGATIONS THAT INVOLVE CHILDREN

Thursday, August 31st, 3:00 PM - 4:00 PM EST

REGISTER NO

Roger Rodriguez, Retired NYPD Detective, shares best practices, techniques and strategies.

Agencies like the NYPD have analyzed images for investigations including crimes against children that span trafficking,
abuse, child prostitution and exploitation. Attend this webinar and go step-by-step through the facial recognition
investigative process, learn essential best practices, techniques and strategies to produce facial recognition leads. Get the
facts on how to deal with less than perfect images from sources including CCTV cameras, bank ATM'’s, social media, and

sources where faces are often rejected for facial recognition.

Join Vigilant Solutions law enforcement facial recognition expert, Roger Rodriguez, as he discusses how a unique

approach can make use of these images to generate quality leads in any investigation.

REGISTER NOW TO SAVE YOUR SPOT



http://www2.vigilantsolutions.com/e/43142/2017-08-24/5vk9sx/684054377
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5vk9sz/684054377
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/5vk9sz/684054377
http://www2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/5vk9t2/684054377
http://www2.vigilantsolutions.com/e/43142/VigilantSol/5vk9t4/684054377
http://www2.vigilantsolutions.com/e/43142/115936647544317535488/5vk9t6/684054377
http://www2.vigilantsolutions.com/e/43142/company-vigilant-solutions/5vk9t8/684054377
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From: Heather Richardson

Sent: Wednesday, August 30, 2017 6:20 AM PDT
To: William Hillyard
Subject: [Webinar] Retired NYPD Detective shares best practices, techniques and strategies

USING FACIAL RECOGNITION IN INVESTIGATIONS THAT INVOLVE CHILDREN

Thursday, August 31st, 3:00 PM - 4:00 PM EST

REGISTER FOR THE WEBINAR NO

Roger Rodriguez, Retired NYPD Detective, shares best practices, techniques and strategies.

Join Vigilant Solutions law enforcement facial recognition expert, Roger Rodriguez, as he discusses how a unique
approach can make use of these images to generate quality leads in any investigation.

Topics will include:

® Step-by-step facial recognition investigative process
® Essential best practices

® Techniques and strategies for producing facial recognition leads

REGISTER FOR THE WEBINAR NOW
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From:
Sent:
To:
Subject:

Mark at Vigilant

Thursday, September 21, 2017 10:06 AM PDT
William Hillyard; whillyard@ci.irvine.ca.us
Upcoming Training Webinars

Basic LEARN Training Webinar

Monday, September 25th 1:00 PM - 3:00 PM EST
Data such as Fixed LPR, Mobile LPR, as well as Vigilant's own network of commercial LPR data are merged together

with powerful analytics and condensed into meaningful and visual intelligence. (2 hours long)

Register Now

Other Upcoming Training Webinars:


http://www2.vigilantsolutions.com/e/43142/training-webinars/64j4rd/693402941

Advanced LEARN Training: FaceSearch Training:
October 10th 1:00 PM EST October 12th 1:00 PM EST

Build their knowledge of LEARN to increase case lead Introductory level training session for all FaceSearch users
generation. Topics will include Creating Geo Zones-when  that will show you how to develop more leads with facial
and why to use them, Advance License Plate Query, recognition using Vigilant's mugshot gallery of 16+ million
Review of the new GUI in Locate Analysis and Advanced images. (2 hours long)

Stakeout techniques. (2 hours long)

Register Now Register Now

LEARN Mobile Companion Training: Nov. 2nd 1:00
PM EST

In-depth training for the LEARN Mobile Companion
app for iOS and Android devices. Learn how to scan

plates, add hot plates, and get alerts from your mobile


http://www2.vigilantsolutions.com/e/43142/training-webinars/64j4rd/693402941
http://www2.vigilantsolutions.com/e/43142/training-webinars/64j4rd/693402941

device.

Register Now

d:

LEARN Agency Manager Training: October 13th
1:00 PM EST

This training session is for LEARN Agency Managers
and will cover the administrative functions of the

LEARN platform.

Register Now

Follow on Twitter Follow on Facebook
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From:
Sent:
To:
Subject:

Mark at Vigilant

Friday, October 27, 2017 8:09 AM PDT
William Hillyard; whillyard@ci.irvine.ca.us
Upcoming Training Webinars

Basic LEARN Training Webinar

Monday, October 30th 1:00 PM - 3:00 PM EST
Data such as Fixed LPR, Mobile LPR, as well as Vigilant's own network of commercial LPR data are merged together

with powerful analytics and condensed into meaningful and visual intelligence. (2 hours long)

Register Now

Other Upcoming Training Webinars:


http://www2.vigilantsolutions.com/e/43142/training-webinars/6bpkzg/704748849

Advanced LEARN Training: FaceSearch Training:
October 31st 1:00 PM EST November 3rd 1:00 PM EST

Build their knowledge of LEARN to increase case lead Introductory level training session for all FaceSearch users
generation. Topics will include Creating Geo Zones-when  that will show you how to develop more leads with facial
and why to use them, Advance License Plate Query, recognition using Vigilant's mugshot gallery of 16+ million
Review of the new GUI in Locate Analysis and Advanced images. (2 hours long)

Stakeout techniques. (2 hours long)

Register Now Register Now

LEARN Mobile Companion Training: Nov. 2nd 1:00
PM EST

In-depth training for the LEARN Mobile Companion
app for iOS and Android devices. Learn how to scan

plates, add hot plates, and get alerts from your mobile


http://www2.vigilantsolutions.com/e/43142/training-webinars/6bpkzg/704748849
http://www2.vigilantsolutions.com/e/43142/training-webinars/6bpkzg/704748849

device.

Register Now

d:

LEARN Agency Manager Training:
November 21st 1:00 PM EST

This training session is for LEARN Agency Managers
and will cover the administrative functions of the

LEARN platform.

Register Now

Follow on Twitter Follow on Facebook
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From: CellHawk

Sent: Tuesday, January 30, 2018 7:01 AM PST
To: whillyard@cityofirvine.org
Subject: CellHawk Quarterly Newsletter

View this email in your browser

QUARTERLY NEWSLETTER

HAWK

ANALYTICS

- JANUARY 2018 -

Looking back at 2017, we here at Hawk Analytics would like to say "thank you" for an amazing year. We built

relationships with wonderful people and assisted in solving hundreds of cases that allowed for children to be found and
families to receive closure.

Our Hawk team will continue to ensure the highest quality product and customer success. From training new users to
assisting on active cases, we guarantee the best service will be provided whether you are a current customer or not. Our

company values are built on passion and purpose because we believe in doing what is right in order to make a difference.

We value each and every one of you and thank you for your continued support of CellHawk. We look forward to building

even more relationships this upcoming year and adding new organizations to the long list of those we so proudly serve!

Sincerely,

Mike Melson

Hawk Analytics, Inc. | CellHawk
Founder | President


http://mailchi.mp/6702e9008070/cellhawk-quarterly-newsletter?e=f376da4866
https://hawkanalytics.us14.list-manage.com/track/click?u=c7e469b8e60bc563f6ca49fff&id=de308a0c81&e=f376da4866

- CELLHAWK UPDATE -

Recently, CellHawk installed new features that when used to their full potential can identify new leads that were unable to

be seen before!

One of these new features is to filter by accuracy range size with NELOS records.

When you obtain NELOS records from AT&T, some of the accuracy metrics may have the phone within a 10,000 meter

range, which is not very helpful at all.
Investigators and analysts can filter by the size of the accuracy range when looking at records to ONLY show records with
accuracy ranges that provide more value (900 - 1,000 meters). This can provide a better idea of where the phone is

located without having invaluable data wasting your time.

Simply right click on the record and navigate to the filter tab to find the accuracy filter. There you can adjust the accuracy

range in order to find the answers you need without the clutter!

All of our users will always run the latest version of CellHawk. There is never any software to update or associated fees

for new features!

...be on the lookout for upcoming enhanced analytical features!

30-DAY FREE TRIAL!

- DID YOU KNOW -

FREE RECURRING CELLHAWK TRAINING WEBINAR!

Are you new to CellHawk or in need of CellHawk refresher training? Do you want to hear about the

latest CellHawk features and news?

The Hawk Training Team is conducting EREE new user/refresher training webinars every other Friday!

We will cover all the features of CellHawk and show it in action with a real-life case study. Various file formats and new

features will also be covered.

Sharpen your investigative skills or learn new ones. An opportunity will be provided to ask questions of our staff, and a

certificate of completion will be provided.

This is a recurring webinar, and each session has a 50-seat capacity so book your seat now.


https://hawkanalytics.us14.list-manage.com/track/click?u=c7e469b8e60bc563f6ca49fff&id=a2abcb8c76&e=f376da4866

- CASE OF THE QUARTER -

Essex County DA's Office Receives Guilty Plea to a Multi-State ATM Burglary Ring

We are happy to kick off our 2018 Hawk Newsletter with a great Case of the Quarter coming from the Massachusetts
State Police and the Essex County District Attorney’s Office. The investigation began in October 2015 after a report from
the Mansfield (MA) Police Department of a burglary that occurred at an Apple retail store. Trooper Mike Murphy, the
Massachusetts State Police Gang Unit and numerous other local departments in the New England area investigated the
10 month long case. Assistant District Attorney Phillip Mallard then prosecuted the case. Through their tireless work three
men were connected to a multi-state burglary enterprise and subsequently charged and pled guilty to multiple counts of

larceny, breaking and entering, conspiracy, and receiving stolen property.

In October 2015 officers from the Mansfield (MA) Police Department responded to an Apple retail store (Simply Mac) to
find a hole cut in a neighboring business that led into the Simply Mac store. The break-in was very sophisticated to where
the suspects dismantled the video and alarm systems so that police wouldn’t respond. Since they could operate their
burglary without the worry of a police response, the suspects stole a total of $119,000 worth of Apple products and were

able to get away.

While the burglary was organized and sophisticated, one of the suspects did make a mistake; they linked their own phone

number to some of the stolen products.

Later the next year in March, officers in Wellesley, MA responded to a store at 2 a.m. where the same suspects from
Mansfield were committing a burglary. The suspects were unable to complete their burglary and evaded police; however,
police were able to identify the two vehicles the suspects used to get away. One of these vehicles was registered to one of
the suspect's Apple ID address and the name of his significant other. Fingerprints were recovered from the crime scene

that confirmed that a second suspect was also at the scene. Both suspects were on probation and their information was


https://hawkanalytics.us14.list-manage.com/track/click?u=c7e469b8e60bc563f6ca49fff&id=5a0b20c1ac&e=f376da4866

obtained by investigators, including their personal phone numbers.

Utilizing CellHawk and its powerful cell site mapping capabilities, Trooper Murphy and ADA Mallard obtained phone
records for each suspect's phone number that resulted in over 400,000 records. To complete the analysis manually would
have taken weeks, or possibly months. But with the power of CellHawk, investigators were able to analyze and map the

suspects movements in minutes!

Investigators looked at their pattern of life and noticed irregularities in their movements that were consistent with the two
previous break-ins. Investigators contacted those agencies to inquire about any possible burglaries in that area. With
CellHawk’s precise and accurate interpretation of the Call Detail Records (CDRs), investigators were able to connect the

men to thirteen burglaries and attempted burglaries of ATMs and commercial businesses.

Mr. Mallard stated the suspects were “disciplined enough” to turn off their cell phones while committing their crimes, but

they left their phones on during their scouting trips and could be seen on surveillance video “casing” the stores.
ADA Mallard took the evidence that was mapped by CellHawk and presented it in court. It depicted the movements of the
suspects through the animation of their phones. The visualization and power of the evidence overwhelmed the defendants

to where they had to plead guilty.

Investigators were able to seize over $82,000 in currency, a 9mm firearm, tools, and half a dozen vehicles that were

purchased with stolen money.

Hawk Analytics congratulates ADA Mallard, Trooper Mike Murphy and the numerous other departments for a job well
done. The Hawk team truly appreciates the value of our software when we learn of these great cases and how CellHawk
is instrumental in putting bad guys behind bars.

See the attached MEDIA RELEASE by the Essex District Attorney's Office.

If you have a case that you would like featured in our newsletter contact us

- UPCOMING TRAINING -

Cellular Technology, Mapping and Analysis
&
CellHawk Product Training

Greater Seattle Area, WA

March 27th - March 29th, 2018


https://hawkanalytics.us14.list-manage.com/track/click?u=c7e469b8e60bc563f6ca49fff&id=d6f61fd9b1&e=f376da4866
mailto:nick@hawkanalytics.com

Highline College

Register today by visiting our website at www.hawkanalytics.com/training
OR

contact the Hawk Training Team

What recent attendees had to say about Hawk training classes:

"Excellent course explaining how the cell technology works and how calls are handled, to include the
nuances in CDRs. | have a much better understanding of things and can testify with confidence about the
picture the CDRs paint.”

"Overall great class. Learned a lot and appreciate the constant reminder of their [Hawk Analytics]

willingness to assist on casework.”

"Great class, great company, amazing product and outstanding support! Truly thank you for your genuine

service!”

Host a Class: Does your agency have a training room? If so your agency can host a class and get FREE seats!

For more information email the Hawk Training Team

- 2017 EVENTS -

Stop by one of the upcoming events and say hi to the Hawk Team and see what's new!

California Homicide Investigators Association Conference
Las Vegas, NV
February 27th - March 1st, 2018

A8sociaToN
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California Police Chiefs Conference
Long Beach, CA
March 18th - March 22nd, 2018

: IAlEIA International Association of Law Enforcement Intelligence Analysts

Anaheim, CA
April 9th - April 12th, 2018

e | B
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- MEET A HAWK -
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Nick Barker

Hawk Analytics, Inc. | CellHawk
Marketing Manager

O (469) 373-HAWK (4295) ext. T05



- CONNECT WITH US -

CELLHAWK DEMO
To Learn More About Cell[Hawk
EMAIL US

469-373-HAWK (4295)

... forward this email to a friend who should be using CellHawk!

HAWK

ANALYTICS
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From: Mike Hallinan

Sent: Wednesday, January 31, 2018 1:50 PM PST

To: >PS_Command Staff

Subject: Irvine PD MDC Replacement Recommendation
Attachments: image001.png, image002.png, image003.jpg, image004.png

Command Staff,

As you are aware, our MDC deployment is close to 10 years old, and keeping the aging units functional puts an
ever-growing strain on IT and Tech Services resources. The productivity of patrol officers is hindered due to the
slow performance and frequent complications with the MDC's. In response, we have spent the last two years
extensively researching and testing new MDC solutions. We have spent many hours with multiple vendors finding
the ideal MDC device, mounting system and keyboard setup. These solutions have been tested in the field for 6+
months, and feedback has been collected. Based on the results of the field tests and officer feedback, the Panasonic
Toughbook FC-33 convertible tablet is the recommended solution for Irvine PD. The FC-33 provides the most
flexibility, the newest technology and the highest quality. The proposed solution will increase the amount of
physical space in the patrol vehicles storage area by removing all MDC components from the back of the vehicle, it
will reduce the time and effort needed to maintain and troubleshoot the devices and it will increase functionality
while maintaining the familiar look and feel of the current solution.

Note: The MDC refresh will also include an upgrade to Windows 10. The MDCs that were tested were on Windows
10, and the change did not appear to affect the officers' use.
Recommendation: Panasonic Toughbook FC-33 Convertible Tablet

Benefits of the Panasonic FC-33:

1. The FC-33 is convertible, meaning it can be used as either a tablet or a laptop. While mounted in the unit, the
keyboard is folded behind the device giving the appearance and functionality of a tablet. While docked in the unit,
the officer will use a permanently mounted keyboard similar to the current solution. If, however, an officer decides
to take the MDC out of the unit to use in the field or in the station, the attached keyboard will allow the user to use
the device as a laptop. This can come in handy if the officer is away from the vehicle for any amount of time, and
needs to have access to a computer.

2. The FC-33 has a squarer 3:2 screen similar to the current solution. This makes the screen taller than the wide
screen MDC options. The taller screen is able to display more call notes without the officer needing to scroll down
the page. Another benefit is that the screen is narrower, and allows for a better mounting placement and visibility in
the vehicles. Additionally, the screen is significantly brighter than the other screens tested.

3. There is no need for external GPS or cellular devices. All MDC components are integrated into the FC-33
mounted in the front of the vehicle. Moving everything to the front of the vehicle allows for more cargo room in the
rear of the unit. Furthermore, this integration means that there are fewer components/connections for IT and Tech
Services to maintain and troubleshoot.

4.  Additional benefits include built-in facial recognition, barcode scanner, ID badge reader, forward/rear cameras,
webcam, touchscreen, stylus, and dual batteries.

Comparison and Evaluation

Ultimately, three potential MDCs were evaluated. Two Getac tablets and one Panasonic tablet. All three tablets are
relatively similar when it comes to computer specs. They all have the same processor/ram/hard drive options
available, and they run Windows 7 and 10. Similarly, they all have dual batteries, are fully rugged, and have
internal GPS/LTE/WiFi. Thus, our evaluations focused on screen size/shape/quality, build quality, fit and finish in
the vehicles and usability outside of the vehicles.

[cid:image001.png@01D39A9A.73594E30]



[No Keyboards fixed]
[With Keyboards fixed]

Screen

Prior to the new Panasonic FC-33, the only screen shape being produced for ruggedized tablets was wide. During
our testing, we realized that the 11.6" widescreen format did not have enough screen real estate for the event notes in
MPS. Officers could only read a few lines before needing to scroll. This led us to test the larger 14" screen model.
The larger screen did help with the event notes issue, but the large size of the tablet created vehicle fit issues.
Panasonic's square design has a longer screen, and allows for easy event note reading. The Panasonic screen is also
brighter and has a much higher resolution over the two Getac tablets.

Build Quality

The build quality on the three devices appears to be good, and they appear to be able to handle the constant field
use. We have seen issues with Getac batteries, and have had to replace ~10 of them over the last year. Panasonic
makes their own batteries with their own technology (Tesla uses Panasonic batteries), and their batteries appear to
be superior. The Getac battery issue was a large consideration when deciding on the Panasonic. The smaller
Getac's fan is noticeably louder than the other two devices.

Fit and Finish in vehicle

All three devices will fit in the patrol vehicle, and will give enough room to operate the shifter and center dash
controls. The smaller Getac tablet allows for the most room, and the larger Getac and Panasonic take up about the
same amount of space. The reason is that the dock for the Panasonic is larger than the Getac dock. The smaller
Getac dock has had production issues, and we have had to return a considerable number of them. The dock
connectors on the smaller Getac are not well designed. Panasonic's mounting system, while bulkier, appears to be
more robust. The larger Getac did not have a dock available for testing due to a delay in manufacturing, so it was
mounted using a universal mount.

Usability outside of the vehicles
The three devices have very different usability when removed from the vehicles. Below are the notable features.

Small 11.6" Getac F110

1. The Smaller Getac has an attachable keyboard that can turn the tablet into a laptop. The screen on the smaller
tablet is not as responsive as the newer devices, so the keyboard is a necessity for undocked use. The keyboard is
not attached while docked, so the keyboard would need to be stored somewhere in the vehicle.

2. The smaller tablet does not have a handle, which makes it difficult to carry.

Large 14" Getac A140

1. The larger Getac does not have an available keyboard attachment. As a result, the onscreen keyboard is the
only good option. The touchscreen is responsive, so it is possible to use the onscreen keyboard, but it would be
difficult to write a report as there is not any tactile feedback, and the onscreen keyboard takes up half of the screen.
2. The Larger Getac does have a handle. This handle can be used as a stand, so using the device on a table is a
bit easier.

3. The larger Getac is large and may be a bit too cumbersome when carrying it around. The handle does not stow
or lock, so it can get in the way.

Panasonic FC-33

1. The Panasonic has a keyboard that is attached most of the time, and is mounted with the keyboard folded
behind. This allows the keyboard to be available at all times. The touchscreen is also responsive, so the user can
use the onscreen touchscreen if they do not want to use the keyboard.

2. The Panasonic has a handle that can stow into the keyboard. This handle improves carrying, and acts as
stability for the device when in laptop mode.

3. The Panasonic's size and balance makes it the better device for use on a lap or table.

4.  The Panasonic is the heaviest of the three MDCs in its anticipated configuration.

Replacement Plan
Scope of Work:



1. Purchase 75 Toughbook CF-33s to replace all Patrol Fleet and ASO MDCs, and to have a few on hand.
2. Build and configure all devices.
3. Create training documentation and present new device to briefing.
4. Have vendor replace the MDCs on all patrol vehicles not being upgraded FY 17/18. The remaining vehicles
will be replaced over the following few months.
a) Remove old MDC and PDRC from patrol vehicles.
b)  Replace old Cell and GPS antennas with new GPS/LTE/WiFI antenna.
¢) Install Gamber Johnson CF-33 Dock and center mounting bracket.
d) Replace keyboard with new keyboard (model still to be decided).

1. Setup extended support channels for the first week of roll out.
Please let me know if you have any questions or concerns,
Mike

MIKE HALLINAN | COMMANDER

Administrative Services & Support Services Division

Irvine Police Department

1 Civic Center Plaza, Irvine , CA 92606

Direct: 949.724.7110 Email: mhallinan@ci.irvine.ca.us<mailto:mhallinan@eci.irvine.ca.us>
[cid:image004.png@01D39A9A.73594E30]
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From: Paige at Vigilant

Sent: Monday, February 12, 2018 8:08 AM PST
To: William Hillyard; whillyard@ci.irvine.ca.us
Subject: Upcoming Training Webinars

PlateSearch 101: The Basics Webinar

Tuesday, February 13th 1:00 PM - 2:00 PM EST
Learn about Vigilant's premiere LPR database PlateSearch (previously LEARN), and how to query fixed, mobile and
LPR Data to generate case-solving leads. To include basic website navigation and PlateSearch tools License Plate

Query, Locate Analysis, & Stakeout. (One hour long)

Register Now

Other Upcoming Training Webinars:


http://www2.vigilantsolutions.com/e/43142/register-8751086001791085315/6kt85h/736462670

PlateSearch 202: Advanced Techniques
February 15th 1:00 PM EST

Expanding on skills learned in PlateSearch 101, this
course will include advanced LPR querying techniques.
Topics featured will be Make & Model and Geo-Fence
LPR querying, Common Plate Report, and Associate

Analysis. (One hour long)

Register Now

PlateSearch 202: Advanced Techniques
March 15th 1:00 PM EST

Expanding on skills learned in PlateSearch 101, this

course will include advanced LPR querying

FaceSearch 101: The Basics

February 28th 1:00 PM EST

Vigilant's Facial Recognition tool FaceSearch will allow
users to compare faces across a national database of 16+
million images. Along with basic website navigation, this
course will focus on how to upload images for comparison
and how best to get a match using filtering and editing

techniques. (One hour long)

Req r Now


http://www2.vigilantsolutions.com/e/43142/register-4663334866185146627/6kt85k/736462670
http://www2.vigilantsolutions.com/e/43142/register-2120356885674169347/6kt85m/736462670

techniques. Topics featured will be Make & Model and
Geo-Fence LPR querying, Common Plate Report, and

Associate Analysis. (One hour long)

Register Now

FaceSearch 101: The Basics March 22nd 2:30 PM
EST

Vigilant's Facial Recognition tool FaceSearch will allow
users to compare faces across a national database of
16+ million images. Along with basic website
navigation, this course will focus on how to upload
images for comparison and how best to get a match

using filtering and editing techniques. (One hour long)

Follow on Twitter Follow on Facebook

Copyright © 2018, All rights reserved.
Our mailing address is:
Vigilant Solutions

1152 Stealth Street
Livermore, CA 94551

unsubscribe from all emails update subscription preferences
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From: Bo Kim

Sent: Monday, February 12, 2018 6:15 PM PST
To: >PS_Crime Analysis; >PS_All Officers

CC: James Hutchcraft; Mark Andreozzi
Subject: Fwd: Upcoming Training Webinars

Good evening all -

Please see below for some upcoming LEARN training webinars. (The descriptions for each webinar are also listed
below). Please ignore the Face Search webinar since this is not a function we currently use.

If you choose to participate in the webinars, you will need to use a department desktop computer.

Thank you,

Bo

Begin forwarded message:

From: Paige at Vigilant <bevigilant@vigilantsolutions.com<mailto:bevigilant@vigilantsolutions.com>>
Date: February 12, 2018 at 8:04:40 AM PST

To: <bokim@cityofirvine.org<mailto:bokim@cityofirvine.org>>

Subject: Upcoming Training Webinars

Reply-To: <bevigilant@vigilantsolutions.com<mailto:bevigilant@vigilantsolutions.com>>

[http://storage.pardot.com/43142/179754/email_footer logo.png]

[http://www2.vigilantsolutions.com/1/43142/2016-08-25/59pcxt/43142/176374/LEARNLPR Webinar.jpg]

PlateSearch 101: The Basics Webinar

Tuesday, February 13th 1:00 PM - 2:00 PM EST

Learn about Vigilant's premiere LPR database PlateSearch (previously LEARN), and how to query fixed, mobile
and LPR Data to generate case-solving leads. To include basic website navigation and PlateSearch tools License
Plate Query, Locate Analysis, & Stakeout. (One hour long)

Register Now<http://www?2.vigilantsolutions.com/e/43142/register-8751086001791085315/6kt85h/736437004>

Other Upcoming Training Webinars:

[http://www2.vigilantsolutions.com/1/43142/2017-01-11/5jpnt8/43142/181127/CarDetector Control Room_1.jpg]
PlateSearch 202: Advanced Techniques

February 15th 1:00 PM EST

Expanding on skills learned in PlateSearch 101, this course will include advanced LPR querying techniques. Topics
featured will be Make & Model and Geo-Fence LPR querying, Common Plate Report, and Associate Analysis. (One
hour long)

Register Now<http://www?2.vigilantsolutions.com/e/43142/register-4663334866185146627/6kt85k/736437004>


http://storage.pardot.com/43142/179754/email_footer_logo.png
http://www2.vigilantsolutions.com/l/43142/2016-08-25/59pcxt/43142/176374/LEARNLPR_Webinar.jpg
http://www2.vigilantsolutions.com/l/43142/2017-01-11/5jpnt8/43142/181127/CarDetector_Control_Room_1.jpg

[http://www2.vigilantsolutions.com/1/43142/2016-06-18/51pkjr/43142/173704/facesearch small 2.jpg]

FaceSearch 101: The Basics

February 28th 1:00 PM EST

Vigilant's Facial Recognition tool FaceSearch will allow users to compare faces across a national database of 16+
million images. Along with basic website navigation, this course will focus on how to upload images for comparison
and how best to get a match using filtering and editing techniques. (One hour long)

Register Now<http://www2.vigilantsolutions.com/e/43142/register-2120356885674169347/6kt85m/736437004>

[http://www2.vigilantsolutions.com/1/43142/2017-01-11/5jpnt8/43142/181127/CarDetector Control Room 1.jpg]
PlateSearch 202: Advanced Techniques

March 15th 1:00 PM EST

Expanding on skills learned in PlateSearch 101, this course will include advanced LPR querying techniques. Topics
featured will be Make & Model and Geo-Fence LPR querying, Common Plate Report, and Associate Analysis. (One
hour long)

Register Now<http://www2.vigilantsolutions.com/e/43142/register-8651254744035689731/6kt85p/736437004>

[http://www2.vigilantsolutions.com/1/43142/2016-06-18/51pkjr/43142/173704/facesearch small 2.jpg]

FaceSearch 101: The Basics March 22nd 2:30 PM EST

Vigilant's Facial Recognition tool FaceSearch will allow users to compare faces across a national database of 16+
million images. Along with basic website navigation, this course will focus on how to upload images for comparison
and how best to get a match using filtering and editing techniques. (One hour long)

Register Now<http://www?2.vigilantsolutions.com/e/43142/register-4096587199601562115/6kt85r/736437004>

Follow on Twitter<http://www?2.vigilantsolutions.com/e/43142/VigilantSol/6kt85t/736437004> Follow on
Facebook<http://www?2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/6kt85w/736437004>
Copyright © 2018 , All rights reserved.

Our mailing address is:

Vigilant Solutions

1152 Stealth Street

Livermore, CA 94551

unsubscribe from all
emails<http://www2.vigilantsolutions.com/unsubscribe/u/43142/5af95fb5a6ad4625895fe73ef1f4e3e1/736437004>
update subscription
preferences<http://www?2.vigilantsolutions.com/emailPreference/43142/5af95fb5a6ad4625895fe73ef1f4e3el/73643
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From: Paige at Vigilant

Sent: Tuesday, March 13, 2018 10:44 AM PDT
To: William Hillyard; whillyard@ci.irvine.ca.us
Subject: Upcoming Training Webinars

PlateSearch 101: The Basics Webinar

Wednesday, March 14th 11:00 AM - 12:00 PM PST
Learn about Vigilant's premiere LPR database PlateSearch (previously LEARN), and how to query fixed, mobile and
LPR Data to generate case-solving leads. To include basic website navigation and PlateSearch tools License Plate

Query, Locate Analysis, & Stakeout. (One hour long)

Register Now

Other Upcoming Training Webinars:
More dates are available. Click here to view the full list

of upcoming training webinars.


http://www2.vigilantsolutions.com/e/43142/register-4112638969855352835/6mdx4p/743510512
http://www2.vigilantsolutions.com/e/43142/training-webinars/6mdx4r/743510512

PlateSearch 202: Advanced Techniques
March 15th 10:00 AM PST

Expanding on skills learned in PlateSearch 101, this
course will include advanced LPR querying techniques.
Topics featured will be Make & Model and Geo-Fence
LPR querying, Common Plate Report, and Associate

Analysis. (One hour long)

Register Now

BallisticSearch Training Webinar

April 5th 11:00 AM PST

Learn how BallisticSearch can help you to easily

capture images of discharged cartridge cases and

FaceSearch 101: The Basics
March 22nd 11:30 AM PST

Vigilant's Facial Recognition tool FaceSearch will allow
users to compare faces across a national database of 16+
million images. Along with basic website navigation, this
course will focus on how to upload images for comparison
and how best to get a match using filtering and editing

techniques. (One hour long)

Req r Now


http://www2.vigilantsolutions.com/e/43142/register-8651254744035689731/6mdx4t/743510512
http://www2.vigilantsolutions.com/e/43142/register-4096587199601562115/6mdx4w/743510512

search within the BallisticSearch nationwide gallery of
cartridge cases in minutes. Minimize or reduce
backlogs that may date back hours, days, weeks,

months or years. (One hour long)

Register Now

Mobile Companion 101: The Mobile Application of
PlateSearch
March 19th 11:00 AM PST

Learn about Vigilant's premiere LPR database
PlateSearch (previously LEARN), and how to query
fixed, mobile and LPR Data to generate case-solving
leads on a Mobile device. To include basic navigation
and PlateSearch tools License Plate Query, Locate

Analysis, & Stakeout. (45 mins long)

Register Now

Follow on Twitter Follow on Facebook

Copyright © 2018, All rights reserved.
Our mailing address is:
Vigilant Solutions

1152 Stealth Street
Livermore, CA 94551

unsubscribe from all emails update subscription preferences
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From: Paige at Vigilant

Sent: Tuesday, March 13, 2018 10:44 AM PDT
To: whillyard@ci.irvine.ca.us

Subject: Upcoming Training Webinars

PlateSearch 101: The Basics Webinar

Wednesday, March 14th 11:00 AM - 12:00 PM PST
Learn about Vigilant's premiere LPR database PlateSearch (previously LEARN), and how to query fixed, mobile and
LPR Data to generate case-solving leads. To include basic website navigation and PlateSearch tools License Plate

Query, Locate Analysis, & Stakeout. (One hour long)

Other Upcoming Training Webinars:

More dates are available. Click here to view the full list

of upcoming training webinars.


http://www2.vigilantsolutions.com/e/43142/register-4112638969855352835/6mdx4p/743510512
http://www2.vigilantsolutions.com/e/43142/training-webinars/6mdx4r/743510512

PlateSearch 202: Advanced Techniques FaceSearch 101: The Basics

March 15th 10:00 AM PST March 22nd 11:30 AM PST

Expanding on skills learned in PlateSearch 101, this Vigilant's Facial Recognition tool FaceSearch will allow
course will include advanced LPR querying techniques. users to compare faces across a national database of 16+
Topics featured will be Make & Model and Geo-Fence million images. Along with basic website navigation, this
LPR querying, Common Plate Report, and Associate course will focus on how to upload images for comparison
Analysis. (One hour long) and how best to get a match using filtering and editing

techniques. (One hour long)

Register Now

BallisticSearch Training Webinar

April 5th 11:00 AM PST

Learn how BallisticSearch can help you to easily


http://www2.vigilantsolutions.com/e/43142/register-8651254744035689731/6mdx4t/743510512
http://www2.vigilantsolutions.com/e/43142/register-4096587199601562115/6mdx4w/743510512

capture images of discharged cartridge cases and
search within the BallisticSearch nationwide gallery of
cartridge cases in minutes. Minimize or reduce
backlogs that may date back hours, days, weeks,

months or years. (One hour long)

Register Now

Follow on Twitter Follow on Facebook

Copyright © 2018, All rights reserved.
Our mailing address is:
Vigilant Solutions

1152 Stealth Street
Livermore, CA 94551

unsubscribe from all emails update subscription preferences

Mobile Companion 101: The Mobile Application of
PlateSearch
March 19th 11:00 AM PST

Learn about Vigilant's premiere LPR database
PlateSearch (previously LEARN), and how to query
fixed, mobile and LPR Data to generate case-solving
leads on a Mobile device. To include basic navigation
and PlateSearch tools License Plate Query, Locate

Analysis, & Stakeout. (45 mins long)

Register Now


http://www2.vigilantsolutions.com/e/43142/rt-4651937329066081537/6mdx4y/743510512
http://www2.vigilantsolutions.com/e/43142/rt-3122109835307558913/6mdx51/743510512
http://www2.vigilantsolutions.com/e/43142/VigilantSol/6mdx53/743510512
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http://www2.vigilantsolutions.com/emailPreference/43142/624d3983cd08de1146f992da1e5da95c782e30551e934ecc5672bbb7a24f123b/743510512
http://www2.vigilantsolutions.com/e/43142/2018-03-13/6mdx57/743510512

From: Roger Rodriguez

Sent: Tuesday, April 10, 2018 7:16 AM PDT
To: William Hillyard; whillyard@ci.irvine.ca.us
Subject: Man v. Machine- Facial Recognition Webinar- register today!

ABOUT  SOLUTIONS  CONTACT

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in
the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether
returned leads are viable or not. In this webinar, see how Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger
Rodriguez uses Vigilant's FaceSearch to generate investigative leads from images that normally do not meet the criteria for facial recognition

searching after vetting and performing specific enhancements.


http://www2.vigilantsolutions.com/e/43142/2018-04-10/6qpg71/750296224
http://www2.vigilantsolutions.com/e/43142/about-/6qpg73/750296224
http://www2.vigilantsolutions.com/e/43142/products-/6qpg75/750296224
http://www2.vigilantsolutions.com/e/43142/contact-/6qpg77/750296224
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6qpg6y/750296224

Register for our webinar: Man v. Machine, and we will explain why the facial recognition process still needs human involvement.

WHEN
Thursday, April 19, 2018 | 3:00 PM - 4:00 PM EDT

HOSTS
Roger Rodriguez

Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)

BE SAFE. BE SMART. BE VIGILANT.



http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6qpg6y/750296224
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6qpg6y/750296224
http://www2.vigilantsolutions.com/e/43142/2018-04-10/6qpg71/750296224
http://www2.vigilantsolutions.com/e/43142/2018-04-10/6qpg71/750296224
tel:925-398-2079

in o

, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079

Unsubscribe
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http://www2.vigilantsolutions.com/unsubscribe/u/43142/624d3983cd08de1146f992da1e5da95c782e30551e934ecc5672bbb7a24f123b/750296224

From: Roger Rodriguez

Sent: Wednesday, April 18, 2018 8:33 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: Man v. Machine- Facial Recognition Webinar- sign up today!

ABOUT  SOLUTIONS  CONTACT

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in
the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether
returned leads are viable or not. In this webinar, see how Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger
Rodriguez uses Vigilant's FaceSearch to generate investigative leads from images that normally do not meet the criteria for facial recognition

searching after vetting and performing specific enhancements.


http://www2.vigilantsolutions.com/e/43142/2018-04-18/6qs4qm/751692186
http://www2.vigilantsolutions.com/e/43142/about-/6qs4qp/751692186
http://www2.vigilantsolutions.com/e/43142/products-/6qs4qr/751692186
http://www2.vigilantsolutions.com/e/43142/contact-/6qs4qt/751692186
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6qs4qk/751692186

Register for our webinar: Man v. Machine, and we will explain why the facial recognition process still needs human involvement.

WHEN Thursday, April 19, 2018 | 3:00 PM - 4:00 PM EDT

HOSTS Roger Rodriguez
Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)

BE SAFE. BE SMART. BE VIGILANT.



http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6qs4qk/751692186
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6qs4qk/751692186
http://www2.vigilantsolutions.com/e/43142/2018-04-18/6qs4qm/751692186
http://www2.vigilantsolutions.com/e/43142/2018-04-18/6qs4qm/751692186
tel:925-398-2079

[f in o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079

Unsubscribe
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From: Paige at Vigilant

Sent: Tuesday, April 24, 2018 4:46 PM PDT
To: whillyard@ci.irvine.ca.us

Subject: Upcoming Training Webinars

PlateSearch 101: The Basics Webinar

Thursday, April 26th 11:30 AM - 12:30 PM PST
Learn about Vigilant's premiere LPR database PlateSearch (previously LEARN), and how to query fixed, mobile and
LPR Data to generate case-solving leads. To include basic website navigation and PlateSearch tools License Plate

Query, Locate Analysis, & Stakeout. (One hour long)

Other Upcoming Training Webinars:

More dates are available. Click here to view the full list


http://www2.vigilantsolutions.com/e/43142/rt-6867701748641174785/6qv2j3/753140954
http://www2.vigilantsolutions.com/e/43142/training-webinars/6qv2jh/753140954

of upcoming training webinars.

Other Upcoming Training Webinars:

PlateSearch 202: Advanced Techniques FaceSearch 101: The Basics

May 10th 10:00 AM PST April 26th 10:00 AM PST

Expanding on skills learned in PlateSearch 101, this Vigilant's Facial Recognition tool FaceSearch will allow
course will include advanced LPR querying techniques. users to compare faces across a national database of 16+
Topics featured will be Make & Model and Geo-Fence million images. Along with basic website navigation, this
LPR querying, Common Plate Report, and Associate course will focus on how to upload images for comparison
Analysis. (One hour long) and how best to get a match using filtering and editing

techniques. (One hour long)

Register Now
Register Now


http://www2.vigilantsolutions.com/e/43142/rt-8205614984931978243/6qv2j5/753140954
http://www2.vigilantsolutions.com/e/43142/rt-6954617043305142273/6qv2j7/753140954

PlateSearch 202: Advanced Techniques
June 14th 10:00 AM PST

Expanding on skills learned in PlateSearch 101, this
course will include advanced LPR querying
techniques. Topics featured will be Make & Model and
Geo-Fence LPR querying, Common Plate Report, and

Associate Analysis. (One hour long)

Register Now

Follow on Twitter Follow on Facebook

Copyright © 2018, All rights reserved.
Our mailing address is:
Vigilant Solutions

1152 Stealth Street
Livermore, CA 94551

unsubscribe from all emails update subscription preferences

FaceSearch 101: The Basics
May 24th 10:00 AM PST

Vigilant's Facial Recognition tool FaceSearch will allow
users to compare faces across a national database of
16+ million images. Along with basic website
navigation, this course will focus on how to upload
images for comparison and how best to get a match

using filtering and editing techniques. (One hour long)

Register Now



http://www2.vigilantsolutions.com/e/43142/rt-8205614984931978243/6qv2j5/753140954
http://www2.vigilantsolutions.com/e/43142/rt-6954617043305142273/6qv2j7/753140954
http://www2.vigilantsolutions.com/e/43142/VigilantSol/6qv2j9/753140954
http://www2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/6qv2jc/753140954
http://www2.vigilantsolutions.com/unsubscribe/u/43142/624d3983cd08de1146f992da1e5da95c782e30551e934ecc5672bbb7a24f123b/753140954
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From: Roger Rodriguez

Sent: Friday, June 1, 2018 9:08 AM PDT
To: whillyard@cityofirvine.org
Subject: Back By Popular Demand: Man v. Machine - Facial Recognition Webinar!

ABOUT  SOLUTIONS  CONTACT

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in
the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether
returned leads are viable or not. In this webinar, see how Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger
Rodriguez uses Vigilant's FaceSearch to generate investigative leads from images that normally do not meet the criteria for facial recognition

searching after vetting and performing specific enhancements.


http://www2.vigilantsolutions.com/e/43142/2018-06-01/6wy3j5/762375546
http://www2.vigilantsolutions.com/e/43142/about-/6wy3j7/762375546
http://www2.vigilantsolutions.com/e/43142/products-/6wy3j9/762375546
http://www2.vigilantsolutions.com/e/43142/contact-/6wy3jc/762375546
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6wy3jf/762375546

Miss the first installment? We've opened registration for another round. Register for our webinar: Man v. Machine and we will explain why the

facial recognition process still needs human involvement.

WHEN Thursday, June 14, 2018 | 3:00 PM - 4:00 PM EDT

HOSTS Roger Rodriguez
Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)

BE SAFE. BE SMART. BE VIGILANT.
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From: Roger Rodriguez

Sent: Wednesday, June 6, 2018 9:04 AM PDT
To: whillyard@cityofirvine.org
Subject: Have You Registered Yet? Man v. Machine - Facial Recognition Webinar!

ABOUT  SOLUTIONS  CONTACT

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in
the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether
returned leads are viable or not. In this webinar, see how Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger
Rodriguez uses Vigilant's FaceSearch to generate investigative leads from images that normally do not meet the criteria for facial recognition

searching after vetting and performing specific enhancements.


http://www2.vigilantsolutions.com/e/43142/2018-06-06/6x1j9t/763127424
http://www2.vigilantsolutions.com/e/43142/about-/6x1j9w/763127424
http://www2.vigilantsolutions.com/e/43142/products-/6x1j9y/763127424
http://www2.vigilantsolutions.com/e/43142/contact-/6x1jb1/763127424
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6x1jb3/763127424

Miss the first installment? We've opened registration for another round. Register for our webinar: Man v. Machine and we will explain why the

facial recognition process still needs human involvement.

WHEN Thursday, June 14, 2018 | 3:00 PM - 4:00 PM EDT

HOSTS Roger Rodriguez
Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)

BE SAFE. BE SMART. BE VIGILANT.
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From: Paige at Vigilant

Sent: Friday, June 8, 2018 6:32 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: Upcoming Training Webinars

PlateSearch 101: The Basics Webinar

Tuesday, June 12th 11:30 AM - 12:30 PM PST
Learn about Vigilant's premiere LPR database PlateSearch (previously LEARN), and how to query fixed, mobile and
LPR Data to generate case-solving leads. Topics include basic website navigation, PlateSearch tools, License Plate

Query, Locate Analysis and Stakeout. (One hour long).

Additional Dates:

More dates are available. Click here to view the full list


http://www2.vigilantsolutions.com/e/43142/rt-7648152694044835843/6x2w3f/763913130
http://www2.vigilantsolutions.com/e/43142/training-webinars/6x2w3y/763913130

of upcoming training webinars.

Other Upcoming Training Webinars:

PlateSearch 202: Advanced Techniques FaceSearch 101: The Basics

June 14th 10:00 AM PST June 12th 10:00 AM PST

Expanding on skills learned in PlateSearch 101, this Vigilant's Facial Recognition tool FaceSearch will allow
course will include advanced LPR querying techniques. users to compare faces across a national database of 16+
Topics featured will be Make & Model and Geo-Fence million images. Along with basic website navigation, this
LPR querying, Common Plate Report, and Associate course will focus on how to upload images for comparison
Analysis. (One hour long) and how best to get a match using filtering and editing

techniques. (One hour long)

Register Now
Register Now


http://www2.vigilantsolutions.com/e/43142/rt-8205614984931978243/6x2w3h/763913130
http://www2.vigilantsolutions.com/e/43142/rt-6954617043305142273/6x2w3k/763913130

Mobile Companion 101: The Mobile Application of
PlateSearch
June 27th 10:00 AM PST

Learn about Vigilant's premiere LPR database
PlateSearch (previously LEARN), and how to query
fixed, mobile and LPR Data to generate case-solving
leads on a Mobile device. To include basic navigation
and PlateSearch tools License Plate Query, Locate

Analysis, & Stakeout. (45 mins long).

Register Now

Follow on Twitter Follow on Facebook

Copyright © 2018, All rights reserved.
Our mailing address is:
Vigilant Solutions

1152 Stealth Street
Livermore, CA 94551

unsubscribe from all emails update subscription preferences

PlateSearch 101: The Basics
June 28th 11:30 AM PST

Learn about Vigilant's premiere LPR database
PlateSearch (previously LEARN), and how to query
fixed, mobile and LPR Data to generate case-solving
leads. opics include basic website navigation,
PlateSearch tools, License Plate Query, Locate

Analysis and Stakeout. (One hour long).

Register Now
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http://www2.vigilantsolutions.com/e/43142/2018-06-08/6x2w3w/763913130

From: Roger Rodriguez

Sent: Tuesday, June 12, 2018 9:14 AM PDT
To: whillyard@cityofirvine.org
Subject: It's not too late to register for Man v. Machine - Facial Recognition Webinar!

ABOUT  SOLUTIONS  CONTACT

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in
the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether
returned leads are viable or not. In this webinar, see how Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger
Rodriguez uses Vigilant's FaceSearch to generate investigative leads from images that normally do not meet the criteria for facial recognition

searching after vetting and performing specific enhancements.


http://www2.vigilantsolutions.com/e/43142/2018-06-12/6x3q63/764468454
http://www2.vigilantsolutions.com/e/43142/about-/6x3q65/764468454
http://www2.vigilantsolutions.com/e/43142/products-/6x3q67/764468454
http://www2.vigilantsolutions.com/e/43142/contact-/6x3q69/764468454
http://www2.vigilantsolutions.com/e/43142/facial-recognition-webinar/6x3q6c/764468454

Miss the first installment? We've opened registration for another round. Register for our webinar: Man v. Machine and we will explain why the

facial recognition process still needs human involvement.

WHEN Thursday, June 14, 2018 | 3:00 PM - 4:00 PM EDT

HOSTS Roger Rodriguez
Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)

BE SAFE. BE SMART. BE VIGILANT.
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From: Shawn Smith

Sent: Wednesday, June 13,2018 9:11 AM PDT
To: whillyard@cityofirvine.org
Subject: Vigilant Solutions Acquisition Announcement

ABOUT  SOLUTIONS  CONTACT

VIGILANT SOLUTIONS ACQUISITION ANNOUNCEMENT

Dear William,

We are very excited to announce today that Vigilant Solutions has acquired the assets of ShotCaller Global Inc., developer of
GunOps™ and DNAOps™ investigative solutions for law enforcement. This acquisition enables us to provide the law
enforcement community with firearm forensic mapping and DNA crime mapping technology that complement our existing suite

of automated license plate reader (ALPR) data, facial recognition technology and ballistics analysis solutions.


http://www2.vigilantsolutions.com/e/43142/2018-06-13/6x42s7/764868694
http://www2.vigilantsolutions.com/e/43142/about-/6x42s9/764868694
http://www2.vigilantsolutions.com/e/43142/products-/6x42sc/764868694
http://www2.vigilantsolutions.com/e/43142/contact-/6x42sf/764868694
http://www2.vigilantsolutions.com/e/43142/tigative-tool-law-enforcement-/6x42s5/764868694

GunOps and DNAOps are web-based interactive investigation tools. GunOps allows law enforcement investigators and analysts
to enter, visualize and access information about firearm-related crimes, forensic test results and armed criminals. DNAOps
allows law enforcement to enter, visualize and access information about crimes where DNA has been recovered from crime

scenes, using web-based mapping applications.

This means Vigilant Solutions is now well-positioned to help the law enforcement community to combat the growing epidemic

of gun crime. Specifically, our enhanced suite of offerings enables us to provide law enforcement the ability to help identify the

G.E.T. — geography, event and time — of gun crime.

Anyone who works with or for Vigilant Solutions knows that we are passionate about the fact that our solutions help to keep

communities and law enforcement safe. This acquisition is exciting because it not only allows us to continue to achieve that

goal, but also enables us to expand our capabilities and help law enforcement to eradicate violent gun crime.

If you are interested in learning more about GunOps, please contact us at BeVigilant@VigilantSolutions.com.

Be Safe. Be Smart. Be Vigilant.

Shawn Smith

Founder and President

BE SAFE. BE SMART. BE VIGILANT.
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From: Special Services Group Info

Sent: Tuesday, June 19, 2018 3:22 PM PDT

To: Jeff Godfrey

Subject: SSG Black Book and Equipment Demos

Attachments: SSGBlackBook2018v5.pdf, image003.jpg, image004.png, image005.jpg

Please see correction, your Sales Director is Jeff Godfrey.

Special Services Group, LLC
PO Box 825, Denair, CA 95316

Phone: (209) 682-5026

Fax: (209) 634-4426
WWW.specialservicesgroup.us

This email and any attachments thereto, contains confidential and/or trade secret information that is not intended
or authorized for public disclosure and is provided strictly on the basis that the confidentiality of this information
will be protected by its recipient from any unauthorized disclosure. This communication is intended to be
confidential and solely for use of the persons or entities addressed above. If you are not an intended recipient, be
aware that the information contained herein may be protected from unauthorized use by privilege or law, and any
copying, distribution, disclosure, or other use of this information is prohibited. This communication and any
attachments may contain EXPORT-CONTROLLED technical data that is subject to the International Traffic In Arms
Regulations (ITAR), or the Export Administration Regulations (EAR). Export of this material is prohibited without a
valid export license issued by the US Department of State, Office of Defense Trade Controls as prescribed in the
International Traffic in Arms Regulations, Title 22, Code of Federal Regulations, Parts 120-130. If you have received
this communication in error, please contact the sender by return e-mail or telephone the above number
immediately and delete or destroy all copies. Thank you for your cooperation.

From: Special Services Group Info

Sent: Tuesday, June 19, 2018 3:17 PM

To: 'Jeff Godfrey' <jgodfrey@specialservicesgroup.us>
Subject: SSG Black Book and Equipment Demos

Greetings!
Our sales director for your area, Jeff Godfrey, is scheduling in-person demonstrations of our equipment.
Please take a look at our latest catalog and let us know if you’d like to be contacted to schedule an in-

person demonstration at your office.

Best Regards,


http://www.specialservicesgroup.us/

Special Services Group, LLC
PO Box 825, Denair, CA 95316

Phone: (209) 682-5026

Fax: (209) 634-4426
Www.specialservicesgroup.us

This email and any attachments thereto, contains confidential and/or trade secret information that is not intended
or authorized for public disclosure and is provided strictly on the basis that the confidentiality of this information
will be protected by its recipient from any unauthorized disclosure. This communication is intended to be
confidential and solely for use of the persons or entities addressed above. If you are not an intended recipient, be
aware that the information contained herein may be protected from unauthorized use by privilege or law, and any
copying, distribution, disclosure, or other use of this information is prohibited. This communication and any
attachments may contain EXPORT-CONTROLLED technical data that is subject to the International Traffic In Arms
Regulations (ITAR), or the Export Administration Regulations (EAR). Export of this material is prohibited without a
valid export license issued by the US Department of State, Office of Defense Trade Controls as prescribed in the
International Traffic in Arms Regulations, Title 22, Code of Federal Regulations, Parts 120-130. If you have received
this communication in error, please contact the sender by return e-mail or telephone the above number
immediately and delete or destroy all copies. Thank you for your cooperation.


http://www.specialservicesgroup.us/

Rev. 5.1.2018

Brack Book

Real World Operability

Technical solutions for law enforcement, military, intelligence and select clients.
www.specialservicesgroup.us

2018
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.- Video Surveillance

Miniature Video Compression Devices

Brack Book

Miniature Video Compressor (MVC™)

The SSG Miniature Video Compressor (SSGMVC™) line represents a breakthrough in cellular connected
video. The small form factor and low power consumption allow the SSGMVC devices to be used in
concealments where previous compressor offerings have been excluded due to size, weight and power.

The SSGMVC-DM12™ Dual Camera Compressor’s

pair of integrated 5-megapixel MIPI imagers give
the lowest power consumption of all SSGMVC
variants. Mounted behind M 12 lens barrels, these
allow two lenses of differing focal lengths to be
used, proving dual, simultaneous video feeds across
the cellular network. A miniature “drop and go”
system with modem, compressor and recorder

all in one.

Turnkey server options are available

to include ready-to-go cloud storage
making the device plug and play
without any coordination of agency
IT resources.

J

The SSGMVC-ETH™ Inline Compressor has a single
ethernet connector and USB port. The device can
be used with COTS USB modem products from a
range of manufacturers; or, with the addition of a
USB-Ethernet adaptor, the SSGMVC-ETH can be
used in line between existing IP cameras and secure
infrastructure 4G modems (such as offerings from

Sierra Wireless and Cradlepoint).

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Migiature Video Compression Devices - ...

Brack Book

SSGMVC-PTZ™

All-in-One Miniature PTZ Camera with Compressor, Modem and Recorder

N

Built to further increase the SSG Miniature Video Compressor
integration level, the SSGMVC-PTZ camera brings pan and
tilt functionality, dual sensor imaging and the SSGMVC video
compressor together, in a tiny 2.1” diameter device, perfect for
concealments.

A pair of integrated 5-megapixel MIPI imagers, mounted to a
custom, encoded pan and tilt mechanism, allow the user to steer
the camera onto target. Two imagers are used to give varying levels
of magnification to the user. The wide lens is used to target the
camera and the tele lens provides sufficient magnification to provide
identification at ranges out to 300ft.

Integrated within the housing is the SSGMVC video compressor,
designed with an internal modem, or for use with an external COTS
USB modem. The unit’s external USB host port also allows direct
connection to a multitude of infrastructure, including cellular,

mesh and satcom options. The SSGMVC-PTZ also comes with

an onboard SD card recorder, making the hand-held device all you
need for PTZ video, compression, transmission and storage.

The SSGMVC-PTZ brings everything needed for video surveillance
to the palm of your hand. With it’s miniature size and incredibly
low power draw, nothing compares to the SSGMVC-PTZ. You no
longer need to run multiple devices such as compressors, routers/
modems and NVR’s... the SSGMVC-PTZ does it all, at only a

fraction of the size, weight, power and cost!

The SSGMVC-PTZ unit measures 2.2 x 2.2 x 4.5” and consumes

less than 3.5W of power with integrated modem.
No special SIM cards are required

for operation. Turnkey server options
are available to include ready-to-go

Full product data sheets available upon request cloud storage making the device plug

@ and play without any coordination of

agency IT resources.
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Miniaturé-Video Compression Devices

Brack Book

SSGMVC-LHC™
Lamp Head Concealment

The SSG Miniature Video Compressor Lamp Head
Concealment (SSGMVC-LHC) is the first in SSG’s
line of Miniature Video Compressor Concealments.
The breakthrough technology in the MVC allows SSG
to provide innovative video compression concealments
never before available due to size and power restrictions.

The Lamp Head Concealment is built from the ground
up to be a plug-in replacement for standard street lamp
day / night sensors. The concealment directly connects
to the NMEA power socket present on most street lamp
fixtures. The device takes its power from this socket, and
replaces the functionality of the original sensor, turning
the street lamp on and off based on the ambient lighting
conditions.

A pair of integrated 5-megapixel MIPI imagers,
mounted to a custom pan and tilt mechanism, allow the
user to steer the camera onto target. Two imagers are
used to give varying levels of magnification to the user.

The device is built with the SSG Miniature Video
Compressor, modem, and recorder all integrated,
creating a miniature concealment/ recording/
compression/transmission device like no other!

Turnkey server options are available

to include ready-to-go cloud storage

making the device plug and play

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026

without any coordination of agency

IT resources. @
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Capneras & Concealments :

Brack Book

Rapid Vehicle Deployment Kits

IP Baby Seat Drop Kit

The SSG IP Baby Seat Drop Kit consists of
everything you need to quickly and covertly deploy
a drop car for video surveillance. The IP Baby Seat
houses a high definition IP camera with incredible
zoom. The Baby Seat concealment has front, rear
and side viewing angles due to the camera’s full
360° PTZ rotation. The system is fully portable, so
you are not restricted to the same drop car for each
mission.

The IP Baby Seat comes in a variety of custom Kits,
including our self-contained “All-in-one” kit. Kits
can be custom configured to include camera only,
or camera with video recording and transmission
systems and power supply.

Flashing Amber Beacon PTZ Rapid Deploy Kit

The Amber Beacon Camera is a working, flashing,
amber emergency beacon that can be mounted to
the top of a vehicle by suction, magnets or fixed
mount. The Amber Beacon is a full 360° rotation
PTZ color camera providing views of the entire
surrounding area. With suspects now showing
awareness of surveillance vans with periscope
cameras, the Amber Beacon is the perfect solution
for covert vehicle based surveillance. The camera
inside the Amber Beacon is a completely concealed
discreet remote viewing device. The camera is also
fully functional, with or without the amber light
flashing.

The Amber beacon is available as a camera alone,
or in a rapidly deployable kit with everything a user
needs for a complete surveillance solution.

Full product data sheets available upon request
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Cameras & Concéalments *

Brack Book

Tombstone Cam

The Tombstone Cam is our newest video concealment offering the
ability to conduct remote surveillance operations from cemeteries. The
Tombstone is offered as a concealment only, or as a complete all-in-one
system with PTZ video, edge recording, optional audio, and full power.
The all-inclusive system can be deployed for approximately two days with
the included PB-180° LiFePO4 battery. The Tombstone Cam is fully

portable and can be easily moved from location to location as necessary.

The FLY Alarm Clock Camera and Audio Transmitter

The “Fly on the Wall” is a working Memorex clock radio designed to
capture and record video and audio and transmit it via a secure encrypted
Wi-Fi signal to a nearby location. The Fly was designed for vice
operations, drug buys, covert home or office deployments, and hotel room
stings. Up to ten investigators can watch and listen to the live audio and
video by simply connecting to the WiFi network on their smart phones,
notepads, or laptops. The video and audio is constantly recording to an
SD card on the device itself.

Shop-Vac Covert DVR Recording System

The Shop-Vac is a fully contained high definition PTZ IP camera, DVR
and battery housed in a covert Shop Vac concealment. A battery is included
inside for short deployments. An AC power connector is available for long-
term deployments, and DC power options can be connected for mobile
deployments also. The high definition camera has a 20x optical zoom and

shop-vat

exceptional low light capability. The system also houses a cellular gateway
for full remote video transmission and Wi-Fi for nearby connectivity. Also
included is a keyfob for remote resets, and 1TB of recording storage on the
internal DVR. The system is compatible with Milestone, View Commander

or many other video management software options.

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Flexible Alignment (FA) Lenses

Standard pinhole lenses suffer from two main problems. First, the aperture of the lens needs to be
positioned right in the pinhole, making the presence of the camera easy to detect. Second, the alignment of
the lens to the pinhole is critical; any slight misalignment causes vignetting. FA lenses use novel optical
technology to overcome both of these problems.

FA Pinhole Camera Kit FA 120 Wide Angle Pinhole Kit
* Focal Length: 4.8mm to 29mm o * Focal Length: 1.8mm
* Field of View: 12° to 65° * Field of View: 120°

* Stand-off distance : 2mm typ. * Stand-off distance : 2mm typ.

* Camera: S Mount 1/3” typ. * Camera: S Mount 1/3” typ.

Miniature Flexible Alignment Camera & Miniature Flexible
Alignment - Right Angle Pinhole Camera

The Miniature Flexible Alignment Pinhole camera/lens
combination is the latest addition to the FA range of optical
surveillance solutions. This provides a 12, 25 or 50 degree field
of view through a Imm pinhole, optimized for deployment

in extremely confined spaces. Use of a 1/3.7” sensor keeps the
overall diameter under 9mm, while still providing superior low
light performance, essential in pinhole installations.

"
=
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Full product data sheets available upon request

®
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Angled Pinhole (AP) Camera / Lens Kit

The Angled Pinhole Camera Kit allows surveillance
operatives to observe an area of interest centered
45 degrees off axis to a pinhole cut through a
ceiling or wall at right angles. This simple to install
lens provides a 30 degree field of view (FoV) and

is pointed by simply rotating the lens during
installation. In addition, the lens stands back 2mm
from the small 1.2mm pinhole, reducing the risk /
of detection.

Compact Optically Scanning Enhanced (COSE)
Zoom Pinhole Lens

COSE 120DL COSE 1208T

n— SSE

Using a patented optical scanning technique the
COSE lens offers up to 120° pan, tilt and 10x
zoom capability through a Imm pinhole with no
lens movement. It can scan and zoom onto any
target subject within the wide angle field of view
of the lens. The scanning is purely optical meaning
full image brightness and quality are preserved.
COSE can be easily integrated with many cameras
and control systems.

HD & Ultra Low Light Camera with HD

The HD & Ultra Low Light Camera with HD
100mm Compact Telephoto lens kit (HDULL100)
provides a 24/7 solution to capture covert
surveillance footage. The kit is based around
Claresys latest development - The High Definition
100mm Compact Telephoto lens. By increasing the
lens aperture, we have been able to achieve /4 stop
which is ideal for capturing images in low light,
while still maintaining the extremely small form
factor compared to traditional surveillance lenses.
Paired with Claresys Ultra Low Light Camera,
footage can be acquired in near total darkness
thanks to its 0.000005 lux sensitivity. The HD
camera also included in the kit allows for higher
resolution image capture when required such as
facial recognition or vehicle license plates.

HDCT100 with HD SDI Camera

HDCT100 with Ultra Low Light Camera

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Compact Telephoto (CT) Lenses

The Compact Telephoto lens range has been developed to address an operational need for longer focal lengths
while minimizing the overall combined size of the lens/camera package to facilitate hiding in concealments.

The length of the lens is kept to a minimum using a unique design to achieve extreme telephoto ratios, typically
60%. The lenses have been optimized for use with small, low cost S-mount (M12x0.5) board and bullet cameras,
further helping to keep the overall installation size to a minimum.

e N\ ™
c170 - -
CT250 '
_ . CT100 . _

* Focal Length: 250mm * Focal Length: 70mm, 100mm, 150mm

* Length: 144mm * Length: 49mm to 99mm

e Diameter: 31mm ¢ Diameter: 14mm to 17mm

e Camera: S Mount (M12x0.5) e Camera: S Mount (M12x0.5)

. 1/3” sensor e 1/3” sensor

e Resolution: >570 TV lines ¢ Resolution: >570 TV lines
\_ J \_ J

HIPATZ

'The Claresys High Definition Internal Pan, Tilt and
Zoom Lens is a remote surveillance camera/lens solution
with a unique internal optical scanning capability that
provides covert pan and tilt operation and 35x zoom.
This allows the user to scan across a scene without the
camera or lens moving, as all PTZ functions are internal.
The HIPATZ provides high quality video surveillance
combined with fast and easy deployment for hostile

or exposed locations. The HIPATZ is easy to conceal

in a covert hide or buried in the ground, simplifying

the deployment and helping to reduce complexity and

power requirements.

Full product data sheets available upon request

®
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Board Level Option

Watec 910HX Ultra Low
Light Camera

The Watec 910HX is a monochrome ultra low light
camera. This camera is equipped with built-in video
motion detection with an alarm output terminal to
trigger external devices such as a DVR.

* Low Light Sensitivity/0.000005 lux

e Dead Pixels Correction

* 3D Noise Reduction (3DNR)

*  Motion Detection

*  On Screen Display

*  Weight — 2.90z (83g)

* Digital Wide Dynamic Range

S/C Mount Lens Adapter Kit

The SSG S/C Mount Lens Adapter Kit includes the
following items:

*  S-Mount to C-Mount Adapter—Flat

* S-Mount to C-Mount Adapter—Medium

* S-Mount to C-Mount Adapter—High

e C-Mount Lock Ring

e M12/S-Mount Lock Ring

*  Allen Wrench

For more z'nformation or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Drop Box Recording and Observation Covert System

The Drop Box recording and transmission system is a 4
ruggedized case housing a network DVR for local recording, a
cellular gateway for video transmission, options for COFDM
transmission if desired, high power Wi-Fi, and a monitor for
local viewing and control. The Drop Box has connections

for IP and analog cameras, allowing almost any camera to be
connected to the external ports on the box. There is also an
external connector for a DC battery source or from a power
cord with the included 120v AC power supply. The Drop
Box can be left in drop cars, surveillance vans, offices, motels,
etc., and can also be used as a monitoring device for smaller
cameras used in hotel room stings. The Drop Box is a multi-
function versatile recording and transmission system that is
suitable for almost any video surveillance mission.

*  Replaces high-cost surveillance
vans that easily get burned.

e Can be moved quickly and easily
from vehicle to vehicle.

* Remote access options via cellular,
WiFi or COFDM if desired.

* Run multiple cameras
simultaneously.

* Can be monitored onsite, if
desired, or remotely.

* Built with latest Sierra Wireless
RV50 modem.

e Plugand play with PB-180°

power systems.

Full product data sheets available upon request

)
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Pole and Streetlight Cameras

SSG offers a full line of pole and streetlight cameras. Our cameras include micro-sized pole cameras, NVR
based systems with onboard recording, innovative Cable Boot concealments that hang mid line, as well as
overt solutions.

Various options available:
* High definition IP based PTZ

cameras

* Covert and overt options

*  Onboard recording w/built-in NVR

* Dual camera pole box systems

* Remote recording Video
Management Systems

e Choice of cameras (Canon, Axis,

Panasonic, Sony, Hikvision)
*  Smallest footprint 6” x 8”
e Wi-Fi, cellular, COFDM
e GSM, CDMA or Cable
* Remote key-fob reset
e DNS service
e 12V DC or 120-240V AC power

options

g WO FRGE

H-F
——y - |
- J

Pole (NEMA) box power

supplies available - see
Power & Solar Equipment For more information or a price quote:
section of catalog Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Vehicle Camera Mount

The Vehicle Cam Mount allows you to use your

traditional outdoor IP pole cameras for in-vehicle or

other indoor deployments. The mount comes with:
Telescoping Pole - Spring loaded 2-section aluminum
poles with a unique spring locking expansion
system locks the mounting pole between the ceiling
and the floor, or two walls, resulting in a quick,
non-permanent mounting solution that only has a
footprint of two inches in diameter.
Adjustable Clamp - The adjustable clamp is made
from a lightweight alloy that will support loads of up
to 44 lbs. It features a hexagonal receiver that accepts
dozens of accessories from a simple stud to the
versatile Max Arm to mount almost any light fixture,
camera or accessory. The receiver features a spring
locking safety system to ensure that the accessory
won't separate from the clamp if the locking screw
loosens unexpectedly. It also features a saddle to
securely mount it on flat surfaces. This clamp has
a ratcheted handle that allows you to reposition it
should you not have clearance to rotate the handle in
a complete circle to tighten or loosen it.
Powder Coated Steel Mounting Plate - Mounting plate
is a heavy-duty steel plate powder coated black and
used to allow for quick mounting and placement of
the PTZ camera of choice. The mounting plate is
connected to the adjustable clamp to provide easy
mounting and placement of a PTZ camera on the
expandable mounting pole.
Camera Specific Magnet Adapter - The magnet
adapter is a custom CNC machined high density
plastic that connects to a PTZ IP camera such as the
Canon VB-M44, H45, M50 line of cameras as well
as the Axis V59 series cameras. The adapter uses the
standard %4-20 mount on a PTZ camera and three
rare-earth magnets that provide a positive connect to
the steel mounting plate. The camera is completely

secure, yet easy to remove or adjust.

Full product data sheets available upon request

)



Video Surveillance

Field Camera-Kits" . z
Brack Book

Reconyx Cellular Camera Kit

e 1 Reconyx 750 or 950 Camera (Cellular Version Only)
e Custom Storm case

e 2 16GB SD cards

* NiMH rechargeable batteries and charger

e Covert camera hide

—_

Reconyx SC950 Cellular HyperFire
Covert Security Camera

Excellent picture quality day and
night with covert “no-glow” IR.
Onboard recording to 32GB

SD card. Options include loop

recording, scheduled by time
of day and day of week. The

cellular feature allows the camera to send photos to

your smart device.
TR

—

Reconyx SM750 Cellular
HyperFire License Plate Capture

Camera

Captures license plate images
at speeds as fast as 3 frames per
second on vehicles traveling at
speeds of up to 50 miles per
hour. Quality day and night

recording with “no-glow” IR. Includes loop recording,
scheduled by time of day and day of week. The

cellular feature allows your camera to send photos to

your smart device.
)

A

HS2X Hyperfire 2 Security Covert

IR Camera

The NEW HS2X Security Series
Camera is equipped with features
such as Loop Recording (over-
riding beginning images so the
camera will continue to record
once the memory card is filled)

and Advanced Multi-Scheduling (programming

the camera to only operate during set hours of the

day and different days of the week). The HS2X has

a 1/4th second trigger speed coupled with motion
sensing. NoGlow™ GEN3 High Output Infrared
night vision reaches out to 150 feet. The new image
sensor provides HD images and videos. The nighttime
images are crisp and clear with no graininess or
blurring, while the daytime photos are rich in color

and clarity.

®

Reconyx MS8/MS7 MicroFire WiFi
Enabled Security Camera

GEN2 NoGlow covert infrared
illumination up to 50 feet

with 720P HD video w/audio.

0.2 second trigger speed. All
controls reside securely on

your smartphone or tablet via

a free mobile app for Android or iOS devices (certain
restrictions apply). You can check camera status, change
programming options and download images and videos
wirelessly from up to 100 feet away. The MS8 Security
Camera boasts features such as loop recording, multi-
scheduling, and audio on/off. MS7 version captures
license plates on vehicles traveling up to 50 mph.

S J

Reconyx XS8 UltraFire Covert
General Surveillance Camera
GEN2 NoGlow covert infrared
illumination up to 80 feet
with 1080P HD video at 30
frames per second. Still image
resolution up to 8 megapixels.
2.4” color display allows
playback of images and sound directly on the
camera. Loop and scheduled recording options.
Audio option.

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Rock & Tree
Concealments

For Reconyx 950 & 750 Cellular,
XR6 and XS8 Cameras

High quality, weather proof silicone
rubber rock and tree concealments for
Reconyx cameras. Rugged, durable and
made to fit easily over your 950 & 750
cellular, XR6 or XS8 cameras.

Reconyx Security
Enclosures

* Custom fit security enclosures
* Conceals and protects cameras
* Locks included with some models

Full product data sheets available upon request
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PB-20™, PB-40™ and PB-180° Power Systems

SSG’s rugged, long-lasting PB power systems are
designed to work with all SSG video equipment,
providing operators with a total surveillance
solution that includes the power supply. The
PB systems can also be used to run almost any
device requiring 12V DC power (or with
inverter 120V AC).

SSG’s innovative power systems have many
advantages over other types of batteries. The PB
systems are made with the highest quality LiFePO4
cells which have a significantly longer life span than
other battery chemistries. LiFePO4 is a non-toxic
substance making the battery life safer to use, and
it is also a more stable chemistry than others and

is far less likely to suffer from thermal run away.
These portable systems weigh less than other
chemistries of the same capacity and the larger
models are provided in rolling Pelican case format
for quick and easy deployment. The PB systems
are built on a stable and controlled platform which
includes low voltage cutoff and cell balancing to
allow the cells to perform to their full capacity.

The PB systems include an advanced battery
monitor that allows users to monitor their battery
status. It constantly measures the battery voltage
and battery current and uses this information to
calculate the actual state of charge of the battery.

The PB-180 also comes with a standard and
a ruggedized rapid battery charger. The rapid
charger allows operators to recharge the
PB-180 in less than 3 hours when needed for
back-to-back missions.

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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®
PB-180°- Pole Mount Power System
SSG’s innovative PB-180 Pole Mount power system
has many advantages over other types of batteries.
The PB-180 Pole Mount is made with the highest
. quality LiFePO4 cells which have a significantly

longer life span than other battery chemistries.
LiFePO4 is a non-toxic substance making the

|

battery safer to use, and it is also a more stable
chemistry than others and is far less likely to
suffer from thermal run away. The PB-180

Pole Mount weighs less than other chemistries

of the same capacity and is provided in NEMA
box with mounting brackets for quick and easy
deployment. The PB-180 Pole Mount is built on a
stable and controlled platform which includes low

voltage cutoff and cell balancing to allow the cells
to perform to their full capacity.

e Quick and easy deployment with single
on/off button.

¢ Safe technology — less likely to catch fire
or explode if damaged.

e Half the weight of an equivalent capacity
lead acid battery.

e Over 2000 deep discharge cycles vs.
300 for lead acid batteries.

e Approximately double the usable capacity
of lead acid batteries.

* High discharge & recharge rate capability.

¢ Extremely low self-discharge rate unlike
lead acid batteries.

* Does not suffer from thermal runaway like
Li-Ion or Li-Po.

¢ Can be safely used with no loss in
performance up to 140°F.

¢ Does not contain any toxic heavy metals
like lead & cadium.

* The most ecofriendly battery
chemistry available.

Full product data sheets available upon request

®
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SP-180™ Solar Power System

SSG’s new SP-180 solar system adds high-performance
solar electric technology to the SSG line of PB-180
batteries. The SP-180 Solar Kit comes in a ruggedized
Pelican case equipped with the conversion components
allowing the system to power 12V DC devices such as
the PB-180 battery. The SP-180 includes ten lightweight,
flexible, folding 120 watt super-efficient solar panels that
plug into the Pelican case. The case then plugs into the
charging port of the PB-180 battery for operation.

Features of the SP-180 Kit:

e 10 x 120 watt super-efficient and super light, folding
portable solar panels.

e 1200 watts of the highest efficiency SunPower
solar panels available.

e Panels can be laid flat on the roof or on the ground.

¢ Lightweight 9-pound panels are very easy to move
around vs. heavy glass panels.

e The SunPower 22% efficiency rated solar cells provide
the smallest panel footprint possible vs. less efficient
solar cells that require more square footage per watt.

¢ SunPower cells produce 25-35% more power
compared to conventional cells and deliver the highest
energy per rated watt compared to a conventional
panel.

¢ No light-induced degradation = 2 - 3% more energy.

* Low temperature coefficient = 1 - 2% more energy
at 35-40°C ambient temperature.

* Low light and broad spectral response = up to 1%
more energy in overcast and low-light conditions.

* Corrosion resistant and crack resistant.

* Eco-Friendly lead-free components are RoHS
compliant. Conventional cells often require
components with lead.

* Ruggedized Pelican case solar charge controller.
* Digital display monitor.

Automatic forced air cooling (operates while case is

Note: SP-180 Solar Charge Kit requires separate
closed).

purchase of PB-180° battery to operate.

For more z'nformation or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Ammo Box Batteries

SSG’s innovative PB-20™-AB and PB-40™-

AB Ammo Box batteries are designed to fulfill a

dual role including providing emergency power

or outdoor power for field deployed equipment.

Typical uses may include powering surveillance

equipment, smart devices, radios, search and rescue

equipment or many other 12V devices. Both a

USB charging port and Anderson (or optional

cigarette style) port is included. An optional high-

performance solar kit is available with the PB-40-

AB for continuous solar charge.

¢ Quick and easy weather resistant deployment.

* Power cell phones and other smart devices,
emergency equipment and surveillance
equipment.

* Safe technology — less likely to catch fire or
explode if damaged.

e Half the weight of an equivalent capacity lead
acid battery.

¢ Over 2000 deep discharge cycles vs. 300 for
lead acid batteries.

e Approximately double the usable capacity of
lead acid batteries.

¢ Virtually flat discharge curve means no
“voltage sag,”’

e High discharge & recharge rate capability.

¢ Extremely low self-discharge rate unlike lead
acid batteries.

¢ Does not suffer from thermal runaway like Li-
Ton or Li-Po.

¢ Can be safely used with no loss in performance
up to 140°F.

¢ Absolutely maintenance free for the life of the
battery.

¢ Does not contain any toxic heavy metals like
lead & cadmium.

¢ The most ecofriendly battery chemistry
available.

Optional solar kit with SunPower 22% efficiency
rated solar cells in a rapid deploy folding case with
handle.

®

Full product data sheets available upon request
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CRYSTAL - CLEAR AUDIO TRAMSMITTER

C-CAT® Transmitter and Recorder
%G? q:':? *  Body wire (audio transmitter) and recorder,

\'\ (\.’ pre-programmed and ready-to-go out of the box

*  Crystal-clear audio with advanced Digital Signal
Processing (DSP)
* Up to 1 Watt output for long-range transmission
*  Easy to configure using smartphone/tablet app
* No PC programming, software, or cables to fight
et G G 208 * Records audio to removable MicroSD card
(recording feature can be switched off). Records
in stereo when the external microphone is
plugged in.
* Built-in internal microphone
*  External microphone with automatic
switch-over to internal mic

* Date and time automatically set from

ii’}, e smartphone/tablet (or can be manually set)
- * Automatic date and time stamp on recorded

audio files

7~ o\ Bantam VHF Radio/Receiver

The Bantam radio receiver is
a 16 channel radio receiver

«SL'T

that is custom programmed
to use with an agency’s law
enforcement VHF body wire
channels. The Bantam is

a 5 watt device, which can
dramatically increase the

distance of body wire reception.
The Bantam comes with a 1500
mAh battery and rapid charger,
and is fully programmed to an

— agency’s desired frequencies.

A programming cable option

«— 275 —>

is available for the user to program frequencies
independently. Multiple Bantam radios can be

used to ensure everyone on the team can hear the
_ _ operation. Channels can also be reserved for push-
Our Bantam audio receiver(s) can

be paired casily with the C-CAT® to-talk capability amongst the team.

audio transmitter. Custom body

. . . . For more information or a price guote:
wire kits housed in Storm/Pelican e priceq

Email - sales@specialservicesgroup.us

Call - (209) 682-5026

cases are also available based on
customer needs and requirements. @




Audio Transmitters & Receivers -

;e

. Wy e g
'{Th .r__'_

Brack Book

K-MIC™ In-mouth Microphone & Speaker Set

The K-Mic™ is a visually

and audibly inconspicuous

communications system that

allows for real-time audio

communication (speaking and

hearing) without being noticed.

* Avoid being noticed while
using a communications
device

¢ Communicate hands-free in
crowded, noisy surroundings

The K-Mic mouthpiece is a
small in-mouth microphone &
speaker set which connects to
your Bluetooth enabled device
of choice: Mobile phone,

recorder, streamer or K-mic
adapter.

The optional K-Mic Adapter is a
small Bluetooth enabled receiver
which can connect physically to
a non-Bluetooth enabled device
(two-way radio) via a headphone
jack. It can also connect to
wireless push-to-talk.

Full product data sheets available upon request

®
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CV-100™ Tactical Miniature Cellular
Audio & Video Surveillance System - All-in-One

Over-The-Horizon Covert Surveillance - From Anywhere to Everywhere

The CV-100 is a complete multi-tool surveillance
solution that fits in the palm of your hands. The
CV-100 offers video, audio and GPS all over

cellular IP. The device allows for connection

of multiple tethered cameras, microphones,
triggers, and power sources, and provides secure
communications.

* Covert surveillance, wearable, fast deployment
* Reliable, small, low power, easy to use
*  Modes of Operations:

o Online: Live streaming of video, audio,
location, events
o Autonomous: Event-driven &
schedule-driven operation, store
& forward
e Smart built-in DVR
*  Sensors and I/O capabilities

¢ Secured communication
(4G/LTE, 3G, 2.XG GSM networks)

* Short-range wireless
(Wi-Fi, Coded 900MHz, Bluetooth)
* Miniature, portable, robust
* High mission reliability, field proven
¢ Remote command & control software

= Real-tione wireless video, sudi, location

= Long range: From amywhene to evenywhens

= Uage: Covert surveillance, wearsble. fast deployment
= Relabie, sl kow poswer, sary 10 s

MEMTEX

7
Cvi100™- The M hnical Operations™

Minlature dea System

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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SuperBat and SuperBat Wireless

~

The SuperBat device

is a rapidly deployable
through-the-wall listening
system. Available wired

or wireless, the SuperBat
system allows you listen to
what is happening inside
your target surveillance area
while reducing unwanted
ambient noise.

* Through-the-wall
listening,.

e Surveillance, SWAT,
tactical task forces and
container monitoring.

e Super-directional: hear
only what is in the
target room.

*  Stereo signal improves
target intelligibility.

* Operates on internal
batteries or external
power supply.

* Easy to use - simply
connect, attach and
listen.

Full product data sheets available upon request

@)
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Wand II™

The Wand II is a wireless, one-touch, through-the-wall
listening device that is rapidly deployable with the push of
just one button. The Wand II provides exceptional audio
performance while reducing unwanted ambient noise.

Completely wireless through-the-wall listening.
One touch, quick deployment, touch, listen and go.
High sensitivity and gain.

Advanced noise reduction.

OptiClear™ Pro

and OptiClear Pro Wireless

The OptiClear Pro and OptiClear Pro Wireless provide
unprecedented audio clarity in the most challenging audio
environments. This noise reduction system is excellent

for listening to audio in noisy environments such as jails,
engine rooms, automobiles, public places and more. No
other system today offers the high fidelity, clarity, wireless
flexibility and ultra-low power of the OptiClear Pro system.

For more z'nformation or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026
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Rapid Infrared Threat Assessment (RITA™)

The Rapid Infrared Threat Assessment
(RITA™) device is our newest agent/
officer safety device. RITA provides quick
identification and location of infrared

R . and RECOMMENDED
camera illuminators to help agents 2016
maintain a tactical advantage during covert
operations. RITA uses sophisticated optical

filters to discriminate between visible light

and infrared energy. Most modern security
cameras have infrared illuminators that are
either built-in to the camera or situated
close to the camera. RITA causes these
infrared sources to appear as if they are
blinking, when viewing them through the
RITA device on NVGs, so the cameras

are easily located. The agent can then plan
tactical options to minimize the likelihood

of being caught on camera.
U.S. Patent # 9,091,775

RITA works with most common night vision devices but can also be purchased in the complete kits below:

RITA-PVS14 Kit RITA-GT14 Kit
Includes RITA device, PVS-14 monocular and Includes RITA device and GT-14 monocular. An
head mount. An optional smart phone adapter optional 3x magnifier is also available for this kit.

is also available with this kit for video recording

to your smartphone.
P

Full product data sheets available upon request
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TailLites™ Infrared Optical Beacons

TailLites™ produce brilliant bursts of infrared light. They may be observed using either night vision
equipment or special infrared cameras. A variety of forms are offered that allow vehicles, personnel
or assets to be quickly tagged or marked for covert tailing. Unlike GPS based trackers, TailLites™
allow users to see in real time, precisely which item is being tailed.

7\  SkyLite™ - SkyLite™ is
a high-power portable
IR and visible beacon
for law enforcement.
SkyLite isa 1.2 x 2.5
inch NIR strobe that is
highly visible to NVG,
~/ NIR and day-night

cameras. Magnets in
the base allow quick and easy deployment. Wide-
angle emission provides maximum visibility from
all directions. Perfect for identifying and tracking
friendlies from the air.

N

PocketLite™ & 4
PocketLite Advanced™

- Tiny enough to be
concealed in a shirt
pocket or hat brim,

the PocketLite is

a brilliant infrared
beacon for dismounted

JamLite™ - At
1/8 inch thick,
the JamLite™ can
be inserted into
a variety of gaps

between auto

body panels and \_ )

trim pieces. The

infrared beacon
shines out through the gap while the device remains
concealed. JamLite™ blinks continuously for up to

3 days.
(

>\  PlateLite™ -
PlateLite™ is
less than 1/4
inch thick

and is easily

use. Shines brightly \_
through pants pocket,
shirt pocket or hat band to permit concealment
and is highly visible to NVG. Primary uses include
tagging of informants or other “friendlies,” tagging
of objects such as parcels or marking of roadways
or trails. Can also be used to mark strategic spots
on structures such as doorways. PocketLite blinks
continuously for up to 36 hours. PocketLite
Advanced blinks continuously for 3 to 5 days using
a CR2032 replaceable battery.

concealed
behind

most license
plates using the supplied peel and stick adhesive or
"monkey snot.” This product is highly visible to
NVG. Extended-life battery permits up to 25 days

of continuous beaconing.

- J

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026




Infrared Optical Beacons

Brack Book

o

with the included
peel and stick
adhesive to allow
placement over

\_ _J/  tags. While it is
undetectable to
the casual observer, its distinctive infrared beacon
is easily tracked by the user. TagLite™ will blink
continuously for up to 48 hours. Top corners are
trimmable to permit installation on plates with

overlapping frames.

BulbLite™ is a
powerful tool for
vehicle tailing and
identification.
BulbLites™ quickly
install in place of a
vehicle’s standard
tail lamps. The
taillights still appear
red, but now also
emit brilliant IR
flashes. These flashes
are highly visible

to NVG and IR
cameras, while remaining invisible to the naked
eye. BulbLite operates whenever the vehicle’s
running lights are on. BulbLite™ enables the user
to positively spot and track vehicles from miles

away.

Full product data sheets available upon request

TagLite™ is attached

existing registration

®

WireLite™ is a
wired-in, covert
IR beacon. A
miniature IR
emitter on the
end of a thin,
flexible 20 foot
wire, allows

.

concealed installation in virtually any vehicle. The
pulsed IR emissions are visible through NVG and
IR cameras. WireLite™ is easily connected to a
vehicle’s battery or fuse block, providing either full-
time beaconing or “ignition on” beaconing.

N

Sf.‘ghﬂ.lle“

J

BrightLite™ Filters
are designed

to enhance the
visibility of
TailLites™ products
by reducing
extraneous light.
Available in 6x and
30x improvement
in visibility,
BrightLite™ Filters
are small and

are designed to
quickly attach to
NVG gear. The
6x filter is best

for observation in
dark environments

and for tracking non-vehicle mounted TailLites™.
The 30x filter reduces glare from headlights, vehicle
taillights, and urban lighting, thereby highlighting
the visual signal from vehicle mounted TailLites™.



i Radio F'rg:quéncy'(RF) Tracking

Brack Book

CRAB° RF Transmitters

CRAB°® RF tracking equipment was designed for remote radio telemetry tracking in an asymmetrical
environment. Due to the small size of the CRAB® transmitters, suspects, assets and personnel can be
tracked in areas where GPS does not operate. CRAB® transmitters are often used for bait operations,
asset tracking, suspect tracking, and personnel tracking and locating. Custom kit options are available
based on customer needs and mission requirements.

CRAB°® RF Transmitters
* High power RF transmitters
*  Various battery conﬁgurations CRAB® RX RF Receiver
* Miniature size * Long range RF receiver
*  Great for asset tracking and bait items * Lightweight design
* Easy to use w/CRAB® transmitters
Transmitter Options Include: *  Great for asset tracking and bait items
*  Package Delivery
e Activity

e Light Detection

e Standard Pulse ’r

*  Mortality

e Asset Protection - A /
g

- +

*  Mini v
*  Micro \L h - “
] l' 1i 1
vy
& Special Services Grewp, LLC, 2011

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026




Brack Book

STEALTH I

Covert Track® Stealth Ill GPS Tracker

e Live GPS CDMA (Verizon) 3G tracker
e Hard wire version also available

* Locate anytime ability

*  Geo-fence boundaries

e Tamper alerts

e  Water resistant design

* 5 second updates

* Secure Covert Track© web-based tracking
e Warrant tracking functionality

*Photo of device available upon request

~

['.l
N

Covert Track® MicroTracker IV

* Miniature (2.8” x 1.6” x 1.17)

*  Locate NOW ability

* 1.3Ah internal rechargeable battery

e Panic button

*  Geo-fence boundaries

e Internal motion sensor

*  Secure Covert Track© web-based tracking

J

Covert Track© HSPA Pro

GPS Tracker

e Hard-wire HSPA
GSM GPS tracker

e 7 Inputs/ 5 Outputs

e Motion Detection

* Ignition on alert

e Warrant tracking functionality

* Live web-based tracking system
 Ideal for bait & fleet tracking
* Easy installation

Full product data sheets available upon request

STEALTH IV

Covert Track© Stealth IV GPS Tracker

e Live GSM HSPA (AT&T) 3G tracker

* Optional RF tracking (receiver not included)
*  Bluetooth proximity tracking

* Locate anytime ability

*  Geo-fence boundaries

e Tamper alerts

*  Water resistant design

* 5 second updates

*  Secure Covert Track© web-based tracking
e Warrant tracking functionality

*Photo of device available upon request

®

Covert Track®

Recon Il Tracker

e Live 3G
HSPA Quad
band modem
for worldwide

coverage
e 1.7Ah

Internal battery
e Compactsize (3" x 1.7 x 1.37)
* External Battery Capable
e 2 Inputs & 2 Outputs
* Light & Audio Sensor

¢ Panic button

N

*  Geo-fence boundaries

* RF & Bluetooth pinger (RF receiver required
for RF tracking feature)

* Hardwire Capable
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Covert A(:ceés_ Equipment |

Brack Book

Phantom RFID Exploitation Toolkit

A selection of easy to operate tools that enable a
user to exploit common types of ‘Radio Frequency

Identification’ based Access Control Systems (ACS).

RFID technology is often employed as a convenient

way in which to implement monitored/controlled

access within secured facilities, hotels and offices.

The ‘Phantom RFID Exploitation Toolkit™ is

designed to provide an easy method in which

to exploit some common types of these systems

enabling capabilities such as the following;

e RFID Analyzer — Key to exploiting a system
is first knowing what frequency and type
of RFIDis being employed. This toolkit
contains equipment capable of providing this
information.

* Cloning of access card/fob to a second physical
card

* Electronic emulation of a target card/fob
(simulation of target card)

* DPrivilege escalation of a target card — Enabling
access to additional readers within the same
facility

* Stay-behind reader logging device with
Bluetooth egress — This device is designed
to record key information from any access
attempts enabling a user to replay this
same information on demand via a mobile
application and therefor gaining access.

Phantom RFID Exploitation Toolkit (RFID7343)

The ‘Phantom RFID Exploitation Toolkit™ is
designed to exploit some of the more commonly
found ACS at present such as ‘Mifare Classic 1K,
Mifare Classic 4K, HID ProxCard II’. However,
future firmware releases can be issued enabling
increased functionality and compatibility with
additional RFID types helping to ensure longevity
of use of this equipment as part of a client’s

capability and skillset.

Important Note: An understanding of what types of
systems this equipment can effectively be deployed
against is key to success of this capability. Thus, a
1-day training package is extremely recommended
for any users upon purchase.

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026

®



Covert AcceSs Equipment

Brack Book

RFID Options

Gecko

The Gecko is capable of monitoring, logging and replaying the
communications stream that is sent between an Access Control
Systems (ACS) reader and host controller. Communication
with the Gecko can be achieved over Bluetooth using

Android software.

Shadow - Covert Access

Using invisible micro colors and the specialist
Shadow solution, Shadow can covertly provide the
user with PIN code to an alarm panel. The training
required to operate Shadow effectively is minimal,
however the results are very powerful.

Shadow can provide the alarm panel PIN for two
types of alarm panels. Those which require the PIN
to be input directly into the keypad (Method 1).
Those which require a control key to be pressed
prior to entering the PIN (Method 2)

._--II -nuﬁk"-l,'._ =

X

Full product data sheets available upon request

&




Covert A¢ce§s Equipment

Brack Book

Covert Access Equipment
Board Access Kit
Hole & Plug Access Kit
Chipcut
Door Cutter Kit
Hole & Plug Accessory Kit
Gas Abrasive Silent Drill
Gas Abrasive Drill
Covert Audio Installation Equipment
Audio Installation Kit
Vehicle Audio Installation Kit
Long Reach Audio Installation Kit
Tactical Manual Dirilling System
Complete Audio Deployment System
Audio Amplifier & Headphones
Drill Spares Pack
Audio Spares Pack
Microphone Spares Pack — Flat Response
Microphone Spares Pack — Roll Off
Covert Video Installation Equipment
Square Camera Cutting Kit
Bullet Camera Long Reach Accessory Kit
Angled Camera Cutter Kit (Bullet)
Reverse Drill Kit For Audio And Video
Angled Camera Cutter Kit — Square FA
Through Wall Camera Kit
Complete Video Deployment System
Video Monitor
Camera Break In Box And Eye Piece Monitor
Spare Camera Kit
Cose ST Installation Kit
Cose DL Installation Kit
Cose FA/AP Installation Kit
Covidence Camera Cutting Kit (All)
Covidence Camera Cutting Kit (Side)
Covidence Camera Cutting Kit (Rear)
ADS Camera Cutting Kit

For more z'nformatz’on or a price quote:
Email - sales@specialservicesgroup.us

Call - (209) 682-5026




About Special Services Group, LLC

Special Services Group LLC is a leading supplier of technical solutions for law enforcement, military
and government agencies in the United States of America. We are known for our superior products,
comprehensive training and excellent customer service. Our headquarters office is located in the heart of the
Central Valley of California and we have regional sales directors throughout the US.
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Innovative equipment for people who make the world a safer place.
Surveillance through innovation and imagination.
Criminals constantly change and evolve ..why use equipment that was designed yesterday?

Special Services Group, LLC
PO Box 825 ¢ Denair CA 95316
Phone: (209) 682-5026 ¢ Fax: (209) 634-4426
E-mail: sales@specialservicesgroup.us
www.specialservicesgroup.us




From: Greg Mills

Sent: Monday, July 2, 2018 9:34 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: You're Invited to a Lunch and Learn!

ABOUT  SOLUTIONS  CONTACT

LUNCH ‘N LEARN

il

FACESEARCH™ PLATESEARCH™ BALLISTCSEARCH™ PARKING SOLUTIONS

JULY ORANGE COUNTY
11 | LUNCH AND LEARN


https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/2018-07-02/6xc1l2/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672040949&sdata=1SAj6LCsx4F3zPJGf+KgU3N7vthI5IRU5hskkuePB+w=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/about-/6xc1l4/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672040949&sdata=9ALdBwBdeN3GRFVE0fOl2heE2YVnh/U3AOSo4P39L0E=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/products-/6xc1l6/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672040949&sdata=qeyr4Ig9ZDZlNQMF8B1wO5PTb5fbAnF05M3ZsJK3ohI=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/contact-/6xc1l8/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672040949&sdata=UI6z+8QoTIzWvZ6rS0XPuJ7w4Fvt5OOwiSYvBHf5IMc=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/-and-learn-tickets-47451958084/6xc1lb/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=EP+sQLw1QtliOuWXaPAEdWRjrm99vA/kcTxzvPHQd1A=&reserved=0

Join Vigilant Solutions for a Lunch and Learn on Investigative Technology: Best Practices and Advancements in License Plate Recognition

(LPR), Facial Recognition, Ballistics Analysis, and Parking Solutions.

Inv. Dwayne Chappel and Inv. De Anne Wiggington with the Orange County Sheriff's Department invites you to a Lunch and Learn sponsored by
Vigilant Solutions. Join us on Wednesday, July 11th from 10:00 AM-2:00 PM at the Orange County Sheriff's Department. Learn how to generate
more investigative leads and close more cases with Vigilant's image analysis solutions: license plate recognition (LPR), facial recognition, ballistics

analysis and LPR based parking solutions.

Special presenter for this event will be Vigilant's VP of Client Relations and retired Lt. Commander, NYPD, Tom Joyce. Tom and the Vigilant

Solutions team will share techniques, policies, and procedures on these key technologies.

Inv. Dwayne Chappel with the Orange County Sheriff's Department will share their recent successes with the use of LPR in their investigations.

Learn firsthand how a successful LPR deployment can generate investigative leads for your agency.

This is an open forum where questions and conversation are welcome.

Topics will include:

}‘ Fixed and mobile LPR data and analytic tools to develop investigative leads
}‘ Applications for facial recognition in the investigative process
¥ Ballistics image capture station for quickly and easily processing cartridge cases at the crime scene

> Leverage LPR cameras and data analytics for parking enforcement and revenue recovery

Lunch will be provided for all attendees.

Cannot attend this Lunch and Learn?

Interested in hosting one at your agency? Learn More

REGISTER NOW



https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/host-lunch-n-learn/6xc1ld/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=UVTR/01iKeqVI7Y1cjz3mLdJ0HN0On6C4Xfems62kIs=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/-and-learn-tickets-47451958084/6xc1lb/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=EP+sQLw1QtliOuWXaPAEdWRjrm99vA/kcTxzvPHQd1A=&reserved=0

WHEN Wed, July 11, 2018 10:00 AM - 2:00 PM PDT

WHERE Orange County Sheriff's Department
1900 West Katella Ave.

Orange, CA 92867

BE SAFE. BE SMART. BE VIGILANT.

[f] in) o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079



https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/2018-07-02/6xc1l2/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=TkjXcP+EC3MpVMdeBOB3Hn5fMxZHD2D2WQqFv2Fh4c0=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/2018-07-02/6xc1l2/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=TkjXcP+EC3MpVMdeBOB3Hn5fMxZHD2D2WQqFv2Fh4c0=&reserved=0
tel:925-398-2079
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/vigilantsolutions-global-/6xc1lg/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=BvIW4B8/LFpNDqojeI3IO7PJtHa/BOrQ3kxvRjd2gDg=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/company-vigilant-solutions-/6xc1lj/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=0ChcrUccnZsYoe2hAfycirlhYAopEDhZy5gJCOl+kD8=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/VigilantSol/6xc1ll/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=8msWdBQcpiRACATITxQxhceGcosyKLjVgo4AOKkkp1g=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/2018-07-02/6xc1l2/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=TkjXcP+EC3MpVMdeBOB3Hn5fMxZHD2D2WQqFv2Fh4c0=&reserved=0
tel:925-398-2079
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/unsubscribe/u/43142/624d3983cd08de1146f992da1e5da95c782e30551e934ecc5672bbb7a24f123b/767865699&data=02%7C01%7Cwhillyard@cityofirvine.org%7C5338a609f13041af1cee08d5e039ab9d%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636661460672197208&sdata=yqR+EO5hQmHYSkkLP+ACNfLquwMgoRVaxn39eiYkbq8=&reserved=0

From: Greg Mills

Sent: Tuesday, July 10, 2018 6:35 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: It's not too late to register for our Lunch and Learn!

ABOUT  SOLUTIONS  CONTACT

LUNCH ‘N LEARN

il

FACESEARCH™ PLATESEARCH™ BALLISTCSEARCH™ PARKING SOLUTIONS

JULY ORANGE COUNTY
11 | LUNCH AND LEARN


https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/2018-07-10/6xfw68/768833457&data=02%7C01%7Cwhillyard@cityofirvine.org%7Cf0ad636b68b04b991fd208d5e669f90b%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636668265192638773&sdata=lUBlQhTprQJaw4MWnsqp4ThrjCwNk4uYPBZ3LM0Ad6w=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/about-/6xfw6b/768833457&data=02%7C01%7Cwhillyard@cityofirvine.org%7Cf0ad636b68b04b991fd208d5e669f90b%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636668265192638773&sdata=rjoAA2+8YbodqIac29Y2OfnuAcjiB6M+q7JnBVrt+Lc=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/products-/6xfw6d/768833457&data=02%7C01%7Cwhillyard@cityofirvine.org%7Cf0ad636b68b04b991fd208d5e669f90b%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636668265192638773&sdata=LE5erH7L//d1U/2g72Q/sOqw0/qUMvIET8tEGFgKBZg=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/contact-/6xfw6g/768833457&data=02%7C01%7Cwhillyard@cityofirvine.org%7Cf0ad636b68b04b991fd208d5e669f90b%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636668265192638773&sdata=5a/PN0+XYiv5pFUmA3uR0u3KmAkpFCmZa+hyh2eQTh4=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/-and-learn-tickets-47451958084/6xfw6j/768833457&data=02%7C01%7Cwhillyard@cityofirvine.org%7Cf0ad636b68b04b991fd208d5e669f90b%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636668265192638773&sdata=nqF+xGN2inol2aObiVY2DFaO5Z6Q/F+ZlwMNJWVS10s=&reserved=0

Join Vigilant Solutions for a Lunch and Learn on Investigative Technology: Best Practices and Advancements in License Plate Recognition

(LPR), Facial Recognition, Ballistics Analysis, and Parking Solutions.

Inv. Dwayne Chappel and Inv. De Anne Wiggington with the Orange County Sheriff's Department invites you to a Lunch and Learn sponsored by
Vigilant Solutions. Join us on Wednesday, July 11th from 10:00 AM-2:00 PM at the Orange County Sheriff's Department. Learn how to generate
more investigative leads and close more cases with Vigilant's image analysis solutions: license plate recognition (LPR), facial recognition, ballistics

analysis and LPR based parking solutions.

Special presenter for this event will be Vigilant's VP of Client Relations and retired Lt. Commander, NYPD, Tom Joyce. Tom and the Vigilant

Solutions team will share techniques, policies, and procedures on these key technologies.

Inv. Dwayne Chappel with the Orange County Sheriff's Department will share their recent successes with the use of LPR in their investigations.

Learn firsthand how a successful LPR deployment can generate investigative leads for your agency.

This is an open forum where questions and conversation are welcome.

Topics will include:

}‘ Fixed and mobile LPR data and analytic tools to develop investigative leads
}‘ Applications for facial recognition in the investigative process
¥ Ballistics image capture station for quickly and easily processing cartridge cases at the crime scene

> Leverage LPR cameras and data analytics for parking enforcement and revenue recovery

Lunch will be provided for all attendees.

Cannot attend this Lunch and Learn?

Interested in hosting one at your agency? Learn More

REGISTER NOW



https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/host-lunch-n-learn/6xfw6l/768833457&data=02%7C01%7Cwhillyard@cityofirvine.org%7Cf0ad636b68b04b991fd208d5e669f90b%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636668265192638773&sdata=lbw4rsKvumlQfIuTbRtBbFzgWCOY9DjCqdvH817Dpvk=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/-and-learn-tickets-47451958084/6xfw6j/768833457&data=02%7C01%7Cwhillyard@cityofirvine.org%7Cf0ad636b68b04b991fd208d5e669f90b%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636668265192638773&sdata=nqF+xGN2inol2aObiVY2DFaO5Z6Q/F+ZlwMNJWVS10s=&reserved=0

WHEN Wed, July 11, 2018 10:00 AM - 2:00 PM PDT

WHERE Orange County Sheriff's Department
1900 West Katella Ave.

Orange, CA 92867

BE SAFE. BE SMART. BE VIGILANT.

[f] in) o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Kim Mohr

Sent: Wednesday, July 11, 2018 6:40 PM PDT

To: Kim Mohr

cC: Mike Hamel; Grace K. Leung

Subject: Council Advisory: Automated License Plate Reader article
Attachments: EFF story FINAL 7-11-18.pdf

Mayor and City Council,

The Irvine Police Department has responded to media inquiries regarding the use of Automated License
Plate Readers (ALPR), a technology tool that is common in law enforcement. The inquiries stem from a
post on the website of a “watchdog” group called the Electronic Frontier Foundation that suggests the
Irvine Company is sharing ALPR data gathered at some of its retail centers with Immigration and
Customs Enforcement (ICE). Both the Irvine Company and the vendor that stores the ALPR data have
come out with strongly worded statements denying this claim. The article can be seen here:
https://www.eff.org/deeplinks/2018/07/california-shopping-centers-are-spying-ice-contractor.

The Irvine Company uses mobile Automated License Plate Readers at its retail centers at the Irvine
Spectrum and The Marketplace, and at locations in other cities. When the reader “hits” on a license
plate in our City that is linked to a crime, IPD Dispatch receives a notification and sends officers to
investigate. The Irvine Company does not see this information and is not notified of the hit.

Since the post yesterday, mainstream media outlets have inquired with the Irvine Police Department as
to whether we share the data we receive with ICE. We do not share this data with ICE and have
responded as such. The Irvine Police Department uses data from Irvine Company ALPRs and those that
are installed on five of our patrol cars to help keep our City safe by identifying license plates that are
linked to crimes. Our policy on ALPRs is posted on our website: https://www.cityofirvine.org/irvine-
police-department/automated-license-plate-reader-alpr-425.

A statement from the Irvine Company on this matter can be seen here:
https://www.irvinecompany.com/press-release/irvine-company-statement-regarding-erroneous-report-
about-alpr-technology-use/. Attached for your reference is the press release from Vigilant Solutions, the
vendor that gathers the data.

Some media outlets have already published stories on this topic. We anticipate further stories, including
a piece by the Los Angeles Times.

Kim Mohr | COMMUNICATIONS MANAGER | IRVINE POLICE DEPARTMENT
949-724-7112 (o) {{RINGRMI(©) | 1 Civic Center Plaza, Irvine, CA 92606 | kmohr@cityofirvine.org




S OLUTIONS

V”VIGILANT

NEWS RELEASE

EFF: Stop Creating Fake News and Scaring People!
Vigilant Solutions Demands Transparency and Accountability for the Public
EFF Article on Automated License Plate Reader Data and California Malls is Patently False

LIVERMORE, CALIFORNIA - JULY 11, 2018 — The Electronic Frontier Foundation (EFF) posted an article
on its website on July 10, 2018, accusing Vigilant Solutions, a global machine vision and data analytics

company, and our customer — Irvine Company — of sharing vehicle location data with Immigration and
Customs Enforcement (ICE) so the agency could spy on mall patrons. This accusation is patently false.

The researcher who authored the piece — Dave Maass — never contacted Vigilant Solutions for comment
or to verify the accuracy of the inflammatory allegations contained in his article, which has been falsely
characterized as a “report”. As a result, most of the article is false, and the parts that are not false — are
at best misleading. The remainder of it is opinion based on speculation and designed to scare the public
in a self-serving attempt to generate news to promote the EFF.

Vigilant Solutions is calling out the following key points:

e The entire premise of the article is false. Vigilant Solutions and Irvine Company do not share the
Automated License Plate Reader (ALPR) data gathered at malls with ICE. As Irvine Company has
stated, it is shared with select law enforcement agencies to ensure the security of mall patrons.

e These law enforcement agencies do not have the ability in Vigilant Solutions' system to
electronically copy this data or share this data with other persons or agencies, such as ICE.

e The article notes that “The City of San Pablo put an expansion of its surveillance network on

hold”. This statement is misleading and designed to create a false narrative. The City of San
Pablo had concerns about the use of ALPR technology by law enforcement, but they invited
privacy advocates and Vigilant Solutions in to meet with them to discuss these concerns. Vigilant
Solutions met with Council members and the community and provided them with a
demonstration of ALPR’s capabilities to protect the public and shared its commitment to
simultaneously helping law enforcement ensure public safety without compromising individual
privacy. Following the meeting, the San Pablo City Council later voted unanimously to approve

the Vigilant Solutions contract and expand their use of ALPR technology.

e The article notes, “Vigilant Solutions shares data with as many as 1,000 law enforcement
agencies nationwide.” This is also a false statement. Vigilant Solutions does not share any law
enforcement data. The assertion is simply untrue. Law enforcement agencies own their own
ALPR data and if they choose to share it with other jurisdictions, the can elect to do so —and
they can elect not to share the data with agencies, as well.


https://www.eff.org/deeplinks/2018/07/california-shopping-centers-are-spying-ice-contractor
https://www.eff.org/deeplinks/2018/07/california-shopping-centers-are-spying-ice-contractor
http://www.vigilantsolutions.com/
http://richmondstandard.com/uncategorized/2018/03/22/san-pablo-council-stalls-plan-to-add-surveillance-cameras-citywide/
http://eastcountytoday.net/san-pablo-police-announce-public-safety-equipment-project/

Vigilant Solutions always has been and will continue to be compliant with all applicable laws in California
and throughout the nation that apply to the use of its technologies.

Vigilant Solutions is evaluating potential legal claims against Mr. Mass and the EFF for its false and
misleading article, and respectfully requests the EFF retract the article and replace it with a post
apologizing to Vigilant Solutions and Irvine Company for perpetuating fake news about the companies.

HiH

About Vigilant Solutions
Vigilant Solutions’ technology helps law enforcement solve crimes faster to keep officers and

communities safe. A leader in machine vision and data analytics for the public safety market
internationally, Vigilant Solutions provides license plate recognition (LPR), facial recognition and ballistic
analysis to deliver intelligence to agencies across the globe. Built for agencies of all sizes, Vigilant
Solutions’ technology increases investigative efficiency, generates more leads, connects cases, and
reduces crimes with advanced analytics, billions of nationwide commercial LPR detections, and a hosted
facial recognition gallery. Bring criminals to justice with Vigilant Solutions. Visit
www.VigilantSolutions.com.

Media Contact:

Mary Alice Johnson

703.606.2413
maryalice.johnson@vigilantsolutions.com
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From: Cellebrite Trials

Sent: Thursday, July 19, 2018 7:07 AM PDT
To: whillyard@cityofirvine.org
Subject: Get started now with your free Analytics Trial

If you have trouble viewing this email, read the online version.

Take advantage of this innovative analytics solution. Click here to begin: free trial of Cellebrite Analytics

e - Lo .
*. Cellebrite rHirrwesn™

Analyze data in minutes and solve cases quicker with Analytics Desktop

Analytics Desktop delivers powerful tools to correlate, analyze and cross reference large amounts of data
quickly.

e Detect critical images and video automatically
e |dentify persons of interest quickly with automatic facial recognition and advanced categorization
e Analyze data from multiple devices and different users in a single platform

Law enforcement is faced with the challenge of analyzing more data in less time and with less resources.
Learn how UK law enforcement turned to Cellebrite Analytics to solve their cases, read the article.

For a limited time, try Analytics Desktop. Trial ends on September 1, 2018, so don’t delay. Get

your free trial now.

Start Now

Q0000

Visit us at www.cellebrite.com

Please ensure that you add Cellebrite to your “safe senders” list to avoid receiving our emails
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in your Junk or Spam folders.
To unsubscribe from communications like this click here.
To unsubscribe from future emails or to update your e-mail preferences click here.
Cellebrite | www.cellebrite.com | All rights reserved
7 Campus Drive, Suite 210 | Parsippany, NJ | 07054 | USA
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From: P1 Investigations Product Alerts

Sent: Wednesday, August 15, 2018 8:01 AM PDT
To: nsmiley@ci.irvine.ca.us
Subject: Free Webinar: Facial Recognition Workflow with FaceSearch

Having trouble viewing this email? View it in your browser.

ABOUT SOLUTIONS CONTACT

Webinar-Go With the Flow: The 5 Step Process Behind Every Facial Recognition Search

During Roger's tenure as a lead detective in the New York City Police Department's first dedicated facial recognition unit, he acquired the
skills and first-hand experience in best practices for facial recognition in public safety. The success of this unit was driven by establishing a

defined workflow which helped develop strong investigative leads and close cases faster.

Join Roger Rodriguez, Director of Client Relations for Vigilant Solutions, as he explains the 5 Steps of the Facial Recognition Investigative









* Provide a safer and more secure learning environment
* Increase officer safety
« Assist in deploying proven crime prevention strategies

« Allow you to acquire very cost-efficient services

Register today to see how you can add two additional layers of security to your existing multi-layered comprehensive security platform!

Thanks and stay safe!

WHEN Tuesday, August 28, 2018 | 3:00 PM - 4:00 PM EST

HOSTS Sam Rabadi
Director, Business Development, Vigilant Solutions

Special Agent in Charge, ATF (RET.)

Roger Rodriguez

Director of Client Relations, Vigilant Solutions

NYPD Detective (RET.)
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BE SAFE. BE SMART. BE VIGILANT.

[f] in o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Team Vigilant

Sent: Thursday, August 23, 2018 12:09 PM PDT
To: whillyard@ci.irvine.ca.us
Subject: Introducing the Vigilant Communities Award

ABOUT  SOLUTIONS  CONTACT

VIGILANT GOMMUNITIES
AWARD

Introducing the Vigilant Communities Award

We’re excited to announce the Vigilant Communities Award, which honors law enforcement agencies who have used LPR, facial recognition, and/or

ballistics analysis/firearms mapping technology in an innovative way.

We are currently accepting nominations until September 7, 2018 at 11:59PM PST. Do you think you're the agency we're looking for? Or do you

know an agency you'd like to nominate? We want to know! Winners will receive a $2,000 donation to their fallen officers fund.
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BE SAFE. BE SMART. BE VIGILANT.

in,

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Sam Rabadi

Sent: Monday, August 27, 2018 8:13 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: There's Still Time to Register for our Webinar: Back to School: Remaining Vigilant to Keep Schools Safe

ABOUT  SOLUTIONS  CONTACT

BACK TO SCHOOL:

REMAINING VIGILANT TO
KEEP SCHOOLS SAFE

J0IN US FOR A WEBINAR: TUESDAY, AUGUST 28TH | 3-4PM EST

Dear William,

With the rising number of school shootings over the past couple of years, schools are looking at alternative technology solutions to help bolster security. While there are
many resources out there that can potentially bring down the numbers, school officials are struggling with balancing the need to protect their students and teachers and

creating an environment that feels welcoming and inherently safe.

Join Sam Rabadi, Retired SAC ATF and Roger Rodriguez, Retired NYPD Detective as they explain how schools can take a multi-pronged approach to ensure public
safety by using Vigilant's Safe Campus Solution. This solution combines fixed and mobile deployments of license place readers (LPR) and facial recognition which can
help identify an unknown subject and disrupt or mitigate any threat taking a path towards violence.

Vigilant's Safe Campus Solution will:
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* Provide a safer and more secure learning environment
* Increase officer safety
« Assist in deploying proven crime prevention strategies

« Allow you to acquire very cost-efficient services

Register today to see how you can add two additional layers of security to your existing multi-layered comprehensive security platform!

Thanks and stay safe!

WHEN Tuesday, August 28, 2018 | 3:00 PM - 4:00 PM EST

HOSTS Sam Rabadi
Director, Business Development, Vigilant Solutions

Special Agent in Charge, ATF (RET.)

Roger Rodriguez
Director of Client Relations, Vigilant Solutions

NYPD Detective (RET.)
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BE SAFE. BE SMART. BE VIGILANT.

[f ] in o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Team Vigilant

Sent: Monday, August 27, 2018 9:44 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: Are You the Agency We're Looking For?

ABOUT  SOLUTIONS  CONTACT

VIGILANT GOMMUNITIES
AWARD

Are You the Agency We're Looking For?

We are currently accepting nominations for our Vigilant Communities Award, which recognizes agencies who are using LPR, facial recognition,
ballistics analysis, and/or firearms mapping in an innovative way.

Nominations are currently open until September 7, 2018 at 11:59PM PST. You may nominate your agency or someone else. Winners will receive a
$2,000 donation to their fallen officers fund.

Nominate your agency today!
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BE SAFE. BE SMART. BE VIGILANT.

in,

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Roger Rodriguez

Sent: Thursday, August 30, 2018 8:31 AM PDT
To: whillyard@cityofirvine.org
Subject: Go With the Flow: The 5 Step Process Behind Every Facial Recognition Search

ABOUT  SOLUTIONS  CONTACT

©
FACESEARCH™

WEBINAR | REGISTERNOW

GO WITH THE FLOW

THE S STEP PROCESS BEHIND EVERY FACIAL RECOGNITION SEARGH

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in

the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether

returned leads are viable or not.

Join Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger Rodriguez as he explains the 5 Steps of the Facial

Recognition Investigative Workflow. See firsthand how agencies nationwide are generating positive results with FaceSearch, Vigilant's facial
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recognition solution.

During Roger's tenure as a lead detective in the New York City Police Department's first dedicated facial recognition unit, he acquired the skills and
first-hand experience in best practices for facial recognition in public safety. The success of this unit was driven by establishing a defined workflow

which helped develop strong investigative leads and close cases faster.

WHEN Thursday, September 13, 2018 | 3:00 PM - 4:00 PM EDT

HOST Roger Rodriguez
Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)

BE SAFE. BE SMART. BE VIGILANT.
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[f] in o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Team Vigilant

Sent: Monday, September 3, 2018 9:45 AM PDT
To: whillyard@cityofirvine.org
Subject: Nominate Your Agency Today!

ABOUT  SOLUTIONS  CONTACT

VIGILANT GOMMUNITIES
AWARD

Are You the Agency We're Looking For?

Has your agency been using technology in an innovative way to keep communities safe? We want to know! Nominate yourself for the Vigilant
Communities Award, which recognizes agencies who are using LPR, facial recognition, ballistics analysis and/or firearms mapping in an innovative
way.

Nominations are currently open until September 7, 2018 at 11:59PM PST. You may nominate your agency or someone else. Winners will receive a
$2,000 donation to their fallen officers fund.

Nominate your agency today!
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BE SAFE. BE SMART. BE VIGILANT.

in,

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Roger Rodriguez

Sent: Tuesday, September 4, 2018 8:22 AM PDT
To: whillyard@cityofirvine.org
Subject: Have you registered yet? Go With the Flow: The 5 Step Process Behind Every Facial Recognition Search

ABOUT  SOLUTIONS  CONTACT

©
FACESEARCH™

WEBINAR | REGISTERNOW

GO WITH THE FLOW

THE S STEP PROCESS BEHIND EVERY FACIAL RECOGNITION SEARGH

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in

the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether

returned leads are viable or not.

Join Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger Rodriguez as he explains the 5 Steps of the Facial

Recognition Investigative Workflow. See firsthand how agencies nationwide are generating positive results with FaceSearch, Vigilant's facial


https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/2018-09-04/79k9j4/782064073&data=02%7C01%7Cwhillyard@cityofirvine.org%7C972a990e0a2142dccc2108d6127a63b7%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636716714228291620&sdata=tEN9NCg9A0AtRP07hPY+CW9JQscDpU1GQsIr6FMDPy8=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/about-/79k9j6/782064073&data=02%7C01%7Cwhillyard@cityofirvine.org%7C972a990e0a2142dccc2108d6127a63b7%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636716714228291620&sdata=IuXw5pNFAdLVnmIRMYUtmvBRhrQ4Alu9l49/JXcEJFI=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/products-/79k9j8/782064073&data=02%7C01%7Cwhillyard@cityofirvine.org%7C972a990e0a2142dccc2108d6127a63b7%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636716714228291620&sdata=r15cQnHitZaMFYKa4DovEYDj2NqbLDYPdf0ty5haH4I=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/contact-/79k9jb/782064073&data=02%7C01%7Cwhillyard@cityofirvine.org%7C972a990e0a2142dccc2108d6127a63b7%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636716714228447864&sdata=s0Zye+MulcX9/U+kYHwXows8ZdR7KqXiRyELu5eK4Kw=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=http://www2.vigilantsolutions.com/e/43142/register-908906182029773314/79k9jq/782064073&data=02%7C01%7Cwhillyard@cityofirvine.org%7C972a990e0a2142dccc2108d6127a63b7%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636716714228447864&sdata=pPGgYi+AzAqEfQlt8t+O1IGzCv/A9ddWA0rxjgfNy/4=&reserved=0

recognition solution.

During Roger's tenure as a lead detective in the New York City Police Department's first dedicated facial recognition unit, he acquired the skills and
first-hand experience in best practices for facial recognition in public safety. The success of this unit was driven by establishing a defined workflow

which helped develop strong investigative leads and close cases faster.

WHEN Thursday, September 13, 2018 | 3:00 PM - 4:00 PM EDT

HOST Roger Rodriguez
Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)

BE SAFE. BE SMART. BE VIGILANT.
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Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Roger Rodriguez

Sent: Tuesday, September 11, 2018 8:28 AM PDT
To: whillyard@cityofirvine.org
Subject: There's still time to register for our webinar -

Go With the Flow: The 5 Step Process Behind Every Facial Recognition Search

ABOUT  SOLUTIONS  CONTACT

©
FACESEARCH™
WEBINAR | REGISTERNOW

GO WITH THE FLOW

THE 5 STEP PROCESS BEHIND EVERY FACIAL RECOGNITION SEARCH

In the past year, facial recognition use by public safety has seen significant improvements in matching accuracy. Although the confidence level in
the technology is rising, there are still many best practices they are missing out on such as human involvement, a critical deciding factor of whether

returned leads are viable or not.

Join Director of Client Relations for Vigilant Solutions and Retired NYPD Detective, Roger Rodriguez as he explains the 5 Steps of the Facial
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Recognition Investigative Workflow. See firsthand how agencies nationwide are generating positive results with FaceSearch, Vigilant's facial

recognition solution.

During Roger's tenure as a lead detective in the New York City Police Department's first dedicated facial recognition unit, he acquired the skills and

first-hand experience in best practices for facial recognition in public safety. The success of this unit was driven by establishing a defined workflow

which helped develop strong investigative leads and close cases faster.

WHEN Thursday, September 13, 2018 | 3:00 PM - 4:00 PM EDT

HOST Roger Rodriguez

Director of Client Relations, Vigilant Solutions

Detective, NYPD (RET.)
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BE SAFE. BE SMART. BE VIGILANT.

[f] in o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Team Vigilant

Sent: Thursday, September 20, 2018 8:08 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: Be Vigilant, Be Happy!

ABOUT  SOLUTIONS  CONTACT

BUILDING A COMMUNITY.

Join us for Happy Hour at IACP 2018 in Orlando, FL!

We will be hosting happy hours on both Sunday, October 7" and Monday, October 8. Drop by our booth to grab a drink and some food, and also

learn more about license plate recognition, facial recognition, ballistics analysis, gun crime mapping, and some of our new product offerings!
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Where: Vigilant's Booth #1139

When: Sunday, October 7" and Monday, October 8™ at 1500-1630hrs

What: Cold drinks, yummy food and good company

BE SAFE. BE SMART. BE VIGILANT.

@

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Vigilant Solutions

Sent: Thursday, October 4, 2018 5:10 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: Vigilant Solutions Acquires Edesix, Ltd.

ABOUT  SOLUTIONS  CONTACT

INTRODUCING

VIDEOBADGE &
VIDEOMANAGER

BODY WORN CAMERAS AND VIDEQ EVIDENCE MANAGEMENT SYSTEM

Dear William,

We are very excited to announce today that Vigilant Solutions has acquired Edesix Ltd, the number one manufacturer of body-

worn cameras in the United Kingdom.
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Founded in Edinburgh in 2002, Edesix has a global footprint of customers across industries ranging from law enforcement and
airline security to fire safety, rail safety, university security and healthcare. Its body worn video system — VideoBadge™ —

employs footage encryption and a wire-free design that make it extremely versatile for various types of users and applications.

Similarly, its VideoManager™ software solutions enable web-based viewing and editing of incidents and preparation of
evidence packages. The software is designed to control and manage cameras, their footage and footage from other sources in

a highly efficient and secure manner. Additionally, its in-car cameras will seamlessly integrate with our suite of technologies.

So, what does this mean for you, our customers?

1. Anyone who works with Vigilant Solutions knows that we are passionate about the fact that our solutions help to keep
communities and law enforcement safe. And, by providing you with body worn cameras, we are able to achieve both
goals by aiding you in promoting transparency in your engagements with the public.

2. Youno longer need to keep your automated license plate recognition, facial recognition, ballistics analysis, gun crime
mapping and body worn/in-car camera images siloed in multiple systems. All the images you capture can easily be
integrated into our investigative platform, so we can provide you with a single platform for securely managing your images
all in one place.

3. There is a new player in the body worn camera market. And, that means increased competition for your law enforcement

dollars, which translates to competitive pricing and continued innovation in technology development.

If you are interested in learning more about our body worn camera and video management solutions, please reach out to your

Account Manager or contact us at Sales@VigilantSolutions.com.

Be Safe. Be Smart. Be Vigilant.

Shawn Smith

Founder and President, Vigilant Solutions

What new products are you most looking forward to learning more about? We want to hear from you! Complete this two question

survey and let us know!
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BE SAFE. BE SMART. BE VIGILANT.

[f ] in o

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Team Vigilant

Sent: Sunday, October 7, 2018 11:32 AM PDT
To: whillyard@cityofirvine.org
Subject: Meet VIC!

ABOUT  SOLUTIONS  CONTACT

BUILDING A COMMUNITY.

Meet VIC, the Vigilant Investigative Center™.

VIC, an Al-driven investigative platform, aims to help law enforcement generate leads, accelerate investigations and ultimately help solve crimes

and keep communities safe.

Through VIC, you can access our facial recognition, license plate recognition, ballistics analysis, crime mapping and video evidence management

technologies in one place.
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It's time to talk to VIC.

Request a Demo!

BE SAFE. BE SMART. BE VIGILANT.

ing

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Team Vigilant

Sent: Friday, October 19, 2018 10:42 AM PDT
To: whillyard@ci.irvine.ca.us
Subject: Come Meet VIC!

SOLUTIONS  CONTACT

WEBINAR

Did you know that you can access all of our solutions from one platform? Vigilant Investigative Center (VIC) is an investigative platform that houses

all of our solutions — ALPR, facial recognition, ballistics analysis, gun crime mapping and more — in one place.

Interested in learning more about VIC? Join us for our webinar, Come Meet VIC, hosted by retired NYPD Lieutenant Commander, Tom Joyce. See

firsthand how VIC can take your investigations to another level!
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DATE: Thurs, November 8t

TIME: 1500 - 1600 EDT

BE SAFE. BE SMART. BE VIGILANT.

@

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: P1 Investigations Product Alerts

Sent: Tuesday, November 6, 2018 6:00 AM PST
To: nsmiley@ci.irvine.ca.us
Subject: Webinar: Come meet VIC!

Having trouble viewing this email? View in browser.

ABOUT SOLUTIONS CONTACT

Did you know that you can access all of our solutions from one platform? Vigilant Investigative Center (VIC) is an investigative platform that

houses all of our solutions — ALPR, facial recognition, ballistics analysis, gun crime mapping and more — in one place.

Interested in learning more about VIC? Join us for our webinar, Come Meet VIC, hosted by retired NYPD Lieutenant Commander, Tom

Joyce. See firsthand how VIC can take your investigations to another level!
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DATE: Thurs, November 8t

TIME: 1500 - 1600 EDT

BE SAFE. BE SMART. BE VIGILANT.

Lf Linky

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079

If you do not wish to receive future PoliceOne Product Alerts, please unsubscribe.
To change your email address, update your profile. © 2018: PoliceOne.com. All Rights Reserved.
200 Green Street, 2nd Floor, San Francisco, CA 94111
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From: Team Vigilant

Sent: Wednesday, November 7, 2018 7:58 AM PST
To: whillyard@ci.irvine.ca.us
Subject: Come Meet VIC!

SOLUTIONS  CONTACT

WEBINAR

Did you know that you can access all of our solutions from one platform? Vigilant Investigative Center (VIC) is an investigative platform that houses

all of our solutions — ALPR, facial recognition, ballistics analysis, gun crime mapping and more — in one place.

Interested in learning more about VIC? Join us for our webinar, Come Meet VIC, hosted by retired NYPD Lieutenant Commander, Tom Joyce. See

firsthand how VIC can take your investigations to another level!
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DATE: Thurs, November 8t

TIME: 1500 - 1600 EDT

BE SAFE. BE SMART. BE VIGILANT.

@

Vigilant Solutions, 1152 Stealth Street, Livermore, CA 94551, 925-398-2079
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From: Gerald Becker

Sent: Tuesday, November 27, 2018 2:54 PM PST

To: Michael Moore; Chris Bees; William Hillyard; Kaitlyn Alaimo; Steve Meyer; Shaheen Jahangard; Tom Goodbrand;
Jason Nigro; Daniel Hall; Mark Andreozzi; Dave Klug

Subject: FW: Invitation: Face Recognition meeting @ Tue Dec 11, 2018 10am - 11am (PST) (phurtado@cityofirvine.org)

Attachments: invite.ics

All,

This rep is going to show is his facial recognition software. A few of us met him at a
recent event and it looks intriguing.
Feel free to join if you are interested.

Thanks,

From: Gerald Becker <gerald.becker@n3n.io>

Sent: Thursday, November 22, 2018 11:23 AM

To: Gerald Becker; Pat Hurtado

Subject: Invitation: Face Recognition meeting @ Tue Dec 11, 2018 10am - 11am (PST)
(phurtado@cityofirvine.org)

When: Tuesday, December 11, 2018 10:00 AM-11:00 AM (UTC-08:00) Pacific Time (US & Canada).
Where: Irvine Police Department, 1 Civic Center Plaza, Irvine, CA 92606, USA

more details »
Face Recognition meeting

When Tue Dec 11, 2018 10am — 11am Pacific Time - Los Angeles
Where Irvine Police Department, 1 Civic Center Plaza, Irvine, CA 92606, USA (map)
Joining info meet.google.com/zjx-cnje-wdo

Or dial: +1 315-504-5146 PIN: 640442824#

Calendar phurtado@cityofirvine.org
Who . Gerald Becker - organizer
. phurtado@cityofirvine.org

Going (phurtado@cityofirvine.org)? Yes - Maybe - No more options »

Invitation from Google Calendar

You are receiving this courtesy email at the account phurtado@cityofirvine.org because you are an attendee of this event.

To stop receiving future updates for this event, decline this event. Alternatively you can sign up for a Google account at
https://www.google.com/calendar/ and control your notification settings for your entire calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.

CONFIDENTIAL! This email and any files transmitted with it are confidential and intended solely for the use of
the individual or entity to whom they are addressed. If you have received this email in error please notify the system
manager. This message contains confidential information and is intended only for the individual named. If you are
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not the named addressee you should not disseminate, distribute or copy this e-mail. Please notify the sender
immediately by e-mail if you have received this e-mail by mistake and delete this e-mail from your system. If you are
not the intended recipient you are notified that disclosing, copying, distributing or taking any action in reliance on
the contents of this information is strictly prohibited.



From: Pat Hurtado

Sent: Friday, November 30, 2018 9:03 AM PST
To: William Hillyard

Subject: RE:

Attachments: image001.png

Sweet. Oh, | should preface by saying it is only reference technology stuff. No drama ©
Brief cam and Facial recognition stuff.

PATRICK HURTADO| LIEUTENANT
Specialized Investigations

City of Irvine | Police Department
phurtado@cityofirvine.org

P. 949.724.7016

1 Civic Center Plaza Irvine , CA 92623
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From: William Hillyard

Sent: Friday, November 30, 2018 9:01 AM
To: Pat Hurtado <phurtado@cityofirvine.org>
Subject: Re:

Absolutely. I'll be 10-19 in an hour.

Sent from my iPhone

On Nov 30, 2018, at 8:59 AM, Pat Hurtado <phurtado@cityofirvine.org> wrote:

Are you guys able to meet today before 12007

PATRICK HURTADO| LIEUTENANT
Specialized Investigations

City of Irvine | Police Department
phurtado@cityofirvine.org
P.949.724.7016

1 Civic Center Plaza Irvine , CA 92623

<image001.png>


mailto:phurtado@cityofirvine.org
mailto:phurtado@cityofirvine.org
mailto:phurtado@cityofirvine.org

From: William Hillyard

Sent: Wednesday, December 5, 2018 1:45 PM PST
To: Chris Bees

Subject: Tech Spot

Attachments: Cell Phone and Technology Specialist.docx

12" 5
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William Hillyard | Detective | Irvine Police Department

949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org
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Cell Phone and Technology Specialist

Goal: to create a position within the investigation bureau or SIU that would be responsible for use, maintenance, and
training of existing technology within the Irvine Police Department and the identification, acquisition and application of
new and emerging technologies. It would be primarily responsible for the following areas:

Cell phone forensics — Cellebrite,Susteen, and Blacklight

Assist with high voltage installation of Pole Cameras

Covert Cameras

GPS Vehicle Trackers and Parcel

Drones

Review of Video Evidence and assist in the use and implementation of video review and facial recognition software.

Cell Phone Forensics:

Conduct forensic examinations on cellular devices and other portable electronic devices and storage media in an
effort to locate and identify evidence related to on-going investigations. Generate reports from the data extracted
during these forensic examinations and provide this information to investigators and case agents. Maintain
proficiency with the various forensic tools utilized in the Irvine Police Department Cell Phone Forensic Lab. Monitor
and update the various forensic software versions utilized for examinations.

Pole Camera Installation:

Conduct installation of the departments pole mounted surveillance camera on power poles and light poles. Given
that some of these installations occur in a high voltage environment the applicant will need to attend NATIA’s high
voltage installation school.

Covert Cameras:

Conduct installations and deployments of the departments cellular and wi-fi based pinhole covert cameras. Ensure
the cameras, transmitters, and other equipment are charged and ready for deployment as needed. Create custom
housing and enclosures for the various covert cameras to allow for quick deployments in a variety of different
environments.

GPS Vehicle Trackers:

Maintain the current inventory of Coverttrack GPS vehicle trackers and ensure the trackers are consistently charged
and maintained for immediate use by investigation personnel. Perform regular routine maintenance and repairs on
the tracking devices and well as regular firmware updates. Ensure department personnel are familiar with the use of
the tracking device website and phone application.

Parcel Trackers:
Maintain the current inventory of 3SI parcel trackers and assist with the use and deployment of these devices by
department personnel. Ensure the devices are charged and ready for deployment.

Drones:

Be profiencient in the use and deployment of the departments inventory of Drones. Ensure the departments
inventory of drones is properly maintained and the drones and controllers on constantly charged and ready for use
and all of the necessary firmware updates are installed.

Video Review Software and Facial Recognition Software:

Assist with the implementation and training of any facial recognition or video review software that is acquired by the
department. Maintain proficiency using the software and assist investigators and other members of the department
by reviewing video and providing the case agent with information relevant to their investigations.

The applicant will be cross trained in the various technology equipment currently available and being utilized at the
department. These people would be trained and available to assist as part of a collateral assignment to assist patrol,
swat, motors, and investigations with the use and deployment of these various technology tools.

The applicant would also attend trainings and evaluate new and emerging technologies to expand the capabilities of
the investigations bureau and the Irvine Police Department.

The goal would be to increase the capabilities of the department, lower delays in implementing technologies we have.
Increase utilization of the various technologies we have already invested in. And lower the long term costs of training
new personnel by having a group of people cross trained in the various technology resources in use in the
department today. It would also seek to eliminate current technology resources not being utilized due to the trained



personnel leaving or retiring, and allow new personnel who are brought into the collateral assignment to be trained in
the various pieces of technology.

It would be figured out in advance of the group being formed the various technology and resources that would fall
under the groups area of responsibility.

Work closely with the City’s in-house IT group to ensure functionality and address issues with technology resources
that aren’t working or being used because of issues with our internal network.

The need for the Irvine Police Department to centralize it's technology resources and the training and personnel to
properly implement and utilize them on a constant and ongoing basis, and to insulate the Department from
interruptions in utilization due to retirements, departures, and changing assignments.

Personnel in the group would be managed by a Sergeant or LT who would handle call outs and assignments in the
case of after hours deployments.



From: Pat Hurtado

Sent: Thursday, December 6, 2018 10:33 AM PST

To: Daniel Hall; Jason Nigro; Mark Andreozzi; Shaheen Jahangard; Chris Bees; William Hillyard
Subject: Facial Recognition demo

Attachments: image001.png

Gents,

Too much going on next Tuesday so | cancelled the facial recognition demo. | will
reschedule for after the first of the year.

PATRICK HURTADO| LIEUTENANT
Specialized Investigations

City of Irvine | Police Department
phurtado@cityofirvine.org

P. 949.724.7016

1 Civic Center Plaza Irvine , CA 92623

1°F Ay


mailto:phurtado@cityofirvine.org

From: William Hillyard

Sent: Friday, January 4, 2019 2:52 PM PST
To: tavery@veritone.com

Subject: Irvine PD

Attachments: image001.png

Tom,

My name is Bill Hillyard | am a Detective at Irvine PD and have been working with Investigations
Sergeants Mark Andreozzi and Jason Nigro on acquiring some facial recognition software for the
department. At your convenience | was wondering if | could talk with you briefly by phone. My direct
lineis . | have viewed the webinar regarding your software and spoken with Lucy
Hernandez at Anaheim PD regarding what their experiences have been, and | know there were already
some initial discussions with our Sergeants about getting a pilot program going to test the software and
see how it would perform with our internal systems. | would appreciate the opportunity to discuss this
with you further and see what we can do on our end to move forward with evaluating your product.

Thank you,

1 OF ey
. o)
\.../ William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org




From: Tom Avery

Sent: Friday, January 4, 2019 2:58 PM PST
To: William Hillyard

Subject: Re: Irvine PD

Attachments: image001.png

Hey Bill,

Would love to chat. I’'m wide open this coming Tuesday if that works for you.

Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Friday, January 4, 2019 at 3:52 PM

To: "tavery@veritone.com" <tavery@veritone.com>
Subject: Irvine PD

Tom,

My name is Bill Hillyard | am a Detective at Irvine PD and have been working with Investigations
Sergeants Mark Andreozzi and Jason Nigro on acquiring some facial recognition software for the
department. At your convenience | was wondering if | could talk with you briefly by phone. My direct
line is. | have viewed the webinar regarding your software and spoken with Lucy
Hernandez at Anaheim PD regarding what their experiences have been, and | know there were already
some initial discussions with our Sergeants about getting a pilot program going to test the software and
see how it would perform with our internal systems. | would appreciate the opportunity to discuss this
with you further and see what we can do on our end to move forward with evaluating your product.

Thank you,

1 OF ey
. o)
\.../ William Hillyard | Detective | Irvine Police Department

949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org




From: William Hillyard

Sent: Friday, January 4, 2019 3:07 PM PST
To: Tom Avery

Subject: RE: Irvine PD

Attachments: image001.png

That would be great. | work 11am-9pm Tuesday to Friday, and this coming Tuesday I’'m pretty much
available anytime.

Thank you,

Bill

From: Tom Avery [mailto:tavery@veritone.com]
Sent: Friday, January 4, 2019 2:59 PM

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Re: Irvine PD

Hey Bill,
Would love to chat. I’'m wide open this coming Tuesday if that works for you.

Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Friday, January 4, 2019 at 3:52 PM

To: "tavery@veritone.com" <tavery@veritone.com>
Subject: Irvine PD

Tom,

My name is Bill Hillyard | am a Detective at Irvine PD and have been working with Investigations
Sergeants Mark Andreozzi and Jason Nigro on acquiring some facial recognition software for the
department. At your convenience | was wondering if | could talk with you briefly by phone. My direct
line is | have viewed the webinar regarding your software and spoken with Lucy
Hernandez at Anaheim PD regarding what their experiences have been, and | know there were already
some initial discussions with our Sergeants about getting a pilot program going to test the software and
see how it would perform with our internal systems. | would appreciate the opportunity to discuss this
with you further and see what we can do on our end to move forward with evaluating your product.

Thank you,

i o i
§ %
\.../ William Hillyard | Detective | Irvine Police Department

949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org_| cityofirvine.org







From: Tom Avery

Sent: Friday, January 4, 2019 3:12 PM PST
To: William Hillyard

Subject: Re: Irvine PD

Attachments: image001.png

Calendar invite sent. Talk to you next Tuesday.

Have great weekend,
Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Friday, January 4, 2019 at 4:07 PM

To: Tom Avery <tavery@veritone.com>

Subject: RE: Irvine PD

That would be great. | work 11am-9pm Tuesday to Friday, and this coming Tuesday I’'m pretty much
available anytime.

Thank you,

Bill

From: Tom Avery [mailto:tavery@veritone.com]
Sent: Friday, January 4, 2019 2:59 PM

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Re: Irvine PD

Hey Bill,
Would love to chat. I’'m wide open this coming Tuesday if that works for you.

Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Friday, January 4, 2019 at 3:52 PM

To: "tavery@veritone.com" <tavery@veritone.com>
Subject: Irvine PD

Tom,

My name is Bill Hillyard | am a Detective at Irvine PD and have been working with Investigations
Sergeants Mark Andreozzi and Jason Nigro on acquiring some facial recognition software for the
department. At your convenience | was wondering if | could talk with you briefly by phone. My direct
line is | ERESHI ' have viewed the webinar regarding your software and spoken with Lucy
Hernandez at Anaheim PD regarding what their experiences have been, and | know there were already



some initial discussions with our Sergeants about getting a pilot program going to test the software and
see how it would perform with our internal systems. | would appreciate the opportunity to discuss this
with you further and see what we can do on our end to move forward with evaluating your product.

Thank you,

F
<4 2F ey

]

j William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org




From: William Hillyard

Sent: Friday, January 4, 2019 3:13 PM PST
To: Tom Avery

Subject: RE: Irvine PD

Attachments: image001.png

Perfect. Thank you. Enjoy your weekend.

From: Tom Avery [mailto:tavery@veritone.com]
Sent: Friday, January 4, 2019 3:13 PM

To: William Hillyard <whillyard @cityofirvine.org>
Subject: Re: Irvine PD

Calendar invite sent. Talk to you next Tuesday.

Have great weekend,
Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Friday, January 4, 2019 at 4:07 PM

To: Tom Avery <tavery@veritone.com>

Subject: RE: Irvine PD

That would be great. | work 11am-9pm Tuesday to Friday, and this coming Tuesday I’'m pretty much
available anytime.

Thank you,

Bill

From: Tom Avery [mailto:tavery@veritone.com]
Sent: Friday, January 4, 2019 2:59 PM

To: William Hillyard <whillyard @cityofirvine.org>
Subject: Re: Irvine PD

Hey Bill,
Would love to chat. I’'m wide open this coming Tuesday if that works for you.

Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Friday, January 4, 2019 at 3:52 PM

To: "tavery@veritone.com" <tavery@veritone.com>
Subject: Irvine PD




Tom,

My name is Bill Hillyard | am a Detective at Irvine PD and have been working with Investigations
Sergeants Mark Andreozzi and Jason Nigro on acquiring some facial recognition software for the
department. At your convenience | was wondering if | could talk with you briefly by phone. My direct
lineis | have viewed the webinar regarding your software and spoken with Lucy
Hernandez at Anaheim PD regarding what their experiences have been, and | know there were already
some initial discussions with our Sergeants about getting a pilot program going to test the software and
see how it would perform with our internal systems. | would appreciate the opportunity to discuss this
with you further and see what we can do on our end to move forward with evaluating your product.

Thank you,

1 J
4 B Ay,

]

/ William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org_| cityofirvine.org




From: tavery@veritone.com

Sent: Tuesday, January 8, 2019 4:03 PM PST

To: Mark Anderson; Dave Klug; Jason Nigro; Mark Andreozzi; Daniel Hall; Lorie Velarde; Darcy Jones; Rebecca Woolsey;
Shaheen Jahangard; Noelle Smiley

Subject: FW: Updated invitation: Meeting at Irvine PD @ Thu Jan 17, 2019 11am - 12pm (MST) (whillyard@cityofirvine.org)

Attachments: invite.ics, image001.png

Please see the attached calendar appointment for next Thursday, January 17 at 10 am here at Irvine PD
in the Investigation Conference Room. If you are able to attend we will be meeting with Tom Avery
from Veritone Inc regarding their facial recognition software. Veritone currently has pilot programs in
place with Anaheim PD and the Orange County Sheriff’s Department which allows their users access to
over 1.5 million booking photos for suspect comparisons. Veritone’s software has already been used by
Anaheim and several other local agencies to solve a number of high profile cases for their agencies. We
will be discussing the specifics of implementing a similar pilot program with their software here at Irvine
PD.

Thank you,

il
®

S

@

William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org

From: tavery@veritone.com <tavery@veritone.com>

Sent: Tuesday, January 08, 2019 12:36 PM

To: tavery@veritone.com; William Hillyard

Subject: Updated invitation: Meeting at Irvine PD @ Thu Jan 17, 2019 11am - 12pm (MST)
(whillyard@cityofirvine.org)

When: Thursday, January 17, 2019 10:00 AM-11:00 AM (UTC-08:00) Pacific Time (US & Canada).
Where: 1 Civic Center Plaza, Irvine, CA 92606, USA

This event has been changed.

more details »
Meeting at Irvine PD

When Changed: Thu Jan 17, 2019 11am — 12pm Mountain Time - Denver
Where 1 Civic Center Plaza, Irvine, CA 92606, USA (map)

Calendar whillyard@cityofirvine.org

Who . tavery@veritone.com - organizer

whillyard@cityofirvine.org



mailto:whillyard@cityofirvine.org
https://na01.safelinks.protection.outlook.com/?url=https://www.google.com/calendar/event?action=VIEW&eid=MW1tZHJrYzllcW1yYTJmYjRvMm5ja2Z2NTUgd2hpbGx5YXJkQGNpdHlvZmlydmluZS5vcmc&tok=MTkjdGF2ZXJ5QHZlcml0b25lLmNvbWNkZTU2Yzk1NjVmOTZhOTA1ZWM5OTQxOWMxNWVjYWFjM2Q5NDAxNDg&ctz=America%252FDenver&hl=en&es=0&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733119317&sdata=pqQ8a7BL9O1/sdxP9HVDgbpk4cIUtdw6O2Rdn7hq7fw=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=https://maps.google.com/maps?q=1+Civic+Center+Plaza,+Irvine,+CA+92606,+USA&hl=en&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733129325&sdata=HBkze0SuKXfJWKuApVqsDwFCWIXbeOXP3/jdQKfNeYg=&reserved=0
mailto:whillyard@cityofirvine.org
mailto:tavery@veritone.com
mailto:whillyard@cityofirvine.org

Go over Identify in person.
Going (whillyard@cityofirvine.org)? Yes - Maybe - No more options »

Invitation from Google Calendar
You are receiving this courtesy email at the account whillyard@cityofirvine.org because you are an attendee of this event.

To stop receiving future updates for this event, decline this event. Alternatively you can sign up for a Google account at
https://www.google.com/calendar/ and control your notification settings for your entire calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.


mailto:whillyard@cityofirvine.org
https://na01.safelinks.protection.outlook.com/?url=https://www.google.com/calendar/event?action=RESPOND&eid=MW1tZHJrYzllcW1yYTJmYjRvMm5ja2Z2NTUgd2hpbGx5YXJkQGNpdHlvZmlydmluZS5vcmc&rst=1&tok=MTkjdGF2ZXJ5QHZlcml0b25lLmNvbWNkZTU2Yzk1NjVmOTZhOTA1ZWM5OTQxOWMxNWVjYWFjM2Q5NDAxNDg&ctz=America%252FDenver&hl=en&es=0&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733139333&sdata=Xmp2CEo2JDS2LACV3BCIFu+cEqZdKq18kA+MJFhQHAo=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=https://www.google.com/calendar/event?action=RESPOND&eid=MW1tZHJrYzllcW1yYTJmYjRvMm5ja2Z2NTUgd2hpbGx5YXJkQGNpdHlvZmlydmluZS5vcmc&rst=3&tok=MTkjdGF2ZXJ5QHZlcml0b25lLmNvbWNkZTU2Yzk1NjVmOTZhOTA1ZWM5OTQxOWMxNWVjYWFjM2Q5NDAxNDg&ctz=America%252FDenver&hl=en&es=0&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733139333&sdata=xci6P9FKfZeA/mVkx6I5QjMiR4dwPNgtPs9HqcVMEoE=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=https://www.google.com/calendar/event?action=RESPOND&eid=MW1tZHJrYzllcW1yYTJmYjRvMm5ja2Z2NTUgd2hpbGx5YXJkQGNpdHlvZmlydmluZS5vcmc&rst=2&tok=MTkjdGF2ZXJ5QHZlcml0b25lLmNvbWNkZTU2Yzk1NjVmOTZhOTA1ZWM5OTQxOWMxNWVjYWFjM2Q5NDAxNDg&ctz=America%252FDenver&hl=en&es=0&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733149346&sdata=xXpn5TsfdP+Hs2VXkHxmegyUcgecZJsq2I82fKaUu7Q=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=https://www.google.com/calendar/event?action=VIEW&eid=MW1tZHJrYzllcW1yYTJmYjRvMm5ja2Z2NTUgd2hpbGx5YXJkQGNpdHlvZmlydmluZS5vcmc&tok=MTkjdGF2ZXJ5QHZlcml0b25lLmNvbWNkZTU2Yzk1NjVmOTZhOTA1ZWM5OTQxOWMxNWVjYWFjM2Q5NDAxNDg&ctz=America%252FDenver&hl=en&es=0&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733159350&sdata=akpUs7rLKXsq+700e6Rke53pph1EA+8GrEZy8rO/eZs=&reserved=0
https://na01.safelinks.protection.outlook.com/?url=https://www.google.com/calendar/&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733159350&sdata=J+GICEVPQYrI/zE0bDHKFrEbONHHHWtS+Rkf4bPlfiE=&reserved=0
mailto:whillyard@cityofirvine.org
https://www.google.com/calendar/
https://na01.safelinks.protection.outlook.com/?url=https://support.google.com/calendar/answer/37135#forwarding&data=02%7C01%7Cwhillyard@cityofirvine.org%7C3c70b3990ba84f6e3af008d675c0360c%7C47feb367af81451994d7caab1dfa1872%7C0%7C0%7C636825865733169359&sdata=Kl1jPSGgS3kKBBzkwlrsiC9YwEIKzCnW0u66mcWjOXQ=&reserved=0

From: William Hillyard

Sent: Friday, January 25, 2019 10:13 AM PST

To: Nick Rycroft

cC: Dave Klug; Mark Anderson

Subject: FW: Data export instructions

Attachments: Preparing Arrest Record Data for Import.pdf, image001.png, image002.png
Nick,

When you have a moment could you take a look at the attached document reference a data export we
would need to do to participate in a trial run of some facial recognition software we are evaluating. For
the trial period we need to provide Veritone with a data export, if we go live with their software future

updates can be accomplished via an automated update system they have in place.

Please call my cell phone at RGN you have any questions.

Thank you,

@&

L=

William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org

From: Tom Avery <tavery@veritone.com>

Sent: Tuesday, January 08, 2019 1:00 PM

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Data export instructions

Bill,

Attached is a set of instructions to pass along to your IT staff to prepare the data for export from ILEADS
into Identify for Veritone. Look forward to seeing you next week.

Tom

Tom Avery

Vice President Public Safety
Veritone Government
tavery@veritone.com

R !
A/ VERITONE.

Veritone, Inc. 575 Anton Blvd. Suite 100, Costa Mesa CA. 92626
www.veritone.com




Preparing Arrest Record Data for Import

This article details the technical specifications for how Arrest Record data should be formatted for import into Veritone's system. At a minimum,
the Arrest Record data should consist of the following items:

1. Arrest Photos - Photo of suspect taken at the time of booking
2. Arrest Metadata - Booking metadata corresponding to each arrest photo, such as Booking Number, Booking Date, Suspect Number, and
other demographic information

Arrest Photo Requirements:

® Front-facing head shot, where the entire face is visible and takes up the majority of the image
® Standard image format such as PNG or JPEG
® Each photo file named uniquely (e.g. by Booking Number) and placed into an "Arrest Photos" folder; for example:

] Arrest Photos

H = [imi=INERIE - Q

=]

View Arrange Action Share Edit Tags Search
Name A Date Modified Size Kind
& 12301.jpeg Nov 19 8 KB  JPEGima
12302.jpeg Nov 19 2KB  JPEG
A 12303.jpeg Nov 19 15KB  JPEG
£ 12304.jpeg O KB PEG
B 12305.jpeg Nov 19 12KB  JPEG
A 12306.jpeg Nov 19, 2 & PEG
€ 12307.jpeg Nov 19 12KB  JPEG
E 12308.jpeg Nov 19 B PEG
# 12309.jpeg Nov 19 8 KB  JPEG imac
12310.jpeg Nov 19, 2018 at 8:36 AM 12KB  JPEG image

Arrest Metadata Requirements:

® Metadata in CSV (comma-separated values) format, including column headers as the first row
® Each row represents a separate booking record
® Required CSV fields:

* Arrest Photo - Filename of corresponding arrest photo for booking record

® Booking Number - Unique identifier for booking record

® Suspect Number - Unique identifier for suspect (in the case of a repeat offender, the same Suspect Number will be listed

multiple times for different Booking Numbers)

® Optional CSV fields:

® Booking Date - Date of booking record ("YYYY-MM-DD" format)

® Demographic information for suspect, such as:

® First Name
Middle Name
Last Name
Date of Birth ("YYYY-MM-DD" format)
Gender (Male or Female)
Height (in inches)
Weight (in pounds)
Age
Race
Eye Color
Hair Color
Known Aliases (if multiple, provide in comma-delimited format)
® Last Known Address

® Include current date as part of filename for CSV file (e.g. "Arrest Metadata (2018-11-19).csv")

Arrest Photo Booking Number Booking Date Suspect Number First Name Middle Name Last Name Gender Date of Birth
12301.jpeg 12301 2018-01-28 1677978921 John Anderson Doe Male 1990-08-14
12302.jpeg 12302 2018-01-28 1677988111 Jane Graham Smith Female 1994-04-01
12303.jpeg 12303 2018-01-28 1678003933 Michael William Thomson Male 1976-10-28



From: Tom Avery

Sent: Wednesday, January 30, 2019 7:15 AM PST

To: William Hillyard

Subject: Veritone pilot agreement

Attachments: Irvine PD Data Sharing Addendum (20190128).docx,

Irvine Police Department License Agreement (IDentify) (20190128).docx,
Master License Terms and Conditions (PS Rev 20180907).pdf, image001.png

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as well
as the data sharing agreement. Let me know if you have any questions.

Thanks,
Tom

Tom Avery
Vice President Public Safety
Veritone Government

tavery@veritone.com
cell

A/ VERITONE.

Veritone, Inc. 575 Anton Blvd. Suite 100, Costa Mesa CA. 92626
www.veritone.com




Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the License Agreement dated February __, 2019 between Veritone and Licensee
(the “Agreement”). In the event of any conflict or inconsistency between the provisions contained in the Agreement
and the provisions contained in this Addendum with respect to the subject matter hereof, the provisions of this
Addendum shall govern and control. Capitalized terms used but not defined herein shall have the meanings ascribed
to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

LICENSE AGREEMENT

This License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”) by and between
Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite 100, Costa Mesa,
CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to license(s) to Veritone’s
aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Billing Contact Information
Agency Address: | 1 Civic Center Plaza, Irvine, CA 92606 Contact Name:
Contact Name: Detective William Hillyard Contact Phone:
Phone: 949-724-7000 Contact Email:
Email: whillyard@cityofirvine.org Email for Invoices:
LICENSE AND SERVICES DETAILS
Term: Trial Term: February 15, 2019 through May 14, 2019

Initial Term: May 15, 2019 through May 14, 2020

No. of Users: Five (5) Users License Fees: | $15,000.00 per month during Term, provided that
the License Fees will be waived during Trial Term.

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application. Cognitive processing will be via an automated process within the Platform. Licensee acknowledges that the
functionality of the IDentify Application is dependent upon the ability to incorporate data from Licensee’s booking/known
offender database(s). Licensee will be responsible for furnishing such data to Veritone in a format and via a transmission
method reasonably required by Veritone in order to integrate the data with the Platform. Licensee represents and warrants
that it has the right to furnish to Veritone and to use such data in connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Additional Services. Additional Services, such as on-site training, enhanced onboarding and/or support services, will be made
available to Licensee for additional fees, which will be quoted by Veritone upon request. In the event that Licensee desires to
use other applications available in the Platform as part of the Services in the future, such additional Services may be added to
this Agreement by a written amendment signed by both parties.

5. Payment Terms. Veritone will submit an invoice to Licensee on a monthly basis for the License Fees due for the following
month, and for any amounts incurred for additional Services performed during the previous month, and such invoices will be
due and payable net thirty (30) days following the invoice date. All amounts are payable in U.S. dollars.



6. Term and Termination. Licensee may elect to terminate this Agreement at the expiration of the Trial Term specified above by
providing thirty (30) days prior written notice to Veritone. Unless terminated at the expiration of the Trial Term or as otherwise
provided herein, this Agreement will automatically continue following the Trial Term for the Initial Term specified above, and
will automatically renew thereafter for successive one-year terms (each renewal term together with the Trial Term and Initial
Term, collectively the “Term”). Following the Trial Term, either party may terminate this Agreement at any time, for any
reason or no reason, by providing at least sixty (60) days prior written notice to the other party.

Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:
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VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indemnification.

11.1.

11.2.

Licensee Indemnification of Veritone. Licensee will defend, indemnify and hold harmless Veritone and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including, without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees, that Veritone may incur as a result of any claim, suit or proceeding brought
against Veritone by any third party arising or resulting from (a) Licensee’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) Licensee’s use of the Platform or Services (including uploading,
using, publishing, posting or otherwise sharing of Licensee’s Content or any other data or content derived from the
Platform or Services) in any manner that violates this Agreement or any laws, rules, regulations or third party terms and
conditions, or that misappropriates or infringes the rights (including Intellectual Property Rights) of any third party;
provided that Veritone gives Licensee prompt notice of any such claims, cooperates with Licensee in responding to such
claims, and permits Licensee to control the defense or settlement of such claims, subject to Veritone’s right to (i) conduct
the defense of such claims at Veritone’s expense, or participate in the defense of such claims with its own counsel at its
own expense, and (ii) approve any settlement that binds or purports to bind Veritone.

Veritone Indemnification of Licensee. Veritone will defend, indemnify and hold harmless Licensee and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees that Licensee may incur as a result of any claim, suit or proceeding brought
against Licensee by any third party arising or resulting from (a) Veritone’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) any allegation that the Platform or Services, or any part
thereof, misappropriates or infringes upon any third party’s Intellectual Property Rights, except to the extent such claims
arise from Licensee’s negligence, misconduct or violation of any terms of this Agreement; provided that Licensee gives
Veritone prompt notice of any such claims, cooperates with Veritone in responding to such claims, and permits Veritone
to control the defense or settlement of such claims, subject to Licensee’s right to (i) conduct the defense of such claims
at Licensee’s expense, or participate in the defense of such claims with its own counsel at its own expense, and (ii)
approve any settlement that binds or purports to bind Licensee. If the Platform, in whole in part, becomes or, in
Veritone’s opinion is likely to become, the subject of an infringement claim or action, Veritone may, at its option: (x)
procure, at no cost to Licensee, the right for Licensee to continue using the Platform; (y) replace or modify the Platform
to render the Platform non-infringing, provided there is no material loss of functionality; or (z) if, in Veritone’s reasonable
opinion, neither (x) nor (y) above is commercially feasible, terminate this Agreement and refund any prepaid amounts
for unused Services during the terminated portion of the Term. The foregoing states Veritone’s sole obligation and
Licensee's exclusive remedy in the event any such infringement claim or action is commenced or is likely to be
commenced.

12. Warranties and Disclaimers.

12.1.

12.2.

Mutual Warranties. Each party represents and warrants to the other that: (i) it is duly organized and validly existing
under the laws of the jurisdiction of its incorporation or formation, and has full power, rights and authority to enter
into this Agreement and carry out its obligations hereunder; (ii) the person executing this Agreement is authorized to
do so on its behalf; (iii) this Agreement is valid and legally binding upon it and (iv) the execution, delivery and
performance thereof by such party does not conflict with any other agreement, instrument or understanding to which
it is a party or by which it may be bound, nor would violate any applicable law or regulation.

Disclaimer. THE PLATFORM, SERVICES AND ANY OTHER VERITONE PRODUCTS AND SERVICES ARE PROVIDED ON AN
“AS IS” AND “AS AVAILABLE” BASIS. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, VERITONE MAKES NO
WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE PLATFORM AND SERVICES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY AS TO THE ACCURACY OF PROCESSING RESULTS, ANY WARRANTY OF MERCHANTABILITY,
QUALITY OR FITNESS FOR A PARTICULAR PURPOSE, WARRANTIES ARISING FROM COURSE OF DEALING OR USAGE OF
TRADE, AND WARRANTIES OF NON-INFRINGEMENT. VERITONE DOES NOT WARRANT THAT THE PLATFORM AND
SERVICES ARE ERROR-FREE, WILL RUN UNINTERRUPTED, OR THAT ALL ERRORS CAN OR WILL BE CORRECTED. NO ADVICE
OR INFORMATION, WHETHER ORAL OR WRITTEN, OBTAINED BY LICENSEE FROM VERITONE SHALL CREATE ANY SUCH
WARRANTY.
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12.3.

LICENSEE ACKNOWLEDGES AND AGREES THAT THE INTERNET IS A PUBLIC NETWORK OVER WHICH VERITONE EXERTS NO
CONTROL. VERITONE MAKES NO REPRESENTATIONS OR WARRANTIES WHATSOEVER, AND SHALL HAVE NO LIABILITY
WHATSOEVER, WITH RESPECT TO THE ACCURACY, DEPENDABILITY, PRIVACY, SECURITY, AUTHENTICITY OR
COMPLETENESS OF DATA TRANSMITTED OVER OR OBTAINED USING THE INTERNET OUTSIDE OF THOSE SYSTEMS AND
NETWORKS CONTROLLED BY VERITONE, OR ANY INTRUSION, VIRUS, DISRUPTION, LOSS OF COMMUNICATION, LOSS OR
CORRUPTION OF DATA, OR OTHER ERROR OR EVENT CAUSED OR PERMITTED BY OR INTRODUCED THROUGH LICENSEE’S
OWN USE OF THE INTERNET. LICENSEE IS SOLELY RESPONSIBLE FOR IMPLEMENTING ADEQUATE FIREWALL, PASSWORD
AND OTHER SECURITY MEASURES TO PROTECT ITS SYSTEMS, DATA AND APPLICATIONS FROM UNWANTED INTRUSION,
WHETHER OVER THE INTERNET OR BY OTHER MEANS.

13. Limitation of Liability.

13.1.

13.2.

EXCEPT FOR (A) BREACHES OF EACH PARTY’S OBLIGATIONS UNDER SECTION 10 (CONFIDENTIALITY), AND (B) AMOUNTS
FINALLY AWARDED OR SETTLED IN A THIRD PARTY CLAIM FOR WHICH A PARTY IS RESPONSIBLE UNDER SECTION 11
(INDEMNIFICATION), NEITHER PARTY, INCLUDING ITS OFFICERS, DIRECTORS, EMPLOYEES, REPRESENTATIVES AND
AFFILIATES, SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
INCLUDING WITHOUT LIMITATION, LOST DATA OR LOST PROFITS, OR COSTS OF PROCURING SUBSTITUTE GOODS OR
SERVICES, HOWEVER ARISING, EVEN IF IT HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

EXCEPT WITH RESPECT TO EACH PARTY’S CONFIDENTIALITY AND INDEMNIFICATION OBLIGATIONS HEREUNDER,
NEITHER PARTY’S LIABILITY FOR DAMAGES ARISING OUT OF, RELATING TO OR IN ANY WAY CONNECTED WITH THIS
AGREEMENT SHALL EXCEED THE TOTAL FEES PAID BY LICENSEE TO VERITONE UNDER THIS AGREEMENT.

14. MISCELLANEOUS

14.1.

14.2.

14.3.

14.4.

14.5.

14.6.

14.7.

No Assignment. Neither party may assign any of its rights or obligations under this Agreement without the prior written
consent of the other party, except that either party may assign its rights and obligations under this Agreement without
the consent of the other party to an affiliate directly or indirectly controlling, controlled by, or under direct or indirect
common control with such party or in connection with any merger (by operation of law or otherwise), consolidation,
reorganization, change in control or sale of all or substantially all of its assets related to this Agreement or similar
transaction. This Agreement inures to the benefit of and shall be binding on the parties’ permitted assignees,
transferees and successors.

Severability. If any provision of this Agreement is found by a court of competent jurisdiction to be invalid, the parties
nevertheless agree that the court should endeavor to give effect to the parties’ intentions as reflected in such provision,
and the other provisions of this Agreement remain in full force and effect.

No Waiver. The failure of either party to exercise or enforce any right or provision of this Agreement shall not constitute
a waiver of such right or provision.

Controlling Law. This Agreement shall be governed by and construed in accordance with the laws of the State of
California (other than the conflict of law rules) and subject to the sole jurisdiction of the courts sitting in Orange County,
California. Notwithstanding the foregoing, nothing in this Section 14.4 shall be deemed to limit the parties’ rights to
seek injunctive relief in any other court of law of competent jurisdiction.

Independent Contractors. This Agreement does not create any relationship other than Veritone as an independent
contractor performing services covered by this Agreement and Licensee as the party contracting with Veritone for those
services. No party is a partner or a legal representative of the other for any purpose whatsoever, nor is any party
authorized to make any contract, agreement or warranty on behalf of any other party. Under no circumstance shall one
party’s employees be construed to be employees of the other party.

Publicity. Except as required or compelled by applicable law, the rules of any stock exchange, or a court order issued
by a court of competent jurisdiction, neither party will make any public statement regarding, or disclose, advertise or
publish the terms and conditions of this Agreement without the prior written consent of the other party; provided,
however, that Veritone may reference Licensee on Veritone’s website, other marketing materials, investor relations
materials, and as a customer in Veritone’s SEC filings.

Notices. All notices to either party shall be in writing and delivered by hand or by certified mail or overnight delivery
service to the address set forth by Licensee and/or Veritone in the License Agreement, or to such other address as
either party shall provide by notice to the other party. Alternatively, the parties may, at their election, utilize email as
the method of delivery of any such notice to be provided hereunder. Any such notices sent by email shall be delivered
to the email addresses set forth in the License Agreement, or such other email address as designed by a party during
the Term. Notices shall be deemed effective when delivered to the applicable address, unless any such notice is sent by
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email, in which event, notice shall be deemed effective upon confirmation of delivery by a “read receipt” or other such
notice generated by the applicable email system, but in any event, by reply of the recipient of such notice.

14.8. Electronic Communication. In connection with its use of the Platform and Services, Licensee consents to receiving
communications from Veritone electronically. Veritone will communicate with Licensee by e-mail or by posting notices
on the Platform or through any Services. Licensee agrees that all notices, disclosures and other communications that
Veritone provides to Licensee electronically satisfy any legal requirement that such communications be in writing.

14.9. Force Majeure. Except for the obligation to make payments of any Fees or any other amounts due hereunder, neither
party will be liable for any failure or delay in its performance under the Agreement due to any cause beyond such party’s
control including acts of war, terrorism, acts of God, embargo, riot, sabotage, labor shortage or dispute, governmental
act, or failure of the Internet, or any component comprising or operating the network infrastructure thereof (each, a
“Force Majeure Event”), provided that the delayed party: (i) gives the other party prompt notice of such cause, and (ii)
uses its reasonable commercial efforts to promptly correct such failure or delay in performance. If Veritone is unable
to provide Service(s) for a period of sixty (60) consecutive days as a result of a continuing Force Majeure Event, either
party may elect to terminate this Agreement.

14.10. Construction. This Agreement shall be fairly interpreted and construed in accordance with its terms and without strict
interpretation or construction in favor of or against either party. Each party has had the opportunity to consult with
counsel in the negotiation of this Agreement.

14.11. Counterparts. This Agreement may be executed in one or more counterparts (including fax or email) each of which shall
be deemed an original but all of which taken together shall be deemed one and the same instrument.

14.12. Headings. Unless otherwise expressly stated in this Agreement, the words “herein,” “hereof,” “hereto,” and
“hereunder” and other words of similar import refer to this Agreement as a whole and not to any particular section,
subsection, or other subdivision. The words “include” and “including” shall not be construed or interpreted as terms
of limitation. The words “day,” “month,” and “year” mean, respectively, calendar day, calendar month, and calendar
year. Section headings are for reference purposes only, and should not be used in the interpretation hereof.

14.13. Amendment. No addendum, waiver, consent, modification, amendment or change of the terms of this Agreement shall
bind either party unless in a writing that references this Agreement and is signed by duly authorized representatives of
Licensee and Veritone.

14.14. Attorney’s Fees. If any action arises under this Agreement, including, without limitation the interpretation or
enforcement of any term of this Agreement, the prevailing party in any such action shall be entitled to recover its
reasonable attorney’s fees and related costs.
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From: William Hillyard

Sent: Wednesday, January 30, 2019 9:25 AM PST

To: Dave Klug; Mark Anderson

Subject: Fwd: Veritone pilot agreement

Attachments: image001.png, ATTO0001.htm, Irvine PD Data Sharing Addendum (20190128).docx, ATT00002.htm,

Irvine Police Department License Agreement (IDentify) (20190128).docx, ATT00003.htm,
Master License Terms and Conditions (PS Rev 20180907).pdf, ATT00004.htm, image001.png, ATT00005.htm

Attached are the documents for the pilot program agreement with Veritone. I spoke with Nick
Rycroft Monday reference the IT portion of it and he stated when the agreement is signed he
would begin working on the data export as requested by Veritone.

Sent from my iPhone

Begin forwarded message:

From: Tom Avery <tavery(@yveritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as
well as the data sharing agreement. Let me know if you have any questions.

Thanks,
Tom

Tom Avery

Vice President Public Safety
Veritone Government
tavery@veritone.com

cel




Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the License Agreement dated February __, 2019 between Veritone and Licensee
(the “Agreement”). In the event of any conflict or inconsistency between the provisions contained in the Agreement
and the provisions contained in this Addendum with respect to the subject matter hereof, the provisions of this
Addendum shall govern and control. Capitalized terms used but not defined herein shall have the meanings ascribed
to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

LICENSE AGREEMENT

This License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”) by and between
Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite 100, Costa Mesa,
CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to license(s) to Veritone’s
aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Billing Contact Information
Agency Address: | 1 Civic Center Plaza, Irvine, CA 92606 Contact Name:
Contact Name: Detective William Hillyard Contact Phone:
Phone: 949-724-7000 Contact Email:
Email: whillyard@cityofirvine.org Email for Invoices:
LICENSE AND SERVICES DETAILS
Term: Trial Term: February 15, 2019 through May 14, 2019

Initial Term: May 15, 2019 through May 14, 2020

No. of Users: Five (5) Users License Fees: | $15,000.00 per month during Term, provided that
the License Fees will be waived during Trial Term.

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application. Cognitive processing will be via an automated process within the Platform. Licensee acknowledges that the
functionality of the IDentify Application is dependent upon the ability to incorporate data from Licensee’s booking/known
offender database(s). Licensee will be responsible for furnishing such data to Veritone in a format and via a transmission
method reasonably required by Veritone in order to integrate the data with the Platform. Licensee represents and warrants
that it has the right to furnish to Veritone and to use such data in connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Additional Services. Additional Services, such as on-site training, enhanced onboarding and/or support services, will be made
available to Licensee for additional fees, which will be quoted by Veritone upon request. In the event that Licensee desires to
use other applications available in the Platform as part of the Services in the future, such additional Services may be added to
this Agreement by a written amendment signed by both parties.

5. Payment Terms. Veritone will submit an invoice to Licensee on a monthly basis for the License Fees due for the following
month, and for any amounts incurred for additional Services performed during the previous month, and such invoices will be
due and payable net thirty (30) days following the invoice date. All amounts are payable in U.S. dollars.



6. Term and Termination. Licensee may elect to terminate this Agreement at the expiration of the Trial Term specified above by
providing thirty (30) days prior written notice to Veritone. Unless terminated at the expiration of the Trial Term or as otherwise
provided herein, this Agreement will automatically continue following the Trial Term for the Initial Term specified above, and
will automatically renew thereafter for successive one-year terms (each renewal term together with the Trial Term and Initial
Term, collectively the “Term”). Following the Trial Term, either party may terminate this Agreement at any time, for any
reason or no reason, by providing at least sixty (60) days prior written notice to the other party.

Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:




ATTACHMENT A

VERITONE, INC. MASTER LICENSE TERMS AND CONDITIONS
(PS-Rev 20180907)

(Attached)



VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indemnification.

11.1.

11.2.

Licensee Indemnification of Veritone. Licensee will defend, indemnify and hold harmless Veritone and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including, without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees, that Veritone may incur as a result of any claim, suit or proceeding brought
against Veritone by any third party arising or resulting from (a) Licensee’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) Licensee’s use of the Platform or Services (including uploading,
using, publishing, posting or otherwise sharing of Licensee’s Content or any other data or content derived from the
Platform or Services) in any manner that violates this Agreement or any laws, rules, regulations or third party terms and
conditions, or that misappropriates or infringes the rights (including Intellectual Property Rights) of any third party;
provided that Veritone gives Licensee prompt notice of any such claims, cooperates with Licensee in responding to such
claims, and permits Licensee to control the defense or settlement of such claims, subject to Veritone’s right to (i) conduct
the defense of such claims at Veritone’s expense, or participate in the defense of such claims with its own counsel at its
own expense, and (ii) approve any settlement that binds or purports to bind Veritone.

Veritone Indemnification of Licensee. Veritone will defend, indemnify and hold harmless Licensee and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees that Licensee may incur as a result of any claim, suit or proceeding brought
against Licensee by any third party arising or resulting from (a) Veritone’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) any allegation that the Platform or Services, or any part
thereof, misappropriates or infringes upon any third party’s Intellectual Property Rights, except to the extent such claims
arise from Licensee’s negligence, misconduct or violation of any terms of this Agreement; provided that Licensee gives
Veritone prompt notice of any such claims, cooperates with Veritone in responding to such claims, and permits Veritone
to control the defense or settlement of such claims, subject to Licensee’s right to (i) conduct the defense of such claims
at Licensee’s expense, or participate in the defense of such claims with its own counsel at its own expense, and (ii)
approve any settlement that binds or purports to bind Licensee. If the Platform, in whole in part, becomes or, in
Veritone’s opinion is likely to become, the subject of an infringement claim or action, Veritone may, at its option: (x)
procure, at no cost to Licensee, the right for Licensee to continue using the Platform; (y) replace or modify the Platform
to render the Platform non-infringing, provided there is no material loss of functionality; or (z) if, in Veritone’s reasonable
opinion, neither (x) nor (y) above is commercially feasible, terminate this Agreement and refund any prepaid amounts
for unused Services during the terminated portion of the Term. The foregoing states Veritone’s sole obligation and
Licensee's exclusive remedy in the event any such infringement claim or action is commenced or is likely to be
commenced.

12. Warranties and Disclaimers.

12.1.

12.2.

Mutual Warranties. Each party represents and warrants to the other that: (i) it is duly organized and validly existing
under the laws of the jurisdiction of its incorporation or formation, and has full power, rights and authority to enter
into this Agreement and carry out its obligations hereunder; (ii) the person executing this Agreement is authorized to
do so on its behalf; (iii) this Agreement is valid and legally binding upon it and (iv) the execution, delivery and
performance thereof by such party does not conflict with any other agreement, instrument or understanding to which
it is a party or by which it may be bound, nor would violate any applicable law or regulation.

Disclaimer. THE PLATFORM, SERVICES AND ANY OTHER VERITONE PRODUCTS AND SERVICES ARE PROVIDED ON AN
“AS IS” AND “AS AVAILABLE” BASIS. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, VERITONE MAKES NO
WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE PLATFORM AND SERVICES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY AS TO THE ACCURACY OF PROCESSING RESULTS, ANY WARRANTY OF MERCHANTABILITY,
QUALITY OR FITNESS FOR A PARTICULAR PURPOSE, WARRANTIES ARISING FROM COURSE OF DEALING OR USAGE OF
TRADE, AND WARRANTIES OF NON-INFRINGEMENT. VERITONE DOES NOT WARRANT THAT THE PLATFORM AND
SERVICES ARE ERROR-FREE, WILL RUN UNINTERRUPTED, OR THAT ALL ERRORS CAN OR WILL BE CORRECTED. NO ADVICE
OR INFORMATION, WHETHER ORAL OR WRITTEN, OBTAINED BY LICENSEE FROM VERITONE SHALL CREATE ANY SUCH
WARRANTY.
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12.3.

LICENSEE ACKNOWLEDGES AND AGREES THAT THE INTERNET IS A PUBLIC NETWORK OVER WHICH VERITONE EXERTS NO
CONTROL. VERITONE MAKES NO REPRESENTATIONS OR WARRANTIES WHATSOEVER, AND SHALL HAVE NO LIABILITY
WHATSOEVER, WITH RESPECT TO THE ACCURACY, DEPENDABILITY, PRIVACY, SECURITY, AUTHENTICITY OR
COMPLETENESS OF DATA TRANSMITTED OVER OR OBTAINED USING THE INTERNET OUTSIDE OF THOSE SYSTEMS AND
NETWORKS CONTROLLED BY VERITONE, OR ANY INTRUSION, VIRUS, DISRUPTION, LOSS OF COMMUNICATION, LOSS OR
CORRUPTION OF DATA, OR OTHER ERROR OR EVENT CAUSED OR PERMITTED BY OR INTRODUCED THROUGH LICENSEE’S
OWN USE OF THE INTERNET. LICENSEE IS SOLELY RESPONSIBLE FOR IMPLEMENTING ADEQUATE FIREWALL, PASSWORD
AND OTHER SECURITY MEASURES TO PROTECT ITS SYSTEMS, DATA AND APPLICATIONS FROM UNWANTED INTRUSION,
WHETHER OVER THE INTERNET OR BY OTHER MEANS.

13. Limitation of Liability.

13.1.

13.2.

EXCEPT FOR (A) BREACHES OF EACH PARTY’S OBLIGATIONS UNDER SECTION 10 (CONFIDENTIALITY), AND (B) AMOUNTS
FINALLY AWARDED OR SETTLED IN A THIRD PARTY CLAIM FOR WHICH A PARTY IS RESPONSIBLE UNDER SECTION 11
(INDEMNIFICATION), NEITHER PARTY, INCLUDING ITS OFFICERS, DIRECTORS, EMPLOYEES, REPRESENTATIVES AND
AFFILIATES, SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
INCLUDING WITHOUT LIMITATION, LOST DATA OR LOST PROFITS, OR COSTS OF PROCURING SUBSTITUTE GOODS OR
SERVICES, HOWEVER ARISING, EVEN IF IT HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

EXCEPT WITH RESPECT TO EACH PARTY’S CONFIDENTIALITY AND INDEMNIFICATION OBLIGATIONS HEREUNDER,
NEITHER PARTY’S LIABILITY FOR DAMAGES ARISING OUT OF, RELATING TO OR IN ANY WAY CONNECTED WITH THIS
AGREEMENT SHALL EXCEED THE TOTAL FEES PAID BY LICENSEE TO VERITONE UNDER THIS AGREEMENT.

14. MISCELLANEOUS

14.1.

14.2.

14.3.

14.4.

14.5.

14.6.

14.7.

No Assignment. Neither party may assign any of its rights or obligations under this Agreement without the prior written
consent of the other party, except that either party may assign its rights and obligations under this Agreement without
the consent of the other party to an affiliate directly or indirectly controlling, controlled by, or under direct or indirect
common control with such party or in connection with any merger (by operation of law or otherwise), consolidation,
reorganization, change in control or sale of all or substantially all of its assets related to this Agreement or similar
transaction. This Agreement inures to the benefit of and shall be binding on the parties’ permitted assignees,
transferees and successors.

Severability. If any provision of this Agreement is found by a court of competent jurisdiction to be invalid, the parties
nevertheless agree that the court should endeavor to give effect to the parties’ intentions as reflected in such provision,
and the other provisions of this Agreement remain in full force and effect.

No Waiver. The failure of either party to exercise or enforce any right or provision of this Agreement shall not constitute
a waiver of such right or provision.

Controlling Law. This Agreement shall be governed by and construed in accordance with the laws of the State of
California (other than the conflict of law rules) and subject to the sole jurisdiction of the courts sitting in Orange County,
California. Notwithstanding the foregoing, nothing in this Section 14.4 shall be deemed to limit the parties’ rights to
seek injunctive relief in any other court of law of competent jurisdiction.

Independent Contractors. This Agreement does not create any relationship other than Veritone as an independent
contractor performing services covered by this Agreement and Licensee as the party contracting with Veritone for those
services. No party is a partner or a legal representative of the other for any purpose whatsoever, nor is any party
authorized to make any contract, agreement or warranty on behalf of any other party. Under no circumstance shall one
party’s employees be construed to be employees of the other party.

Publicity. Except as required or compelled by applicable law, the rules of any stock exchange, or a court order issued
by a court of competent jurisdiction, neither party will make any public statement regarding, or disclose, advertise or
publish the terms and conditions of this Agreement without the prior written consent of the other party; provided,
however, that Veritone may reference Licensee on Veritone’s website, other marketing materials, investor relations
materials, and as a customer in Veritone’s SEC filings.

Notices. All notices to either party shall be in writing and delivered by hand or by certified mail or overnight delivery
service to the address set forth by Licensee and/or Veritone in the License Agreement, or to such other address as
either party shall provide by notice to the other party. Alternatively, the parties may, at their election, utilize email as
the method of delivery of any such notice to be provided hereunder. Any such notices sent by email shall be delivered
to the email addresses set forth in the License Agreement, or such other email address as designed by a party during
the Term. Notices shall be deemed effective when delivered to the applicable address, unless any such notice is sent by
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email, in which event, notice shall be deemed effective upon confirmation of delivery by a “read receipt” or other such
notice generated by the applicable email system, but in any event, by reply of the recipient of such notice.

14.8. Electronic Communication. In connection with its use of the Platform and Services, Licensee consents to receiving
communications from Veritone electronically. Veritone will communicate with Licensee by e-mail or by posting notices
on the Platform or through any Services. Licensee agrees that all notices, disclosures and other communications that
Veritone provides to Licensee electronically satisfy any legal requirement that such communications be in writing.

14.9. Force Majeure. Except for the obligation to make payments of any Fees or any other amounts due hereunder, neither
party will be liable for any failure or delay in its performance under the Agreement due to any cause beyond such party’s
control including acts of war, terrorism, acts of God, embargo, riot, sabotage, labor shortage or dispute, governmental
act, or failure of the Internet, or any component comprising or operating the network infrastructure thereof (each, a
“Force Majeure Event”), provided that the delayed party: (i) gives the other party prompt notice of such cause, and (ii)
uses its reasonable commercial efforts to promptly correct such failure or delay in performance. If Veritone is unable
to provide Service(s) for a period of sixty (60) consecutive days as a result of a continuing Force Majeure Event, either
party may elect to terminate this Agreement.

14.10. Construction. This Agreement shall be fairly interpreted and construed in accordance with its terms and without strict
interpretation or construction in favor of or against either party. Each party has had the opportunity to consult with
counsel in the negotiation of this Agreement.

14.11. Counterparts. This Agreement may be executed in one or more counterparts (including fax or email) each of which shall
be deemed an original but all of which taken together shall be deemed one and the same instrument.

14.12. Headings. Unless otherwise expressly stated in this Agreement, the words “herein,” “hereof,” “hereto,” and
“hereunder” and other words of similar import refer to this Agreement as a whole and not to any particular section,
subsection, or other subdivision. The words “include” and “including” shall not be construed or interpreted as terms
of limitation. The words “day,” “month,” and “year” mean, respectively, calendar day, calendar month, and calendar
year. Section headings are for reference purposes only, and should not be used in the interpretation hereof.

14.13. Amendment. No addendum, waiver, consent, modification, amendment or change of the terms of this Agreement shall
bind either party unless in a writing that references this Agreement and is signed by duly authorized representatives of
Licensee and Veritone.

14.14. Attorney’s Fees. If any action arises under this Agreement, including, without limitation the interpretation or
enforcement of any term of this Agreement, the prevailing party in any such action shall be entitled to recover its
reasonable attorney’s fees and related costs.
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From: William Hillyard
Sent: Thursday, January 31, 2019 8:13 AM PST
To: Mark Anderson
Subject: FW: Veritone pilot agreement
Attachments: image001.png, ATT00001.htm, Irvine PD Data Sharing Addendum (20190128).docx, ATT00002.htm,
Irvine Police Department License Agreement (IDentify) (20190128).docx, ATTO0003.htm,
Master License Terms and Conditions (PS Rev 20180907).pdf, ATTO0004.htm, image001.png, ATT00005.htm
LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel’s signature. Here are some brief points regarding the agreements:

Irvine PD can opt out of the data sharing portion of the software at any time. If we did opt
out but continued to use the software the suspect photos would only be compared to our
database of known offenders, and no other agencies would have access to our database of
booking photos and known offenders.

The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

The initial License Agreement states that we will have (5) user profiles. This is only for the
term of the Pilot Program. If we go forward with purchasing the software we will have an
unlimited number of user licenses.

Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their servers
and deleted. There are several portions throughout the agreements which clearly spell out
that the data provided by Irvine PD remains the property of Irvine PD and should we
terminated our contract with them they have no rights to retain or continue to use any data
we provided them.

The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

For the Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can set
up and automated upload of new booking photos so there is no additional workload for our
personnel.

| spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by

Ver

itone.

Please let me know if can provide any additional information.



Thank you,

Bill Hillyard

Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard @cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as
well as the data sharing agreement. Let me know if you have any questions.

Thanks,
Tom

Tom Avery

Vice President Public Safety
Veritone Government
tavery@veritone.com
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Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the License Agreement dated February __, 2019 between Veritone and Licensee
(the “Agreement”). In the event of any conflict or inconsistency between the provisions contained in the Agreement
and the provisions contained in this Addendum with respect to the subject matter hereof, the provisions of this
Addendum shall govern and control. Capitalized terms used but not defined herein shall have the meanings ascribed
to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

LICENSE AGREEMENT

This License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”) by and between
Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite 100, Costa Mesa,
CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to license(s) to Veritone’s
aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Billing Contact Information
Agency Address: | 1 Civic Center Plaza, Irvine, CA 92606 Contact Name:
Contact Name: Detective William Hillyard Contact Phone:
Phone: 949-724-7000 Contact Email:
Email: whillyard@cityofirvine.org Email for Invoices:
LICENSE AND SERVICES DETAILS
Term: Trial Term: February 15, 2019 through May 14, 2019

Initial Term: May 15, 2019 through May 14, 2020

No. of Users: Five (5) Users License Fees: | $15,000.00 per month during Term, provided that
the License Fees will be waived during Trial Term.

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application. Cognitive processing will be via an automated process within the Platform. Licensee acknowledges that the
functionality of the IDentify Application is dependent upon the ability to incorporate data from Licensee’s booking/known
offender database(s). Licensee will be responsible for furnishing such data to Veritone in a format and via a transmission
method reasonably required by Veritone in order to integrate the data with the Platform. Licensee represents and warrants
that it has the right to furnish to Veritone and to use such data in connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Additional Services. Additional Services, such as on-site training, enhanced onboarding and/or support services, will be made
available to Licensee for additional fees, which will be quoted by Veritone upon request. In the event that Licensee desires to
use other applications available in the Platform as part of the Services in the future, such additional Services may be added to
this Agreement by a written amendment signed by both parties.

5. Payment Terms. Veritone will submit an invoice to Licensee on a monthly basis for the License Fees due for the following
month, and for any amounts incurred for additional Services performed during the previous month, and such invoices will be
due and payable net thirty (30) days following the invoice date. All amounts are payable in U.S. dollars.



6. Term and Termination. Licensee may elect to terminate this Agreement at the expiration of the Trial Term specified above by
providing thirty (30) days prior written notice to Veritone. Unless terminated at the expiration of the Trial Term or as otherwise
provided herein, this Agreement will automatically continue following the Trial Term for the Initial Term specified above, and
will automatically renew thereafter for successive one-year terms (each renewal term together with the Trial Term and Initial
Term, collectively the “Term”). Following the Trial Term, either party may terminate this Agreement at any time, for any
reason or no reason, by providing at least sixty (60) days prior written notice to the other party.

Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:




ATTACHMENT A

VERITONE, INC. MASTER LICENSE TERMS AND CONDITIONS
(PS-Rev 20180907)

(Attached)



VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indemnification.

11.1.

11.2.

Licensee Indemnification of Veritone. Licensee will defend, indemnify and hold harmless Veritone and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including, without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees, that Veritone may incur as a result of any claim, suit or proceeding brought
against Veritone by any third party arising or resulting from (a) Licensee’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) Licensee’s use of the Platform or Services (including uploading,
using, publishing, posting or otherwise sharing of Licensee’s Content or any other data or content derived from the
Platform or Services) in any manner that violates this Agreement or any laws, rules, regulations or third party terms and
conditions, or that misappropriates or infringes the rights (including Intellectual Property Rights) of any third party;
provided that Veritone gives Licensee prompt notice of any such claims, cooperates with Licensee in responding to such
claims, and permits Licensee to control the defense or settlement of such claims, subject to Veritone’s right to (i) conduct
the defense of such claims at Veritone’s expense, or participate in the defense of such claims with its own counsel at its
own expense, and (ii) approve any settlement that binds or purports to bind Veritone.

Veritone Indemnification of Licensee. Veritone will defend, indemnify and hold harmless Licensee and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees that Licensee may incur as a result of any claim, suit or proceeding brought
against Licensee by any third party arising or resulting from (a) Veritone’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) any allegation that the Platform or Services, or any part
thereof, misappropriates or infringes upon any third party’s Intellectual Property Rights, except to the extent such claims
arise from Licensee’s negligence, misconduct or violation of any terms of this Agreement; provided that Licensee gives
Veritone prompt notice of any such claims, cooperates with Veritone in responding to such claims, and permits Veritone
to control the defense or settlement of such claims, subject to Licensee’s right to (i) conduct the defense of such claims
at Licensee’s expense, or participate in the defense of such claims with its own counsel at its own expense, and (ii)
approve any settlement that binds or purports to bind Licensee. If the Platform, in whole in part, becomes or, in
Veritone’s opinion is likely to become, the subject of an infringement claim or action, Veritone may, at its option: (x)
procure, at no cost to Licensee, the right for Licensee to continue using the Platform; (y) replace or modify the Platform
to render the Platform non-infringing, provided there is no material loss of functionality; or (z) if, in Veritone’s reasonable
opinion, neither (x) nor (y) above is commercially feasible, terminate this Agreement and refund any prepaid amounts
for unused Services during the terminated portion of the Term. The foregoing states Veritone’s sole obligation and
Licensee's exclusive remedy in the event any such infringement claim or action is commenced or is likely to be
commenced.

12. Warranties and Disclaimers.

12.1.

12.2.

Mutual Warranties. Each party represents and warrants to the other that: (i) it is duly organized and validly existing
under the laws of the jurisdiction of its incorporation or formation, and has full power, rights and authority to enter
into this Agreement and carry out its obligations hereunder; (ii) the person executing this Agreement is authorized to
do so on its behalf; (iii) this Agreement is valid and legally binding upon it and (iv) the execution, delivery and
performance thereof by such party does not conflict with any other agreement, instrument or understanding to which
it is a party or by which it may be bound, nor would violate any applicable law or regulation.

Disclaimer. THE PLATFORM, SERVICES AND ANY OTHER VERITONE PRODUCTS AND SERVICES ARE PROVIDED ON AN
“AS IS” AND “AS AVAILABLE” BASIS. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, VERITONE MAKES NO
WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE PLATFORM AND SERVICES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY AS TO THE ACCURACY OF PROCESSING RESULTS, ANY WARRANTY OF MERCHANTABILITY,
QUALITY OR FITNESS FOR A PARTICULAR PURPOSE, WARRANTIES ARISING FROM COURSE OF DEALING OR USAGE OF
TRADE, AND WARRANTIES OF NON-INFRINGEMENT. VERITONE DOES NOT WARRANT THAT THE PLATFORM AND
SERVICES ARE ERROR-FREE, WILL RUN UNINTERRUPTED, OR THAT ALL ERRORS CAN OR WILL BE CORRECTED. NO ADVICE
OR INFORMATION, WHETHER ORAL OR WRITTEN, OBTAINED BY LICENSEE FROM VERITONE SHALL CREATE ANY SUCH
WARRANTY.
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12.3.

LICENSEE ACKNOWLEDGES AND AGREES THAT THE INTERNET IS A PUBLIC NETWORK OVER WHICH VERITONE EXERTS NO
CONTROL. VERITONE MAKES NO REPRESENTATIONS OR WARRANTIES WHATSOEVER, AND SHALL HAVE NO LIABILITY
WHATSOEVER, WITH RESPECT TO THE ACCURACY, DEPENDABILITY, PRIVACY, SECURITY, AUTHENTICITY OR
COMPLETENESS OF DATA TRANSMITTED OVER OR OBTAINED USING THE INTERNET OUTSIDE OF THOSE SYSTEMS AND
NETWORKS CONTROLLED BY VERITONE, OR ANY INTRUSION, VIRUS, DISRUPTION, LOSS OF COMMUNICATION, LOSS OR
CORRUPTION OF DATA, OR OTHER ERROR OR EVENT CAUSED OR PERMITTED BY OR INTRODUCED THROUGH LICENSEE’S
OWN USE OF THE INTERNET. LICENSEE IS SOLELY RESPONSIBLE FOR IMPLEMENTING ADEQUATE FIREWALL, PASSWORD
AND OTHER SECURITY MEASURES TO PROTECT ITS SYSTEMS, DATA AND APPLICATIONS FROM UNWANTED INTRUSION,
WHETHER OVER THE INTERNET OR BY OTHER MEANS.

13. Limitation of Liability.

13.1.

13.2.

EXCEPT FOR (A) BREACHES OF EACH PARTY’S OBLIGATIONS UNDER SECTION 10 (CONFIDENTIALITY), AND (B) AMOUNTS
FINALLY AWARDED OR SETTLED IN A THIRD PARTY CLAIM FOR WHICH A PARTY IS RESPONSIBLE UNDER SECTION 11
(INDEMNIFICATION), NEITHER PARTY, INCLUDING ITS OFFICERS, DIRECTORS, EMPLOYEES, REPRESENTATIVES AND
AFFILIATES, SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
INCLUDING WITHOUT LIMITATION, LOST DATA OR LOST PROFITS, OR COSTS OF PROCURING SUBSTITUTE GOODS OR
SERVICES, HOWEVER ARISING, EVEN IF IT HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

EXCEPT WITH RESPECT TO EACH PARTY’S CONFIDENTIALITY AND INDEMNIFICATION OBLIGATIONS HEREUNDER,
NEITHER PARTY’S LIABILITY FOR DAMAGES ARISING OUT OF, RELATING TO OR IN ANY WAY CONNECTED WITH THIS
AGREEMENT SHALL EXCEED THE TOTAL FEES PAID BY LICENSEE TO VERITONE UNDER THIS AGREEMENT.

14. MISCELLANEOUS

14.1.

14.2.

14.3.

14.4.

14.5.

14.6.

14.7.

No Assignment. Neither party may assign any of its rights or obligations under this Agreement without the prior written
consent of the other party, except that either party may assign its rights and obligations under this Agreement without
the consent of the other party to an affiliate directly or indirectly controlling, controlled by, or under direct or indirect
common control with such party or in connection with any merger (by operation of law or otherwise), consolidation,
reorganization, change in control or sale of all or substantially all of its assets related to this Agreement or similar
transaction. This Agreement inures to the benefit of and shall be binding on the parties’ permitted assignees,
transferees and successors.

Severability. If any provision of this Agreement is found by a court of competent jurisdiction to be invalid, the parties
nevertheless agree that the court should endeavor to give effect to the parties’ intentions as reflected in such provision,
and the other provisions of this Agreement remain in full force and effect.

No Waiver. The failure of either party to exercise or enforce any right or provision of this Agreement shall not constitute
a waiver of such right or provision.

Controlling Law. This Agreement shall be governed by and construed in accordance with the laws of the State of
California (other than the conflict of law rules) and subject to the sole jurisdiction of the courts sitting in Orange County,
California. Notwithstanding the foregoing, nothing in this Section 14.4 shall be deemed to limit the parties’ rights to
seek injunctive relief in any other court of law of competent jurisdiction.

Independent Contractors. This Agreement does not create any relationship other than Veritone as an independent
contractor performing services covered by this Agreement and Licensee as the party contracting with Veritone for those
services. No party is a partner or a legal representative of the other for any purpose whatsoever, nor is any party
authorized to make any contract, agreement or warranty on behalf of any other party. Under no circumstance shall one
party’s employees be construed to be employees of the other party.

Publicity. Except as required or compelled by applicable law, the rules of any stock exchange, or a court order issued
by a court of competent jurisdiction, neither party will make any public statement regarding, or disclose, advertise or
publish the terms and conditions of this Agreement without the prior written consent of the other party; provided,
however, that Veritone may reference Licensee on Veritone’s website, other marketing materials, investor relations
materials, and as a customer in Veritone’s SEC filings.

Notices. All notices to either party shall be in writing and delivered by hand or by certified mail or overnight delivery
service to the address set forth by Licensee and/or Veritone in the License Agreement, or to such other address as
either party shall provide by notice to the other party. Alternatively, the parties may, at their election, utilize email as
the method of delivery of any such notice to be provided hereunder. Any such notices sent by email shall be delivered
to the email addresses set forth in the License Agreement, or such other email address as designed by a party during
the Term. Notices shall be deemed effective when delivered to the applicable address, unless any such notice is sent by
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email, in which event, notice shall be deemed effective upon confirmation of delivery by a “read receipt” or other such
notice generated by the applicable email system, but in any event, by reply of the recipient of such notice.

14.8. Electronic Communication. In connection with its use of the Platform and Services, Licensee consents to receiving
communications from Veritone electronically. Veritone will communicate with Licensee by e-mail or by posting notices
on the Platform or through any Services. Licensee agrees that all notices, disclosures and other communications that
Veritone provides to Licensee electronically satisfy any legal requirement that such communications be in writing.

14.9. Force Majeure. Except for the obligation to make payments of any Fees or any other amounts due hereunder, neither
party will be liable for any failure or delay in its performance under the Agreement due to any cause beyond such party’s
control including acts of war, terrorism, acts of God, embargo, riot, sabotage, labor shortage or dispute, governmental
act, or failure of the Internet, or any component comprising or operating the network infrastructure thereof (each, a
“Force Majeure Event”), provided that the delayed party: (i) gives the other party prompt notice of such cause, and (ii)
uses its reasonable commercial efforts to promptly correct such failure or delay in performance. If Veritone is unable
to provide Service(s) for a period of sixty (60) consecutive days as a result of a continuing Force Majeure Event, either
party may elect to terminate this Agreement.

14.10. Construction. This Agreement shall be fairly interpreted and construed in accordance with its terms and without strict
interpretation or construction in favor of or against either party. Each party has had the opportunity to consult with
counsel in the negotiation of this Agreement.

14.11. Counterparts. This Agreement may be executed in one or more counterparts (including fax or email) each of which shall
be deemed an original but all of which taken together shall be deemed one and the same instrument.

14.12. Headings. Unless otherwise expressly stated in this Agreement, the words “herein,” “hereof,” “hereto,” and
“hereunder” and other words of similar import refer to this Agreement as a whole and not to any particular section,
subsection, or other subdivision. The words “include” and “including” shall not be construed or interpreted as terms
of limitation. The words “day,” “month,” and “year” mean, respectively, calendar day, calendar month, and calendar
year. Section headings are for reference purposes only, and should not be used in the interpretation hereof.

14.13. Amendment. No addendum, waiver, consent, modification, amendment or change of the terms of this Agreement shall
bind either party unless in a writing that references this Agreement and is signed by duly authorized representatives of
Licensee and Veritone.

14.14. Attorney’s Fees. If any action arises under this Agreement, including, without limitation the interpretation or
enforcement of any term of this Agreement, the prevailing party in any such action shall be entitled to recover its
reasonable attorney’s fees and related costs.
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From: Mark Anderson

Sent: Thursday, January 31, 2019 8:31 AM PST

To: Noelle Smiley

Subject: FW: Veritone pilot agreement

Attachments: image001.png, ATT00001.htm, Irvine PD Data Sharing Addendum (20190128).docx, ATT00002.htm,

Irvine Police Department License Agreement (IDentify) (20190128).docx, ATTO0003.htm,
Master License Terms and Conditions (PS Rev 20180907).pdf, ATTO0004.htm, image001.png, ATT00005.htm

Commander,

Reference the demo for the facial recognition software; we would like to move forward with the T & E
trial period with the program. This is a free trial period for 90 days. Bill highlighted the details below.
Please let me know if you need more info. If we do move forward with the purchase, the cost is
S20K/year.

Thank you,

Mark

From: William Hillyard

Sent: Thursday, January 31, 2019 8:13 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: FW: Veritone pilot agreement

LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel’s signature. Here are some brief points regarding the agreements:

e Irvine PD can opt out of the data sharing portion of the software at any time. If we did opt
out but continued to use the software the suspect photos would only be compared to our
database of known offenders, and no other agencies would have access to our database of
booking photos and known offenders.

e The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

e The initial License Agreement states that we will have (5) user profiles. This is only for the
term of the Pilot Program. If we go forward with purchasing the software we will have an
unlimited number of user licenses.

e Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their servers
and deleted. There are several portions throughout the agreements which clearly spell out
that the data provided by Irvine PD remains the property of Irvine PD and should we



terminated our contract with them they have no rights to retain or continue to use any data
we provided them.

e The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

e For the Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can set
up and automated upload of new booking photos so there is no additional workload for our
personnel.

| spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by
Veritone.

Please let me know if can provide any additional information.
Thank you,

Bill Hillyard

Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as
well as the data sharing agreement. Let me know if you have any questions.

Thanks,
Tom

Tom Avery
Vice President Public Safety
Veritone Government

tavery@veritone.com

| Pivey JN






Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the License Agreement dated February __, 2019 between Veritone and Licensee
(the “Agreement”). In the event of any conflict or inconsistency between the provisions contained in the Agreement
and the provisions contained in this Addendum with respect to the subject matter hereof, the provisions of this
Addendum shall govern and control. Capitalized terms used but not defined herein shall have the meanings ascribed
to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

LICENSE AGREEMENT

This License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”) by and between
Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite 100, Costa Mesa,
CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to license(s) to Veritone’s
aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Billing Contact Information
Agency Address: | 1 Civic Center Plaza, Irvine, CA 92606 Contact Name:
Contact Name: Detective William Hillyard Contact Phone:
Phone: 949-724-7000 Contact Email:
Email: whillyard@cityofirvine.org Email for Invoices:
LICENSE AND SERVICES DETAILS
Term: Trial Term: February 15, 2019 through May 14, 2019

Initial Term: May 15, 2019 through May 14, 2020

No. of Users: Five (5) Users License Fees: | $15,000.00 per month during Term, provided that
the License Fees will be waived during Trial Term.

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application. Cognitive processing will be via an automated process within the Platform. Licensee acknowledges that the
functionality of the IDentify Application is dependent upon the ability to incorporate data from Licensee’s booking/known
offender database(s). Licensee will be responsible for furnishing such data to Veritone in a format and via a transmission
method reasonably required by Veritone in order to integrate the data with the Platform. Licensee represents and warrants
that it has the right to furnish to Veritone and to use such data in connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Additional Services. Additional Services, such as on-site training, enhanced onboarding and/or support services, will be made
available to Licensee for additional fees, which will be quoted by Veritone upon request. In the event that Licensee desires to
use other applications available in the Platform as part of the Services in the future, such additional Services may be added to
this Agreement by a written amendment signed by both parties.

5. Payment Terms. Veritone will submit an invoice to Licensee on a monthly basis for the License Fees due for the following
month, and for any amounts incurred for additional Services performed during the previous month, and such invoices will be
due and payable net thirty (30) days following the invoice date. All amounts are payable in U.S. dollars.



6. Term and Termination. Licensee may elect to terminate this Agreement at the expiration of the Trial Term specified above by
providing thirty (30) days prior written notice to Veritone. Unless terminated at the expiration of the Trial Term or as otherwise
provided herein, this Agreement will automatically continue following the Trial Term for the Initial Term specified above, and
will automatically renew thereafter for successive one-year terms (each renewal term together with the Trial Term and Initial
Term, collectively the “Term”). Following the Trial Term, either party may terminate this Agreement at any time, for any
reason or no reason, by providing at least sixty (60) days prior written notice to the other party.

Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:




ATTACHMENT A

VERITONE, INC. MASTER LICENSE TERMS AND CONDITIONS
(PS-Rev 20180907)

(Attached)



VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indemnification.

11.1.

11.2.

Licensee Indemnification of Veritone. Licensee will defend, indemnify and hold harmless Veritone and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including, without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees, that Veritone may incur as a result of any claim, suit or proceeding brought
against Veritone by any third party arising or resulting from (a) Licensee’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) Licensee’s use of the Platform or Services (including uploading,
using, publishing, posting or otherwise sharing of Licensee’s Content or any other data or content derived from the
Platform or Services) in any manner that violates this Agreement or any laws, rules, regulations or third party terms and
conditions, or that misappropriates or infringes the rights (including Intellectual Property Rights) of any third party;
provided that Veritone gives Licensee prompt notice of any such claims, cooperates with Licensee in responding to such
claims, and permits Licensee to control the defense or settlement of such claims, subject to Veritone’s right to (i) conduct
the defense of such claims at Veritone’s expense, or participate in the defense of such claims with its own counsel at its
own expense, and (ii) approve any settlement that binds or purports to bind Veritone.

Veritone Indemnification of Licensee. Veritone will defend, indemnify and hold harmless Licensee and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees that Licensee may incur as a result of any claim, suit or proceeding brought
against Licensee by any third party arising or resulting from (a) Veritone’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) any allegation that the Platform or Services, or any part
thereof, misappropriates or infringes upon any third party’s Intellectual Property Rights, except to the extent such claims
arise from Licensee’s negligence, misconduct or violation of any terms of this Agreement; provided that Licensee gives
Veritone prompt notice of any such claims, cooperates with Veritone in responding to such claims, and permits Veritone
to control the defense or settlement of such claims, subject to Licensee’s right to (i) conduct the defense of such claims
at Licensee’s expense, or participate in the defense of such claims with its own counsel at its own expense, and (ii)
approve any settlement that binds or purports to bind Licensee. If the Platform, in whole in part, becomes or, in
Veritone’s opinion is likely to become, the subject of an infringement claim or action, Veritone may, at its option: (x)
procure, at no cost to Licensee, the right for Licensee to continue using the Platform; (y) replace or modify the Platform
to render the Platform non-infringing, provided there is no material loss of functionality; or (z) if, in Veritone’s reasonable
opinion, neither (x) nor (y) above is commercially feasible, terminate this Agreement and refund any prepaid amounts
for unused Services during the terminated portion of the Term. The foregoing states Veritone’s sole obligation and
Licensee's exclusive remedy in the event any such infringement claim or action is commenced or is likely to be
commenced.

12. Warranties and Disclaimers.

12.1.

12.2.

Mutual Warranties. Each party represents and warrants to the other that: (i) it is duly organized and validly existing
under the laws of the jurisdiction of its incorporation or formation, and has full power, rights and authority to enter
into this Agreement and carry out its obligations hereunder; (ii) the person executing this Agreement is authorized to
do so on its behalf; (iii) this Agreement is valid and legally binding upon it and (iv) the execution, delivery and
performance thereof by such party does not conflict with any other agreement, instrument or understanding to which
it is a party or by which it may be bound, nor would violate any applicable law or regulation.

Disclaimer. THE PLATFORM, SERVICES AND ANY OTHER VERITONE PRODUCTS AND SERVICES ARE PROVIDED ON AN
“AS IS” AND “AS AVAILABLE” BASIS. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, VERITONE MAKES NO
WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE PLATFORM AND SERVICES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY AS TO THE ACCURACY OF PROCESSING RESULTS, ANY WARRANTY OF MERCHANTABILITY,
QUALITY OR FITNESS FOR A PARTICULAR PURPOSE, WARRANTIES ARISING FROM COURSE OF DEALING OR USAGE OF
TRADE, AND WARRANTIES OF NON-INFRINGEMENT. VERITONE DOES NOT WARRANT THAT THE PLATFORM AND
SERVICES ARE ERROR-FREE, WILL RUN UNINTERRUPTED, OR THAT ALL ERRORS CAN OR WILL BE CORRECTED. NO ADVICE
OR INFORMATION, WHETHER ORAL OR WRITTEN, OBTAINED BY LICENSEE FROM VERITONE SHALL CREATE ANY SUCH
WARRANTY.

PS - Rev 20180907



12.3.

LICENSEE ACKNOWLEDGES AND AGREES THAT THE INTERNET IS A PUBLIC NETWORK OVER WHICH VERITONE EXERTS NO
CONTROL. VERITONE MAKES NO REPRESENTATIONS OR WARRANTIES WHATSOEVER, AND SHALL HAVE NO LIABILITY
WHATSOEVER, WITH RESPECT TO THE ACCURACY, DEPENDABILITY, PRIVACY, SECURITY, AUTHENTICITY OR
COMPLETENESS OF DATA TRANSMITTED OVER OR OBTAINED USING THE INTERNET OUTSIDE OF THOSE SYSTEMS AND
NETWORKS CONTROLLED BY VERITONE, OR ANY INTRUSION, VIRUS, DISRUPTION, LOSS OF COMMUNICATION, LOSS OR
CORRUPTION OF DATA, OR OTHER ERROR OR EVENT CAUSED OR PERMITTED BY OR INTRODUCED THROUGH LICENSEE’S
OWN USE OF THE INTERNET. LICENSEE IS SOLELY RESPONSIBLE FOR IMPLEMENTING ADEQUATE FIREWALL, PASSWORD
AND OTHER SECURITY MEASURES TO PROTECT ITS SYSTEMS, DATA AND APPLICATIONS FROM UNWANTED INTRUSION,
WHETHER OVER THE INTERNET OR BY OTHER MEANS.

13. Limitation of Liability.

13.1.

13.2.

EXCEPT FOR (A) BREACHES OF EACH PARTY’S OBLIGATIONS UNDER SECTION 10 (CONFIDENTIALITY), AND (B) AMOUNTS
FINALLY AWARDED OR SETTLED IN A THIRD PARTY CLAIM FOR WHICH A PARTY IS RESPONSIBLE UNDER SECTION 11
(INDEMNIFICATION), NEITHER PARTY, INCLUDING ITS OFFICERS, DIRECTORS, EMPLOYEES, REPRESENTATIVES AND
AFFILIATES, SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
INCLUDING WITHOUT LIMITATION, LOST DATA OR LOST PROFITS, OR COSTS OF PROCURING SUBSTITUTE GOODS OR
SERVICES, HOWEVER ARISING, EVEN IF IT HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

EXCEPT WITH RESPECT TO EACH PARTY’S CONFIDENTIALITY AND INDEMNIFICATION OBLIGATIONS HEREUNDER,
NEITHER PARTY’S LIABILITY FOR DAMAGES ARISING OUT OF, RELATING TO OR IN ANY WAY CONNECTED WITH THIS
AGREEMENT SHALL EXCEED THE TOTAL FEES PAID BY LICENSEE TO VERITONE UNDER THIS AGREEMENT.

14. MISCELLANEOUS

14.1.

14.2.

14.3.

14.4.

14.5.

14.6.

14.7.

No Assignment. Neither party may assign any of its rights or obligations under this Agreement without the prior written
consent of the other party, except that either party may assign its rights and obligations under this Agreement without
the consent of the other party to an affiliate directly or indirectly controlling, controlled by, or under direct or indirect
common control with such party or in connection with any merger (by operation of law or otherwise), consolidation,
reorganization, change in control or sale of all or substantially all of its assets related to this Agreement or similar
transaction. This Agreement inures to the benefit of and shall be binding on the parties’ permitted assignees,
transferees and successors.

Severability. If any provision of this Agreement is found by a court of competent jurisdiction to be invalid, the parties
nevertheless agree that the court should endeavor to give effect to the parties’ intentions as reflected in such provision,
and the other provisions of this Agreement remain in full force and effect.

No Waiver. The failure of either party to exercise or enforce any right or provision of this Agreement shall not constitute
a waiver of such right or provision.

Controlling Law. This Agreement shall be governed by and construed in accordance with the laws of the State of
California (other than the conflict of law rules) and subject to the sole jurisdiction of the courts sitting in Orange County,
California. Notwithstanding the foregoing, nothing in this Section 14.4 shall be deemed to limit the parties’ rights to
seek injunctive relief in any other court of law of competent jurisdiction.

Independent Contractors. This Agreement does not create any relationship other than Veritone as an independent
contractor performing services covered by this Agreement and Licensee as the party contracting with Veritone for those
services. No party is a partner or a legal representative of the other for any purpose whatsoever, nor is any party
authorized to make any contract, agreement or warranty on behalf of any other party. Under no circumstance shall one
party’s employees be construed to be employees of the other party.

Publicity. Except as required or compelled by applicable law, the rules of any stock exchange, or a court order issued
by a court of competent jurisdiction, neither party will make any public statement regarding, or disclose, advertise or
publish the terms and conditions of this Agreement without the prior written consent of the other party; provided,
however, that Veritone may reference Licensee on Veritone’s website, other marketing materials, investor relations
materials, and as a customer in Veritone’s SEC filings.

Notices. All notices to either party shall be in writing and delivered by hand or by certified mail or overnight delivery
service to the address set forth by Licensee and/or Veritone in the License Agreement, or to such other address as
either party shall provide by notice to the other party. Alternatively, the parties may, at their election, utilize email as
the method of delivery of any such notice to be provided hereunder. Any such notices sent by email shall be delivered
to the email addresses set forth in the License Agreement, or such other email address as designed by a party during
the Term. Notices shall be deemed effective when delivered to the applicable address, unless any such notice is sent by

6

PS - Rev 20180907



email, in which event, notice shall be deemed effective upon confirmation of delivery by a “read receipt” or other such
notice generated by the applicable email system, but in any event, by reply of the recipient of such notice.

14.8. Electronic Communication. In connection with its use of the Platform and Services, Licensee consents to receiving
communications from Veritone electronically. Veritone will communicate with Licensee by e-mail or by posting notices
on the Platform or through any Services. Licensee agrees that all notices, disclosures and other communications that
Veritone provides to Licensee electronically satisfy any legal requirement that such communications be in writing.

14.9. Force Majeure. Except for the obligation to make payments of any Fees or any other amounts due hereunder, neither
party will be liable for any failure or delay in its performance under the Agreement due to any cause beyond such party’s
control including acts of war, terrorism, acts of God, embargo, riot, sabotage, labor shortage or dispute, governmental
act, or failure of the Internet, or any component comprising or operating the network infrastructure thereof (each, a
“Force Majeure Event”), provided that the delayed party: (i) gives the other party prompt notice of such cause, and (ii)
uses its reasonable commercial efforts to promptly correct such failure or delay in performance. If Veritone is unable
to provide Service(s) for a period of sixty (60) consecutive days as a result of a continuing Force Majeure Event, either
party may elect to terminate this Agreement.

14.10. Construction. This Agreement shall be fairly interpreted and construed in accordance with its terms and without strict
interpretation or construction in favor of or against either party. Each party has had the opportunity to consult with
counsel in the negotiation of this Agreement.

14.11. Counterparts. This Agreement may be executed in one or more counterparts (including fax or email) each of which shall
be deemed an original but all of which taken together shall be deemed one and the same instrument.

14.12. Headings. Unless otherwise expressly stated in this Agreement, the words “herein,” “hereof,” “hereto,” and
“hereunder” and other words of similar import refer to this Agreement as a whole and not to any particular section,
subsection, or other subdivision. The words “include” and “including” shall not be construed or interpreted as terms
of limitation. The words “day,” “month,” and “year” mean, respectively, calendar day, calendar month, and calendar
year. Section headings are for reference purposes only, and should not be used in the interpretation hereof.

14.13. Amendment. No addendum, waiver, consent, modification, amendment or change of the terms of this Agreement shall
bind either party unless in a writing that references this Agreement and is signed by duly authorized representatives of
Licensee and Veritone.

14.14. Attorney’s Fees. If any action arises under this Agreement, including, without limitation the interpretation or
enforcement of any term of this Agreement, the prevailing party in any such action shall be entitled to recover its
reasonable attorney’s fees and related costs.
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From: Noelle Smiley

Sent: Thursday, January 31, 2019 10:32 AM PST
To: Mark Anderson
Subject: Re: Veritone pilot agreement

Thank you. Let me run this agreement by a couple people before we move forward. Thanks.
Sent from my iPhone

On Jan 31, 2019, at 8:31 AM, Mark Anderson <manderson(@cityofirvine.org> wrote:

Commander,

Reference the demo for the facial recognition software; we would like to move forward with the T
& E trial period with the program. This is a free trial period for 90 days. Bill highlighted the details
below. Please let me know if you need more info. If we do move forward with the purchase, the
cost is $20K/year.

Thank you,

Mark

From: William Hillyard

Sent: Thursday, January 31, 2019 8:13 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: FW: Veritone pilot agreement

LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel’s signature. Here are some brief points regarding the agreements:

e |rvine PD can opt out of the data sharing portion of the software at any time. If we did
opt out but continued to use the software the suspect photos would only be compared
to our database of known offenders, and no other agencies would have access to our
database of booking photos and known offenders.

e The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

e The initial License Agreement states that we will have (5) user profiles. This is only for
the term of the Pilot Program. If we go forward with purchasing the software we will
have an unlimited number of user licenses.



Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their
servers and deleted. There are several portions throughout the agreements which
clearly spell out that the data provided by Irvine PD remains the property of Irvine PD
and should we terminated our contract with them they have no rights to retain or
continue to use any data we provided them.

The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

For the Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can
set up and automated upload of new booking photos so there is no additional workload
for our personnel.

| spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by
Veritone.

Please let me know if can provide any additional information.

Thank you,

Bill Hillyard

Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard @cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions
as well as the data sharing agreement. Let me know if you have any questions.

Thanks,

Tom

Tom Avery
Vice President Public Safety



Veritone Government
tavery@veritone.com
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From: Noelle Smiley

Sent: Monday, February 4, 2019 9:43 AM PST
To: Mark Anderson
Subject: RE: Veritone pilot agreement

So in looking at these documents the licensing agreement reads that it will cost “$15,000 per month.”
That doesn’t sound right to me based on the meeting we had with them.

From: Mark Anderson

Sent: Thursday, January 31, 2019 8:32 AM
To: Noelle Smiley <nsmiley@cityofirvine.org>
Subject: FW: Veritone pilot agreement

Commander,

Reference the demo for the facial recognition software; we would like to move forward with the T & E
trial period with the program. This is a free trial period for 90 days. Bill highlighted the details below.
Please let me know if you need more info. If we do move forward with the purchase, the cost is
S20K/year.

Thank you,

Mark

From: William Hillyard

Sent: Thursday, January 31, 2019 8:13 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: FW: Veritone pilot agreement

LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel’s signature. Here are some brief points regarding the agreements:

e Irvine PD can opt out of the data sharing portion of the software at any time. If we did opt
out but continued to use the software the suspect photos would only be compared to our
database of known offenders, and no other agencies would have access to our database of
booking photos and known offenders.

e The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

e The initial License Agreement states that we will have (5) user profiles. This is only for the
term of the Pilot Program. If we go forward with purchasing the software we will have an
unlimited number of user licenses.



Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their servers
and deleted. There are several portions throughout the agreements which clearly spell out
that the data provided by Irvine PD remains the property of Irvine PD and should we
terminated our contract with them they have no rights to retain or continue to use any data
we provided them.

The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

For the Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can set
up and automated upload of new booking photos so there is no additional workload for our
personnel.

| spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by
Veritone.

Please let me know if can provide any additional information.

Thank you,

Bill Hillyard

Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as
well as the data sharing agreement. Let me know if you have any questions.

Thanks,
Tom

Tom Avery
Vice President Public Safety
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From: Mark Anderson

Sent: Monday, February 4, 2019 1:34 PM PST
To: Noelle Smiley

Subject: RE: Veritone pilot agreement

It'll be 20K.

From: Noelle Smiley

Sent: Monday, February 4, 2019 9:44 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: RE: Veritone pilot agreement

So in looking at these documents the licensing agreement reads that it will cost “$15,000 per month.”
That doesn’t sound right to me based on the meeting we had with them.

From: Mark Anderson

Sent: Thursday, January 31, 2019 8:32 AM
To: Noelle Smiley <nsmiley@cityofirvine.org>
Subject: FW: Veritone pilot agreement

Commander,

Reference the demo for the facial recognition software; we would like to move forward with the T & E
trial period with the program. This is a free trial period for 90 days. Bill highlighted the details below.
Please let me know if you need more info. If we do move forward with the purchase, the cost is
S20K/year.

Thank you,

Mark

From: William Hillyard

Sent: Thursday, January 31, 2019 8:13 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: FW: Veritone pilot agreement

LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel’s signature. Here are some brief points regarding the agreements:

e Irvine PD can opt out of the data sharing portion of the software at any time. If we did opt
out but continued to use the software the suspect photos would only be compared to our
database of known offenders, and no other agencies would have access to our database of
booking photos and known offenders.



e The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

e The initial License Agreement states that we will have (5) user profiles. This is only for the
term of the Pilot Program. If we go forward with purchasing the software we will have an
unlimited number of user licenses.

e Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their servers
and deleted. There are several portions throughout the agreements which clearly spell out
that the data provided by Irvine PD remains the property of Irvine PD and should we
terminated our contract with them they have no rights to retain or continue to use any data
we provided them.

e The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

e Forthe Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can set
up and automated upload of new booking photos so there is no additional workload for our
personnel.

| spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by
Veritone.

Please let me know if can provide any additional information.
Thank you,

Bill Hillyard

Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as
well as the data sharing agreement. Let me know if you have any questions.



Thanks,
Tom

Tom Avery

Vice President Public Safety
Veritone Government
tavery@veritone.com

| Privacy ____[]




From: Mark Anderson

Sent: Monday, February 4, 2019 2:17 PM PST

To: William Hillyard

Subject: FW: Veritone pilot agreement

Attachments: image001.png, ATT00001.htm, Irvine PD Data Sharing Addendum (20190128).docx, ATT00002.htm,

Irvine Police Department License Agreement (IDentify) (20190128).docx, ATTO0003.htm,
Master License Terms and Conditions (PS Rev 20180907).pdf, ATTO0004.htm, image001.png, ATT00005.htm

Hi Sir. In the License Agreement attached it talked about 15,000 per month, but it’s waived? Just not
clear what that means. Can you take and look at it and explain or reach out to Veritone and ask for an
explanation. Thank you

From: William Hillyard

Sent: Thursday, January 31, 2019 8:13 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: FW: Veritone pilot agreement

LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel’s signature. Here are some brief points regarding the agreements:

Irvine PD can opt out of the data sharing portion of the software at any time. If we did opt
out but continued to use the software the suspect photos would only be compared to our
database of known offenders, and no other agencies would have access to our database of
booking photos and known offenders.

e The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

e The initial License Agreement states that we will have (5) user profiles. This is only for the
term of the Pilot Program. If we go forward with purchasing the software we will have an
unlimited number of user licenses.

e Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their servers
and deleted. There are several portions throughout the agreements which clearly spell out
that the data provided by Irvine PD remains the property of Irvine PD and should we
terminated our contract with them they have no rights to retain or continue to use any data
we provided them.

e The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

e For the Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can set



up and automated upload of new booking photos so there is no additional workload for our
personnel.

I spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by
Veritone.

Please let me know if can provide any additional information.
Thank you,

Bill Hillyard

Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard @cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as
well as the data sharing agreement. Let me know if you have any questions.

Thanks,
Tom

Tom Avery

Vice President Public Safety
Veritone Government
tavery@veritone.com
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Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the License Agreement dated February __, 2019 between Veritone and Licensee
(the “Agreement”). In the event of any conflict or inconsistency between the provisions contained in the Agreement
and the provisions contained in this Addendum with respect to the subject matter hereof, the provisions of this
Addendum shall govern and control. Capitalized terms used but not defined herein shall have the meanings ascribed
to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

LICENSE AGREEMENT

This License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”) by and between
Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite 100, Costa Mesa,
CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to license(s) to Veritone’s
aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Billing Contact Information
Agency Address: | 1 Civic Center Plaza, Irvine, CA 92606 Contact Name:
Contact Name: Detective William Hillyard Contact Phone:
Phone: 949-724-7000 Contact Email:
Email: whillyard@cityofirvine.org Email for Invoices:
LICENSE AND SERVICES DETAILS
Term: Trial Term: February 15, 2019 through May 14, 2019

Initial Term: May 15, 2019 through May 14, 2020

No. of Users: Five (5) Users License Fees: | $15,000.00 per month during Term, provided that
the License Fees will be waived during Trial Term.

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application. Cognitive processing will be via an automated process within the Platform. Licensee acknowledges that the
functionality of the IDentify Application is dependent upon the ability to incorporate data from Licensee’s booking/known
offender database(s). Licensee will be responsible for furnishing such data to Veritone in a format and via a transmission
method reasonably required by Veritone in order to integrate the data with the Platform. Licensee represents and warrants
that it has the right to furnish to Veritone and to use such data in connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Additional Services. Additional Services, such as on-site training, enhanced onboarding and/or support services, will be made
available to Licensee for additional fees, which will be quoted by Veritone upon request. In the event that Licensee desires to
use other applications available in the Platform as part of the Services in the future, such additional Services may be added to
this Agreement by a written amendment signed by both parties.

5. Payment Terms. Veritone will submit an invoice to Licensee on a monthly basis for the License Fees due for the following
month, and for any amounts incurred for additional Services performed during the previous month, and such invoices will be
due and payable net thirty (30) days following the invoice date. All amounts are payable in U.S. dollars.



6. Term and Termination. Licensee may elect to terminate this Agreement at the expiration of the Trial Term specified above by
providing thirty (30) days prior written notice to Veritone. Unless terminated at the expiration of the Trial Term or as otherwise
provided herein, this Agreement will automatically continue following the Trial Term for the Initial Term specified above, and
will automatically renew thereafter for successive one-year terms (each renewal term together with the Trial Term and Initial
Term, collectively the “Term”). Following the Trial Term, either party may terminate this Agreement at any time, for any
reason or no reason, by providing at least sixty (60) days prior written notice to the other party.

Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:




ATTACHMENT A

VERITONE, INC. MASTER LICENSE TERMS AND CONDITIONS
(PS-Rev 20180907)

(Attached)



VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indemnification.

11.1.

11.2.

Licensee Indemnification of Veritone. Licensee will defend, indemnify and hold harmless Veritone and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including, without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees, that Veritone may incur as a result of any claim, suit or proceeding brought
against Veritone by any third party arising or resulting from (a) Licensee’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) Licensee’s use of the Platform or Services (including uploading,
using, publishing, posting or otherwise sharing of Licensee’s Content or any other data or content derived from the
Platform or Services) in any manner that violates this Agreement or any laws, rules, regulations or third party terms and
conditions, or that misappropriates or infringes the rights (including Intellectual Property Rights) of any third party;
provided that Veritone gives Licensee prompt notice of any such claims, cooperates with Licensee in responding to such
claims, and permits Licensee to control the defense or settlement of such claims, subject to Veritone’s right to (i) conduct
the defense of such claims at Veritone’s expense, or participate in the defense of such claims with its own counsel at its
own expense, and (ii) approve any settlement that binds or purports to bind Veritone.

Veritone Indemnification of Licensee. Veritone will defend, indemnify and hold harmless Licensee and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees that Licensee may incur as a result of any claim, suit or proceeding brought
against Licensee by any third party arising or resulting from (a) Veritone’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) any allegation that the Platform or Services, or any part
thereof, misappropriates or infringes upon any third party’s Intellectual Property Rights, except to the extent such claims
arise from Licensee’s negligence, misconduct or violation of any terms of this Agreement; provided that Licensee gives
Veritone prompt notice of any such claims, cooperates with Veritone in responding to such claims, and permits Veritone
to control the defense or settlement of such claims, subject to Licensee’s right to (i) conduct the defense of such claims
at Licensee’s expense, or participate in the defense of such claims with its own counsel at its own expense, and (ii)
approve any settlement that binds or purports to bind Licensee. If the Platform, in whole in part, becomes or, in
Veritone’s opinion is likely to become, the subject of an infringement claim or action, Veritone may, at its option: (x)
procure, at no cost to Licensee, the right for Licensee to continue using the Platform; (y) replace or modify the Platform
to render the Platform non-infringing, provided there is no material loss of functionality; or (z) if, in Veritone’s reasonable
opinion, neither (x) nor (y) above is commercially feasible, terminate this Agreement and refund any prepaid amounts
for unused Services during the terminated portion of the Term. The foregoing states Veritone’s sole obligation and
Licensee's exclusive remedy in the event any such infringement claim or action is commenced or is likely to be
commenced.

12. Warranties and Disclaimers.

12.1.

12.2.

Mutual Warranties. Each party represents and warrants to the other that: (i) it is duly organized and validly existing
under the laws of the jurisdiction of its incorporation or formation, and has full power, rights and authority to enter
into this Agreement and carry out its obligations hereunder; (ii) the person executing this Agreement is authorized to
do so on its behalf; (iii) this Agreement is valid and legally binding upon it and (iv) the execution, delivery and
performance thereof by such party does not conflict with any other agreement, instrument or understanding to which
it is a party or by which it may be bound, nor would violate any applicable law or regulation.

Disclaimer. THE PLATFORM, SERVICES AND ANY OTHER VERITONE PRODUCTS AND SERVICES ARE PROVIDED ON AN
“AS IS” AND “AS AVAILABLE” BASIS. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, VERITONE MAKES NO
WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE PLATFORM AND SERVICES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY AS TO THE ACCURACY OF PROCESSING RESULTS, ANY WARRANTY OF MERCHANTABILITY,
QUALITY OR FITNESS FOR A PARTICULAR PURPOSE, WARRANTIES ARISING FROM COURSE OF DEALING OR USAGE OF
TRADE, AND WARRANTIES OF NON-INFRINGEMENT. VERITONE DOES NOT WARRANT THAT THE PLATFORM AND
SERVICES ARE ERROR-FREE, WILL RUN UNINTERRUPTED, OR THAT ALL ERRORS CAN OR WILL BE CORRECTED. NO ADVICE
OR INFORMATION, WHETHER ORAL OR WRITTEN, OBTAINED BY LICENSEE FROM VERITONE SHALL CREATE ANY SUCH
WARRANTY.
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12.3.

LICENSEE ACKNOWLEDGES AND AGREES THAT THE INTERNET IS A PUBLIC NETWORK OVER WHICH VERITONE EXERTS NO
CONTROL. VERITONE MAKES NO REPRESENTATIONS OR WARRANTIES WHATSOEVER, AND SHALL HAVE NO LIABILITY
WHATSOEVER, WITH RESPECT TO THE ACCURACY, DEPENDABILITY, PRIVACY, SECURITY, AUTHENTICITY OR
COMPLETENESS OF DATA TRANSMITTED OVER OR OBTAINED USING THE INTERNET OUTSIDE OF THOSE SYSTEMS AND
NETWORKS CONTROLLED BY VERITONE, OR ANY INTRUSION, VIRUS, DISRUPTION, LOSS OF COMMUNICATION, LOSS OR
CORRUPTION OF DATA, OR OTHER ERROR OR EVENT CAUSED OR PERMITTED BY OR INTRODUCED THROUGH LICENSEE’S
OWN USE OF THE INTERNET. LICENSEE IS SOLELY RESPONSIBLE FOR IMPLEMENTING ADEQUATE FIREWALL, PASSWORD
AND OTHER SECURITY MEASURES TO PROTECT ITS SYSTEMS, DATA AND APPLICATIONS FROM UNWANTED INTRUSION,
WHETHER OVER THE INTERNET OR BY OTHER MEANS.

13. Limitation of Liability.

13.1.

13.2.

EXCEPT FOR (A) BREACHES OF EACH PARTY’S OBLIGATIONS UNDER SECTION 10 (CONFIDENTIALITY), AND (B) AMOUNTS
FINALLY AWARDED OR SETTLED IN A THIRD PARTY CLAIM FOR WHICH A PARTY IS RESPONSIBLE UNDER SECTION 11
(INDEMNIFICATION), NEITHER PARTY, INCLUDING ITS OFFICERS, DIRECTORS, EMPLOYEES, REPRESENTATIVES AND
AFFILIATES, SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
INCLUDING WITHOUT LIMITATION, LOST DATA OR LOST PROFITS, OR COSTS OF PROCURING SUBSTITUTE GOODS OR
SERVICES, HOWEVER ARISING, EVEN IF IT HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

EXCEPT WITH RESPECT TO EACH PARTY’S CONFIDENTIALITY AND INDEMNIFICATION OBLIGATIONS HEREUNDER,
NEITHER PARTY’S LIABILITY FOR DAMAGES ARISING OUT OF, RELATING TO OR IN ANY WAY CONNECTED WITH THIS
AGREEMENT SHALL EXCEED THE TOTAL FEES PAID BY LICENSEE TO VERITONE UNDER THIS AGREEMENT.

14. MISCELLANEOUS

14.1.

14.2.

14.3.

14.4.

14.5.

14.6.

14.7.

No Assignment. Neither party may assign any of its rights or obligations under this Agreement without the prior written
consent of the other party, except that either party may assign its rights and obligations under this Agreement without
the consent of the other party to an affiliate directly or indirectly controlling, controlled by, or under direct or indirect
common control with such party or in connection with any merger (by operation of law or otherwise), consolidation,
reorganization, change in control or sale of all or substantially all of its assets related to this Agreement or similar
transaction. This Agreement inures to the benefit of and shall be binding on the parties’ permitted assignees,
transferees and successors.

Severability. If any provision of this Agreement is found by a court of competent jurisdiction to be invalid, the parties
nevertheless agree that the court should endeavor to give effect to the parties’ intentions as reflected in such provision,
and the other provisions of this Agreement remain in full force and effect.

No Waiver. The failure of either party to exercise or enforce any right or provision of this Agreement shall not constitute
a waiver of such right or provision.

Controlling Law. This Agreement shall be governed by and construed in accordance with the laws of the State of
California (other than the conflict of law rules) and subject to the sole jurisdiction of the courts sitting in Orange County,
California. Notwithstanding the foregoing, nothing in this Section 14.4 shall be deemed to limit the parties’ rights to
seek injunctive relief in any other court of law of competent jurisdiction.

Independent Contractors. This Agreement does not create any relationship other than Veritone as an independent
contractor performing services covered by this Agreement and Licensee as the party contracting with Veritone for those
services. No party is a partner or a legal representative of the other for any purpose whatsoever, nor is any party
authorized to make any contract, agreement or warranty on behalf of any other party. Under no circumstance shall one
party’s employees be construed to be employees of the other party.

Publicity. Except as required or compelled by applicable law, the rules of any stock exchange, or a court order issued
by a court of competent jurisdiction, neither party will make any public statement regarding, or disclose, advertise or
publish the terms and conditions of this Agreement without the prior written consent of the other party; provided,
however, that Veritone may reference Licensee on Veritone’s website, other marketing materials, investor relations
materials, and as a customer in Veritone’s SEC filings.

Notices. All notices to either party shall be in writing and delivered by hand or by certified mail or overnight delivery
service to the address set forth by Licensee and/or Veritone in the License Agreement, or to such other address as
either party shall provide by notice to the other party. Alternatively, the parties may, at their election, utilize email as
the method of delivery of any such notice to be provided hereunder. Any such notices sent by email shall be delivered
to the email addresses set forth in the License Agreement, or such other email address as designed by a party during
the Term. Notices shall be deemed effective when delivered to the applicable address, unless any such notice is sent by
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email, in which event, notice shall be deemed effective upon confirmation of delivery by a “read receipt” or other such
notice generated by the applicable email system, but in any event, by reply of the recipient of such notice.

14.8. Electronic Communication. In connection with its use of the Platform and Services, Licensee consents to receiving
communications from Veritone electronically. Veritone will communicate with Licensee by e-mail or by posting notices
on the Platform or through any Services. Licensee agrees that all notices, disclosures and other communications that
Veritone provides to Licensee electronically satisfy any legal requirement that such communications be in writing.

14.9. Force Majeure. Except for the obligation to make payments of any Fees or any other amounts due hereunder, neither
party will be liable for any failure or delay in its performance under the Agreement due to any cause beyond such party’s
control including acts of war, terrorism, acts of God, embargo, riot, sabotage, labor shortage or dispute, governmental
act, or failure of the Internet, or any component comprising or operating the network infrastructure thereof (each, a
“Force Majeure Event”), provided that the delayed party: (i) gives the other party prompt notice of such cause, and (ii)
uses its reasonable commercial efforts to promptly correct such failure or delay in performance. If Veritone is unable
to provide Service(s) for a period of sixty (60) consecutive days as a result of a continuing Force Majeure Event, either
party may elect to terminate this Agreement.

14.10. Construction. This Agreement shall be fairly interpreted and construed in accordance with its terms and without strict
interpretation or construction in favor of or against either party. Each party has had the opportunity to consult with
counsel in the negotiation of this Agreement.

14.11. Counterparts. This Agreement may be executed in one or more counterparts (including fax or email) each of which shall
be deemed an original but all of which taken together shall be deemed one and the same instrument.

14.12. Headings. Unless otherwise expressly stated in this Agreement, the words “herein,” “hereof,” “hereto,” and
“hereunder” and other words of similar import refer to this Agreement as a whole and not to any particular section,
subsection, or other subdivision. The words “include” and “including” shall not be construed or interpreted as terms
of limitation. The words “day,” “month,” and “year” mean, respectively, calendar day, calendar month, and calendar
year. Section headings are for reference purposes only, and should not be used in the interpretation hereof.

14.13. Amendment. No addendum, waiver, consent, modification, amendment or change of the terms of this Agreement shall
bind either party unless in a writing that references this Agreement and is signed by duly authorized representatives of
Licensee and Veritone.

14.14. Attorney’s Fees. If any action arises under this Agreement, including, without limitation the interpretation or
enforcement of any term of this Agreement, the prevailing party in any such action shall be entitled to recover its
reasonable attorney’s fees and related costs.
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From: William Hillyard

Sent: Tuesday, February 5, 2019 12:52 PM PST

To: Tom Avery

Subject: FW: Veritone pilot agreement

Attachments: image001.png, ATT00001.htm, Irvine PD Data Sharing Addendum (20190128).docx, ATT00002.htm,

Irvine Police Department License Agreement (IDentify) (20190128).docx, ATTO0003.htm,
Master License Terms and Conditions (PS Rev 20180907).pdf, ATT00004.htm, image001.png, ATT00005.htm,
image001.png

Tom,

Can you please see the question below from Lt. Anderson. In the agreement it states the waived fee is
$15,000 per month, is that meant to be per year for the license fee we discussed in the meeting?

Thank you,

\..j William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org

From: Mark Anderson <manderson@cityofirvine.org>
Sent: Monday, February 04, 2019 2:18 PM

To: William Hillyard <whillyard @cityofirvine.org>
Subject: FW: Veritone pilot agreement

Hi Sir. In the License Agreement attached it talked about 15,000 per month, but it’s waived? Just not
clear what that means. Can you take and look at it and explain or reach out to Veritone and ask for an
explanation. Thank you

From: William Hillyard

Sent: Thursday, January 31, 2019 8:13 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: FW: Veritone pilot agreement

LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel’s signature. Here are some brief points regarding the agreements:

e Irvine PD can opt out of the data sharing portion of the software at any time. If we did opt
out but continued to use the software the suspect photos would only be compared to our
database of known offenders, and no other agencies would have access to our database of
booking photos and known offenders.



e The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

e The initial License Agreement states that we will have (5) user profiles. This is only for the
term of the Pilot Program. If we go forward with purchasing the software we will have an
unlimited number of user licenses.

e Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their servers
and deleted. There are several portions throughout the agreements which clearly spell out
that the data provided by Irvine PD remains the property of Irvine PD and should we
terminated our contract with them they have no rights to retain or continue to use any data
we provided them.

e The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

e Forthe Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can set
up and automated upload of new booking photos so there is no additional workload for our
personnel.

| spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by
Veritone.

Please let me know if can provide any additional information.
Thank you,

Bill Hillyard

Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and conditions as
well as the data sharing agreement. Let me know if you have any questions.



Thanks,
Tom

Tom Avery

Vice President Public Safety
Veritone Government
tavery@veritone.com

| Privacy [l




Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the License Agreement dated February __, 2019 between Veritone and Licensee
(the “Agreement”). In the event of any conflict or inconsistency between the provisions contained in the Agreement
and the provisions contained in this Addendum with respect to the subject matter hereof, the provisions of this
Addendum shall govern and control. Capitalized terms used but not defined herein shall have the meanings ascribed
to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

LICENSE AGREEMENT

This License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”) by and between
Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite 100, Costa Mesa,
CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to license(s) to Veritone’s
aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Billing Contact Information
Agency Address: | 1 Civic Center Plaza, Irvine, CA 92606 Contact Name:
Contact Name: Detective William Hillyard Contact Phone:
Phone: 949-724-7000 Contact Email:
Email: whillyard@cityofirvine.org Email for Invoices:
LICENSE AND SERVICES DETAILS
Term: Trial Term: February 15, 2019 through May 14, 2019

Initial Term: May 15, 2019 through May 14, 2020

No. of Users: Five (5) Users License Fees: | $15,000.00 per month during Term, provided that
the License Fees will be waived during Trial Term.

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application. Cognitive processing will be via an automated process within the Platform. Licensee acknowledges that the
functionality of the IDentify Application is dependent upon the ability to incorporate data from Licensee’s booking/known
offender database(s). Licensee will be responsible for furnishing such data to Veritone in a format and via a transmission
method reasonably required by Veritone in order to integrate the data with the Platform. Licensee represents and warrants
that it has the right to furnish to Veritone and to use such data in connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Additional Services. Additional Services, such as on-site training, enhanced onboarding and/or support services, will be made
available to Licensee for additional fees, which will be quoted by Veritone upon request. In the event that Licensee desires to
use other applications available in the Platform as part of the Services in the future, such additional Services may be added to
this Agreement by a written amendment signed by both parties.

5. Payment Terms. Veritone will submit an invoice to Licensee on a monthly basis for the License Fees due for the following
month, and for any amounts incurred for additional Services performed during the previous month, and such invoices will be
due and payable net thirty (30) days following the invoice date. All amounts are payable in U.S. dollars.



6. Term and Termination. Licensee may elect to terminate this Agreement at the expiration of the Trial Term specified above by
providing thirty (30) days prior written notice to Veritone. Unless terminated at the expiration of the Trial Term or as otherwise
provided herein, this Agreement will automatically continue following the Trial Term for the Initial Term specified above, and
will automatically renew thereafter for successive one-year terms (each renewal term together with the Trial Term and Initial
Term, collectively the “Term”). Following the Trial Term, either party may terminate this Agreement at any time, for any
reason or no reason, by providing at least sixty (60) days prior written notice to the other party.

Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:




ATTACHMENT A

VERITONE, INC. MASTER LICENSE TERMS AND CONDITIONS
(PS-Rev 20180907)

(Attached)



VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indemnification.

11.1.

11.2.

Licensee Indemnification of Veritone. Licensee will defend, indemnify and hold harmless Veritone and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including, without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees, that Veritone may incur as a result of any claim, suit or proceeding brought
against Veritone by any third party arising or resulting from (a) Licensee’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) Licensee’s use of the Platform or Services (including uploading,
using, publishing, posting or otherwise sharing of Licensee’s Content or any other data or content derived from the
Platform or Services) in any manner that violates this Agreement or any laws, rules, regulations or third party terms and
conditions, or that misappropriates or infringes the rights (including Intellectual Property Rights) of any third party;
provided that Veritone gives Licensee prompt notice of any such claims, cooperates with Licensee in responding to such
claims, and permits Licensee to control the defense or settlement of such claims, subject to Veritone’s right to (i) conduct
the defense of such claims at Veritone’s expense, or participate in the defense of such claims with its own counsel at its
own expense, and (ii) approve any settlement that binds or purports to bind Veritone.

Veritone Indemnification of Licensee. Veritone will defend, indemnify and hold harmless Licensee and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees that Licensee may incur as a result of any claim, suit or proceeding brought
against Licensee by any third party arising or resulting from (a) Veritone’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) any allegation that the Platform or Services, or any part
thereof, misappropriates or infringes upon any third party’s Intellectual Property Rights, except to the extent such claims
arise from Licensee’s negligence, misconduct or violation of any terms of this Agreement; provided that Licensee gives
Veritone prompt notice of any such claims, cooperates with Veritone in responding to such claims, and permits Veritone
to control the defense or settlement of such claims, subject to Licensee’s right to (i) conduct the defense of such claims
at Licensee’s expense, or participate in the defense of such claims with its own counsel at its own expense, and (ii)
approve any settlement that binds or purports to bind Licensee. If the Platform, in whole in part, becomes or, in
Veritone’s opinion is likely to become, the subject of an infringement claim or action, Veritone may, at its option: (x)
procure, at no cost to Licensee, the right for Licensee to continue using the Platform; (y) replace or modify the Platform
to render the Platform non-infringing, provided there is no material loss of functionality; or (z) if, in Veritone’s reasonable
opinion, neither (x) nor (y) above is commercially feasible, terminate this Agreement and refund any prepaid amounts
for unused Services during the terminated portion of the Term. The foregoing states Veritone’s sole obligation and
Licensee's exclusive remedy in the event any such infringement claim or action is commenced or is likely to be
commenced.

12. Warranties and Disclaimers.

12.1.

12.2.

Mutual Warranties. Each party represents and warrants to the other that: (i) it is duly organized and validly existing
under the laws of the jurisdiction of its incorporation or formation, and has full power, rights and authority to enter
into this Agreement and carry out its obligations hereunder; (ii) the person executing this Agreement is authorized to
do so on its behalf; (iii) this Agreement is valid and legally binding upon it and (iv) the execution, delivery and
performance thereof by such party does not conflict with any other agreement, instrument or understanding to which
it is a party or by which it may be bound, nor would violate any applicable law or regulation.

Disclaimer. THE PLATFORM, SERVICES AND ANY OTHER VERITONE PRODUCTS AND SERVICES ARE PROVIDED ON AN
“AS IS” AND “AS AVAILABLE” BASIS. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, VERITONE MAKES NO
WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE PLATFORM AND SERVICES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY AS TO THE ACCURACY OF PROCESSING RESULTS, ANY WARRANTY OF MERCHANTABILITY,
QUALITY OR FITNESS FOR A PARTICULAR PURPOSE, WARRANTIES ARISING FROM COURSE OF DEALING OR USAGE OF
TRADE, AND WARRANTIES OF NON-INFRINGEMENT. VERITONE DOES NOT WARRANT THAT THE PLATFORM AND
SERVICES ARE ERROR-FREE, WILL RUN UNINTERRUPTED, OR THAT ALL ERRORS CAN OR WILL BE CORRECTED. NO ADVICE
OR INFORMATION, WHETHER ORAL OR WRITTEN, OBTAINED BY LICENSEE FROM VERITONE SHALL CREATE ANY SUCH
WARRANTY.
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12.3.

LICENSEE ACKNOWLEDGES AND AGREES THAT THE INTERNET IS A PUBLIC NETWORK OVER WHICH VERITONE EXERTS NO
CONTROL. VERITONE MAKES NO REPRESENTATIONS OR WARRANTIES WHATSOEVER, AND SHALL HAVE NO LIABILITY
WHATSOEVER, WITH RESPECT TO THE ACCURACY, DEPENDABILITY, PRIVACY, SECURITY, AUTHENTICITY OR
COMPLETENESS OF DATA TRANSMITTED OVER OR OBTAINED USING THE INTERNET OUTSIDE OF THOSE SYSTEMS AND
NETWORKS CONTROLLED BY VERITONE, OR ANY INTRUSION, VIRUS, DISRUPTION, LOSS OF COMMUNICATION, LOSS OR
CORRUPTION OF DATA, OR OTHER ERROR OR EVENT CAUSED OR PERMITTED BY OR INTRODUCED THROUGH LICENSEE’S
OWN USE OF THE INTERNET. LICENSEE IS SOLELY RESPONSIBLE FOR IMPLEMENTING ADEQUATE FIREWALL, PASSWORD
AND OTHER SECURITY MEASURES TO PROTECT ITS SYSTEMS, DATA AND APPLICATIONS FROM UNWANTED INTRUSION,
WHETHER OVER THE INTERNET OR BY OTHER MEANS.

13. Limitation of Liability.

13.1.

13.2.

EXCEPT FOR (A) BREACHES OF EACH PARTY’S OBLIGATIONS UNDER SECTION 10 (CONFIDENTIALITY), AND (B) AMOUNTS
FINALLY AWARDED OR SETTLED IN A THIRD PARTY CLAIM FOR WHICH A PARTY IS RESPONSIBLE UNDER SECTION 11
(INDEMNIFICATION), NEITHER PARTY, INCLUDING ITS OFFICERS, DIRECTORS, EMPLOYEES, REPRESENTATIVES AND
AFFILIATES, SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
INCLUDING WITHOUT LIMITATION, LOST DATA OR LOST PROFITS, OR COSTS OF PROCURING SUBSTITUTE GOODS OR
SERVICES, HOWEVER ARISING, EVEN IF IT HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

EXCEPT WITH RESPECT TO EACH PARTY’S CONFIDENTIALITY AND INDEMNIFICATION OBLIGATIONS HEREUNDER,
NEITHER PARTY’S LIABILITY FOR DAMAGES ARISING OUT OF, RELATING TO OR IN ANY WAY CONNECTED WITH THIS
AGREEMENT SHALL EXCEED THE TOTAL FEES PAID BY LICENSEE TO VERITONE UNDER THIS AGREEMENT.

14. MISCELLANEOUS

14.1.

14.2.

14.3.

14.4.

14.5.

14.6.

14.7.

No Assignment. Neither party may assign any of its rights or obligations under this Agreement without the prior written
consent of the other party, except that either party may assign its rights and obligations under this Agreement without
the consent of the other party to an affiliate directly or indirectly controlling, controlled by, or under direct or indirect
common control with such party or in connection with any merger (by operation of law or otherwise), consolidation,
reorganization, change in control or sale of all or substantially all of its assets related to this Agreement or similar
transaction. This Agreement inures to the benefit of and shall be binding on the parties’ permitted assignees,
transferees and successors.

Severability. If any provision of this Agreement is found by a court of competent jurisdiction to be invalid, the parties
nevertheless agree that the court should endeavor to give effect to the parties’ intentions as reflected in such provision,
and the other provisions of this Agreement remain in full force and effect.

No Waiver. The failure of either party to exercise or enforce any right or provision of this Agreement shall not constitute
a waiver of such right or provision.

Controlling Law. This Agreement shall be governed by and construed in accordance with the laws of the State of
California (other than the conflict of law rules) and subject to the sole jurisdiction of the courts sitting in Orange County,
California. Notwithstanding the foregoing, nothing in this Section 14.4 shall be deemed to limit the parties’ rights to
seek injunctive relief in any other court of law of competent jurisdiction.

Independent Contractors. This Agreement does not create any relationship other than Veritone as an independent
contractor performing services covered by this Agreement and Licensee as the party contracting with Veritone for those
services. No party is a partner or a legal representative of the other for any purpose whatsoever, nor is any party
authorized to make any contract, agreement or warranty on behalf of any other party. Under no circumstance shall one
party’s employees be construed to be employees of the other party.

Publicity. Except as required or compelled by applicable law, the rules of any stock exchange, or a court order issued
by a court of competent jurisdiction, neither party will make any public statement regarding, or disclose, advertise or
publish the terms and conditions of this Agreement without the prior written consent of the other party; provided,
however, that Veritone may reference Licensee on Veritone’s website, other marketing materials, investor relations
materials, and as a customer in Veritone’s SEC filings.

Notices. All notices to either party shall be in writing and delivered by hand or by certified mail or overnight delivery
service to the address set forth by Licensee and/or Veritone in the License Agreement, or to such other address as
either party shall provide by notice to the other party. Alternatively, the parties may, at their election, utilize email as
the method of delivery of any such notice to be provided hereunder. Any such notices sent by email shall be delivered
to the email addresses set forth in the License Agreement, or such other email address as designed by a party during
the Term. Notices shall be deemed effective when delivered to the applicable address, unless any such notice is sent by

6
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email, in which event, notice shall be deemed effective upon confirmation of delivery by a “read receipt” or other such
notice generated by the applicable email system, but in any event, by reply of the recipient of such notice.

14.8. Electronic Communication. In connection with its use of the Platform and Services, Licensee consents to receiving
communications from Veritone electronically. Veritone will communicate with Licensee by e-mail or by posting notices
on the Platform or through any Services. Licensee agrees that all notices, disclosures and other communications that
Veritone provides to Licensee electronically satisfy any legal requirement that such communications be in writing.

14.9. Force Majeure. Except for the obligation to make payments of any Fees or any other amounts due hereunder, neither
party will be liable for any failure or delay in its performance under the Agreement due to any cause beyond such party’s
control including acts of war, terrorism, acts of God, embargo, riot, sabotage, labor shortage or dispute, governmental
act, or failure of the Internet, or any component comprising or operating the network infrastructure thereof (each, a
“Force Majeure Event”), provided that the delayed party: (i) gives the other party prompt notice of such cause, and (ii)
uses its reasonable commercial efforts to promptly correct such failure or delay in performance. If Veritone is unable
to provide Service(s) for a period of sixty (60) consecutive days as a result of a continuing Force Majeure Event, either
party may elect to terminate this Agreement.

14.10. Construction. This Agreement shall be fairly interpreted and construed in accordance with its terms and without strict
interpretation or construction in favor of or against either party. Each party has had the opportunity to consult with
counsel in the negotiation of this Agreement.

14.11. Counterparts. This Agreement may be executed in one or more counterparts (including fax or email) each of which shall
be deemed an original but all of which taken together shall be deemed one and the same instrument.

14.12. Headings. Unless otherwise expressly stated in this Agreement, the words “herein,” “hereof,” “hereto,” and
“hereunder” and other words of similar import refer to this Agreement as a whole and not to any particular section,
subsection, or other subdivision. The words “include” and “including” shall not be construed or interpreted as terms
of limitation. The words “day,” “month,” and “year” mean, respectively, calendar day, calendar month, and calendar
year. Section headings are for reference purposes only, and should not be used in the interpretation hereof.

14.13. Amendment. No addendum, waiver, consent, modification, amendment or change of the terms of this Agreement shall
bind either party unless in a writing that references this Agreement and is signed by duly authorized representatives of
Licensee and Veritone.

14.14. Attorney’s Fees. If any action arises under this Agreement, including, without limitation the interpretation or
enforcement of any term of this Agreement, the prevailing party in any such action shall be entitled to recover its
reasonable attorney’s fees and related costs.
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From: Tom Avery

Sent: Friday, February 15, 2019 6:17 AM PST

To: William Hillyard

Subject: Re: Veritone pilot agreement

Attachments: Irvine PD Data Sharing Addendum (20190214).docx,

Irvine Police Department Trial License Agreement (IDentify) (20190214).docx,
Master License Terms and Conditions (PS Rev 20180907).pdf, image001.png

Bill,

The updated pilot agreement is attached for your departments review. Let me know if you have any
guestions and have a good weekend.

Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Thursday, February 14, 2019 at 12:27 PM

To: Tom Avery <tavery@veritone.com>

Subject: Re: Veritone pilot agreement

Hi Tom. Just checking in on the status of the revised quote?
Hope you’re having a good/dry day.
Sent from my iPhone

On Feb 5, 2019, at 2:37 PM, Tom Avery <tavery@veritone.com> wrote:

Copy.

On Tue, Feb 5, 2019, 14:36 William Hillyard <whillyard @cityofirvine.org wrote:

|just tried to call your cell. I

I’ll probably be there for at least an hour.

Sent from my iPhone

On Feb 5, 2019, at 2:19 PM, Tom Avery <tavery@veritone.com> wrote:

I'll be in route to the Starbucks in about 10. Driving time from Irvine.

On Tue, Feb 5, 2019, 14:15 William Hillyard <whillyard@cityofirvine.org wrote:

m around today. [ R
I '

that doesn’t work I’ll be in tomorrow at 10am. Feel free to call me at anytime.
I’d like to try and get an answer to the LT by late today or tomorrow AM because they have the




command staff meeting tomorrow where they probably want to present the agreement to the
Chief.

Thanks,

*ﬁ‘

Sy

@

William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard @cityofirvine.org | cityofirvine.org

From: Tom Avery <tavery@veritone.com>
Sent: Tuesday, February 05, 2019 1:46 PM
To: William Hillyard <whillyard@cityofirvine.org>
Subject: Re: FW: Veritone pilot agreement

This was news to me as well. | stopped by HQ but you must be out on assignment. Let me
know when you have some time to talk and I'll drop by.

Tom

On Tue, Feb 5, 2019, 12:52 William Hillyard <whillyard @cityofirvine.org wrote:

Tom,

Can you please see the question below from Lt. Anderson. In the agreement it states the
waived fee is $15,000 per month, is that meant to be per year for the license fee we
discussed in the meeting?

Thank you,

=]

William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org

From: Mark Anderson <manderson@cityofirvine.org>
Sent: Monday, February 04, 2019 2:18 PM

To: William Hillyard <whillyard@cityofirvine.org>
Subject: FW: Veritone pilot agreement

Hi Sir. In the License Agreement attached it talked about 15,000 per month, but it’s waived?
Just not clear what that means. Can you take and look at it and explain or reach out to
Veritone and ask for an explanation. Thank you



From: William Hillyard

Sent: Thursday, January 31, 2019 8:13 AM

To: Mark Anderson <manderson@cityofirvine.org>
Subject: FW: Veritone pilot agreement

LT,

Attached are the documents for the Pilot Program agreement with Veritone that need Chief
Hamel's signature. Here are some brief points regarding the agreements:

e Irvine PD can opt out of the data sharing portion of the software at any time. If we did
opt out but continued to use the software the suspect photos would only be compared to our
database of known offenders, and no other agencies would have access to our database of
booking photos and known offenders.

e The free trial period for the Pilot Program is 90 days, not 60 as was discussed during our
meeting with Veritone.

e The initial License Agreement states that we will have (5) user profiles. This is only for
the term of the Pilot Program. If we go forward with purchasing the software we will have an
unlimited number of user licenses.

e Section 5.3 of the Master License Terms and Conditions states that if we cancel our
relationship with Veritone any data we have provided them is removed from their servers
and deleted. There are several portions throughout the agreements which clearly spell out
that the data provided by Irvine PD remains the property of Irvine PD and should we
terminated our contract with them they have no rights to retain or continue to use any data
we provided them.

e The data we are providing other agencies access to through Veritone is no different than
the data we upload to Coplink on a daily basis.

e For the Pilot Program we will provide Veritone with an initial data dump of our current
database of booking photos, if we go forward with purchasing the software Veritone can set
up and automated upload of new booking photos so there is no additional workload for our
personnel.

| spoke with Nick Rycroft Monday reference the IT portion of it and he stated when the
agreement is signed by the Chief he would begin working on the data export as requested by
Veritone.

Please let me know if can provide any additional information.
Thank you,

Bill Hillyard



Begin forwarded message:

From: Tom Avery <tavery@veritone.com>

Date: January 30, 2019 at 7:15:09 AM PST

To: William Hillyard <whillyard@cityofirvine.org>
Subject: Veritone pilot agreement

Bill,

Attached is the Veritone pilot agreement documents which also include the terms and
conditions as well as the data sharing agreement. Let me know if you have any questions.

Thanks,
Tom

Tom Avery

Vice President Public Safety
Veritone Government
tavery@veritone.com




Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the Pilot Evaluation License Agreement dated February _, 2019 between
Veritone and Licensee (the “Agreement”). In the event of any conflict or inconsistency between the provisions
contained in the Agreement and the provisions contained in this Addendum with respect to the subject matter
hereof, the provisions of this Addendum shall govern and control. Capitalized terms used but not defined herein
shall have the meanings ascribed to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

PILOT EVALUATION LICENSE AGREEMENT

This Pilot Evaluation License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”)
by and between Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite
100, Costa Mesa, CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to
license(s) to Veritone’s aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Contact Name: Detective William Hillyard
Agency Address: | 1 Civic Center Plaza Contact Phone: 949-724-7000
Irvine, CA 92606 Contact Email: whillyard@cityofirvine.org
LICENSE AND SERVICES DETAILS
Term: Start Date: March 1, 2019 End Date: May 30, 2019
No. of Users: Five (5) Users License Fees: | Waived for pilot evaluation

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application, for purposes of evaluation of the Platform and Services by Licensee. Cognitive processing will be via an automated
process within the Platform. Licensee acknowledges that the functionality of the IDentify Application is dependent upon the
ability to incorporate data from Licensee’s booking/known offender database(s). Licensee will be responsible for furnishing
such data to Veritone in a format and via a transmission method reasonably required by Veritone in order to integrate the
data with the Platform. Licensee represents and warrants that it has the right to furnish to Veritone and to use such data in
connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:




ATTACHMENT A

VERITONE, INC. MASTER LICENSE TERMS AND CONDITIONS
(PS-Rev 20180907)

(Attached)



VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indemnification.

11.1.

11.2.

Licensee Indemnification of Veritone. Licensee will defend, indemnify and hold harmless Veritone and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including, without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees, that Veritone may incur as a result of any claim, suit or proceeding brought
against Veritone by any third party arising or resulting from (a) Licensee’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) Licensee’s use of the Platform or Services (including uploading,
using, publishing, posting or otherwise sharing of Licensee’s Content or any other data or content derived from the
Platform or Services) in any manner that violates this Agreement or any laws, rules, regulations or third party terms and
conditions, or that misappropriates or infringes the rights (including Intellectual Property Rights) of any third party;
provided that Veritone gives Licensee prompt notice of any such claims, cooperates with Licensee in responding to such
claims, and permits Licensee to control the defense or settlement of such claims, subject to Veritone’s right to (i) conduct
the defense of such claims at Veritone’s expense, or participate in the defense of such claims with its own counsel at its
own expense, and (ii) approve any settlement that binds or purports to bind Veritone.

Veritone Indemnification of Licensee. Veritone will defend, indemnify and hold harmless Licensee and its subsidiaries,
affiliates, successors, assigns, licensors, and their respective members, officers, directors, employees, licensors, agents,
from and against any liability or expense, including without limitation, any expenses, losses, damages, judgments,
litigation costs and reasonable attorneys’ fees that Licensee may incur as a result of any claim, suit or proceeding brought
against Licensee by any third party arising or resulting from (a) Veritone’s breach of any representation, warranty,
covenant or obligation contained in this Agreement; or (b) any allegation that the Platform or Services, or any part
thereof, misappropriates or infringes upon any third party’s Intellectual Property Rights, except to the extent such claims
arise from Licensee’s negligence, misconduct or violation of any terms of this Agreement; provided that Licensee gives
Veritone prompt notice of any such claims, cooperates with Veritone in responding to such claims, and permits Veritone
to control the defense or settlement of such claims, subject to Licensee’s right to (i) conduct the defense of such claims
at Licensee’s expense, or participate in the defense of such claims with its own counsel at its own expense, and (ii)
approve any settlement that binds or purports to bind Licensee. If the Platform, in whole in part, becomes or, in
Veritone’s opinion is likely to become, the subject of an infringement claim or action, Veritone may, at its option: (x)
procure, at no cost to Licensee, the right for Licensee to continue using the Platform; (y) replace or modify the Platform
to render the Platform non-infringing, provided there is no material loss of functionality; or (z) if, in Veritone’s reasonable
opinion, neither (x) nor (y) above is commercially feasible, terminate this Agreement and refund any prepaid amounts
for unused Services during the terminated portion of the Term. The foregoing states Veritone’s sole obligation and
Licensee's exclusive remedy in the event any such infringement claim or action is commenced or is likely to be
commenced.

12. Warranties and Disclaimers.

12.1.

12.2.

Mutual Warranties. Each party represents and warrants to the other that: (i) it is duly organized and validly existing
under the laws of the jurisdiction of its incorporation or formation, and has full power, rights and authority to enter
into this Agreement and carry out its obligations hereunder; (ii) the person executing this Agreement is authorized to
do so on its behalf; (iii) this Agreement is valid and legally binding upon it and (iv) the execution, delivery and
performance thereof by such party does not conflict with any other agreement, instrument or understanding to which
it is a party or by which it may be bound, nor would violate any applicable law or regulation.

Disclaimer. THE PLATFORM, SERVICES AND ANY OTHER VERITONE PRODUCTS AND SERVICES ARE PROVIDED ON AN
“AS IS” AND “AS AVAILABLE” BASIS. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, VERITONE MAKES NO
WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE PLATFORM AND SERVICES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY AS TO THE ACCURACY OF PROCESSING RESULTS, ANY WARRANTY OF MERCHANTABILITY,
QUALITY OR FITNESS FOR A PARTICULAR PURPOSE, WARRANTIES ARISING FROM COURSE OF DEALING OR USAGE OF
TRADE, AND WARRANTIES OF NON-INFRINGEMENT. VERITONE DOES NOT WARRANT THAT THE PLATFORM AND
SERVICES ARE ERROR-FREE, WILL RUN UNINTERRUPTED, OR THAT ALL ERRORS CAN OR WILL BE CORRECTED. NO ADVICE
OR INFORMATION, WHETHER ORAL OR WRITTEN, OBTAINED BY LICENSEE FROM VERITONE SHALL CREATE ANY SUCH
WARRANTY.
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12.3.

LICENSEE ACKNOWLEDGES AND AGREES THAT THE INTERNET IS A PUBLIC NETWORK OVER WHICH VERITONE EXERTS NO
CONTROL. VERITONE MAKES NO REPRESENTATIONS OR WARRANTIES WHATSOEVER, AND SHALL HAVE NO LIABILITY
WHATSOEVER, WITH RESPECT TO THE ACCURACY, DEPENDABILITY, PRIVACY, SECURITY, AUTHENTICITY OR
COMPLETENESS OF DATA TRANSMITTED OVER OR OBTAINED USING THE INTERNET OUTSIDE OF THOSE SYSTEMS AND
NETWORKS CONTROLLED BY VERITONE, OR ANY INTRUSION, VIRUS, DISRUPTION, LOSS OF COMMUNICATION, LOSS OR
CORRUPTION OF DATA, OR OTHER ERROR OR EVENT CAUSED OR PERMITTED BY OR INTRODUCED THROUGH LICENSEE’S
OWN USE OF THE INTERNET. LICENSEE IS SOLELY RESPONSIBLE FOR IMPLEMENTING ADEQUATE FIREWALL, PASSWORD
AND OTHER SECURITY MEASURES TO PROTECT ITS SYSTEMS, DATA AND APPLICATIONS FROM UNWANTED INTRUSION,
WHETHER OVER THE INTERNET OR BY OTHER MEANS.

13. Limitation of Liability.

13.1.

13.2.

EXCEPT FOR (A) BREACHES OF EACH PARTY’S OBLIGATIONS UNDER SECTION 10 (CONFIDENTIALITY), AND (B) AMOUNTS
FINALLY AWARDED OR SETTLED IN A THIRD PARTY CLAIM FOR WHICH A PARTY IS RESPONSIBLE UNDER SECTION 11
(INDEMNIFICATION), NEITHER PARTY, INCLUDING ITS OFFICERS, DIRECTORS, EMPLOYEES, REPRESENTATIVES AND
AFFILIATES, SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
INCLUDING WITHOUT LIMITATION, LOST DATA OR LOST PROFITS, OR COSTS OF PROCURING SUBSTITUTE GOODS OR
SERVICES, HOWEVER ARISING, EVEN IF IT HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

EXCEPT WITH RESPECT TO EACH PARTY’S CONFIDENTIALITY AND INDEMNIFICATION OBLIGATIONS HEREUNDER,
NEITHER PARTY’S LIABILITY FOR DAMAGES ARISING OUT OF, RELATING TO OR IN ANY WAY CONNECTED WITH THIS
AGREEMENT SHALL EXCEED THE TOTAL FEES PAID BY LICENSEE TO VERITONE UNDER THIS AGREEMENT.

14. MISCELLANEOUS

14.1.

14.2.

14.3.

14.4.

14.5.

14.6.

14.7.

No Assignment. Neither party may assign any of its rights or obligations under this Agreement without the prior written
consent of the other party, except that either party may assign its rights and obligations under this Agreement without
the consent of the other party to an affiliate directly or indirectly controlling, controlled by, or under direct or indirect
common control with such party or in connection with any merger (by operation of law or otherwise), consolidation,
reorganization, change in control or sale of all or substantially all of its assets related to this Agreement or similar
transaction. This Agreement inures to the benefit of and shall be binding on the parties’ permitted assignees,
transferees and successors.

Severability. If any provision of this Agreement is found by a court of competent jurisdiction to be invalid, the parties
nevertheless agree that the court should endeavor to give effect to the parties’ intentions as reflected in such provision,
and the other provisions of this Agreement remain in full force and effect.

No Waiver. The failure of either party to exercise or enforce any right or provision of this Agreement shall not constitute
a waiver of such right or provision.

Controlling Law. This Agreement shall be governed by and construed in accordance with the laws of the State of
California (other than the conflict of law rules) and subject to the sole jurisdiction of the courts sitting in Orange County,
California. Notwithstanding the foregoing, nothing in this Section 14.4 shall be deemed to limit the parties’ rights to
seek injunctive relief in any other court of law of competent jurisdiction.

Independent Contractors. This Agreement does not create any relationship other than Veritone as an independent
contractor performing services covered by this Agreement and Licensee as the party contracting with Veritone for those
services. No party is a partner or a legal representative of the other for any purpose whatsoever, nor is any party
authorized to make any contract, agreement or warranty on behalf of any other party. Under no circumstance shall one
party’s employees be construed to be employees of the other party.

Publicity. Except as required or compelled by applicable law, the rules of any stock exchange, or a court order issued
by a court of competent jurisdiction, neither party will make any public statement regarding, or disclose, advertise or
publish the terms and conditions of this Agreement without the prior written consent of the other party; provided,
however, that Veritone may reference Licensee on Veritone’s website, other marketing materials, investor relations
materials, and as a customer in Veritone’s SEC filings.

Notices. All notices to either party shall be in writing and delivered by hand or by certified mail or overnight delivery
service to the address set forth by Licensee and/or Veritone in the License Agreement, or to such other address as
either party shall provide by notice to the other party. Alternatively, the parties may, at their election, utilize email as
the method of delivery of any such notice to be provided hereunder. Any such notices sent by email shall be delivered
to the email addresses set forth in the License Agreement, or such other email address as designed by a party during
the Term. Notices shall be deemed effective when delivered to the applicable address, unless any such notice is sent by
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email, in which event, notice shall be deemed effective upon confirmation of delivery by a “read receipt” or other such
notice generated by the applicable email system, but in any event, by reply of the recipient of such notice.

14.8. Electronic Communication. In connection with its use of the Platform and Services, Licensee consents to receiving
communications from Veritone electronically. Veritone will communicate with Licensee by e-mail or by posting notices
on the Platform or through any Services. Licensee agrees that all notices, disclosures and other communications that
Veritone provides to Licensee electronically satisfy any legal requirement that such communications be in writing.

14.9. Force Majeure. Except for the obligation to make payments of any Fees or any other amounts due hereunder, neither
party will be liable for any failure or delay in its performance under the Agreement due to any cause beyond such party’s
control including acts of war, terrorism, acts of God, embargo, riot, sabotage, labor shortage or dispute, governmental
act, or failure of the Internet, or any component comprising or operating the network infrastructure thereof (each, a
“Force Majeure Event”), provided that the delayed party: (i) gives the other party prompt notice of such cause, and (ii)
uses its reasonable commercial efforts to promptly correct such failure or delay in performance. If Veritone is unable
to provide Service(s) for a period of sixty (60) consecutive days as a result of a continuing Force Majeure Event, either
party may elect to terminate this Agreement.

14.10. Construction. This Agreement shall be fairly interpreted and construed in accordance with its terms and without strict
interpretation or construction in favor of or against either party. Each party has had the opportunity to consult with
counsel in the negotiation of this Agreement.

14.11. Counterparts. This Agreement may be executed in one or more counterparts (including fax or email) each of which shall
be deemed an original but all of which taken together shall be deemed one and the same instrument.

14.12. Headings. Unless otherwise expressly stated in this Agreement, the words “herein,” “hereof,” “hereto,” and
“hereunder” and other words of similar import refer to this Agreement as a whole and not to any particular section,
subsection, or other subdivision. The words “include” and “including” shall not be construed or interpreted as terms
of limitation. The words “day,” “month,” and “year” mean, respectively, calendar day, calendar month, and calendar
year. Section headings are for reference purposes only, and should not be used in the interpretation hereof.

14.13. Amendment. No addendum, waiver, consent, modification, amendment or change of the terms of this Agreement shall
bind either party unless in a writing that references this Agreement and is signed by duly authorized representatives of
Licensee and Veritone.

14.14. Attorney’s Fees. If any action arises under this Agreement, including, without limitation the interpretation or
enforcement of any term of this Agreement, the prevailing party in any such action shall be entitled to recover its
reasonable attorney’s fees and related costs.
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From: William Hillyard

Sent: Friday, February 15, 2019 1:48 PM PST

To: Mark Anderson

Subject: FW: Veritone pilot agreement

Attachments: Irvine PD Data Sharing Addendum (20190214).docx,

Irvine Police Department Trial License Agreement (IDentify) (20190214).docx,
Master License Terms and Conditions (PS Rev 20180907).pdf, image001.png, image002.png

LT,

Here is the revised License Agreement for your review. As we discussed, they have changed the
wording, and in fact changed the title of the document all together. The document is now a “Pilot
Evaluation License Agreement” with an end date of May 30, 2019. The license fee is “Waived for pilot
evaluation” and there is no mention anywhere in any of the new documentation of a cost for an ongoing
license for the software if we decided to move forward with making a purchase. As we’ve talked about,
not having any idea of a pricing structure is not ideal, but | don’t believe even at this point that Veritone
themselves have any clue what to charge for an annual license for this software. The agreement we
would be signing here is the same agreement Station 18 and Anaheim PD are operating under.

Please let me know if you have any question regarding the new documents.

Thank you,

William Hillyard | Detective | Irvine Police Department
949-724-7085 | 1 Civic Center Plaza, Irvine, CA 92606
whillyard@cityofirvine.org | cityofirvine.org

From: Tom Avery <tavery@veritone.com>

Sent: Friday, February 15, 2019 6:17 AM

To: William Hillyard <whillyard @cityofirvine.org>
Subject: Re: Veritone pilot agreement

Bill,

The updated pilot agreement is attached for your departments review. Let me know if you have any
guestions and have a good weekend.

Tom

From: William Hillyard <whillyard@cityofirvine.org>
Date: Thursday, February 14, 2019 at 12:27 PM

To: Tom Avery <tavery@veritone.com>

Subject: Re: Veritone pilot agreement




Hi Tom. Just checking in on the status of the revised quote?
Hope you’re having a good/dry day.
Sent from my iPhone

On Feb 5, 2019, at 2:37 PM, Tom Avery <tavery@veritone.com> wrote:

Copy.

On Tue, Feb 5, 2019, 14:36 William Hillyard <whillyard@cityofirvine.org wrote:

| just tried to call your cell. IR

I | orobably be there for at least an hour.

Sent from my iPhone

On Feb 5, 2019, at 2:19 PM, Tom Avery <tavery@veritone.com> wrote:

I'll be in route to the Starbucks in about 10. Driving time from Irvine.

On Tue, Feb 5, 2019, 14:15 William Hillyard <whillyard @cityofirvine.org wrote:

I'm around toda . N
Investigation If
that doesn’t wor be in tomorrow at 10am. Feel free to call me at sl anytime.

I’d like to try and get an answer to the LT by late today or tomorrow AM because they have the
command staff meeting tomorrow where they probably want to present the agreement to the
Chief.

Thanks,

F
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Veritone IDentify Application
Data Sharing Addendum

This Data Sharing Addendum (“Addendum”) is entered into as of February __, 2019, by and between Veritone, Inc.
(“Veritone”) and Irvine Police Department (“Licensee”). This Addendum is incorporated by reference into, made a
part of and governed by the terms of the Pilot Evaluation License Agreement dated February _, 2019 between
Veritone and Licensee (the “Agreement”). In the event of any conflict or inconsistency between the provisions
contained in the Agreement and the provisions contained in this Addendum with respect to the subject matter
hereof, the provisions of this Addendum shall govern and control. Capitalized terms used but not defined herein
shall have the meanings ascribed to them in the Agreement.

1. IDentify Application. Veritone has granted to Licensee a right and license to access and use the IDentify
Application within the Platform. The IDentify Application allows users to upload booking, arrest and known
offender databases (collectively, “Booking Databases”) and use facial recognition technology to compare digital
evidence from crime scenes with the Booking Databases to identify potential suspects. The IDentify Application
also allows Licensee and other judicial and law enforcement agencies (each, an “Agency”) to elect to share
access to their Booking Databases as further described in this Addendum (the “Data Sharing Option”).

2. Participation in Data Sharing Option. By executing this Addendum, Licensee hereby elects to participate in the
Data Sharing Option, and each of Licensee and Veritone acknowledges and agrees to the supplemental terms
and conditions applicable to the Data Sharing Option as set forth in this Addendum, in addition to the terms of
the Agreement. All rights granted by each party under this Addendum shall continue during the Term of the
Agreement, unless earlier terminated as set forth herein.

3. Databases.

(a) Shared Databases. Licensee will participate in the Data Sharing Option with respect to the Booking
Databases indicated below (the option indicated below referred to hereinafter as the “Shared Databases”)
(check/complete one option):

X] The Booking Databases maintained in the Platform by all other Agencies participating in the Data
Sharing Option; or

[] The Booking Databases maintained in the Platform by the following Agencies:
1. N/A

2.
3.
4.

(b) Access to Licensee Databases. Licensee hereby grants to Veritone the right to grant access to all Booking
Databases that Licensee maintains in the Platform (the “Licensee Databases”) to each other Agency that is
participating in the Data Sharing Option and is maintaining a Shared Database in the Platform for use by
each such Agency in connection with its use of the IDentify Application, and to other Agencies under
limited trial licenses for evaluation purposes.

(c) Access to Shared Databases. Veritone will make available through the IDentify Application, and hereby
grants to Licensee the right to access and use, the Shared Databases.

4. Termination of Participation. Licensee may terminate its participation in the Data Sharing Option by providing
at least 60 days prior written notice to Veritone (or such shorter period as may be required by a court having
jurisdiction). In such event, (i) Veritone will restrict access to the Licensee Databases to Licensee only and will
terminate access to the Licensee Databases by any other Agency, and (ii) Veritone will terminate Licensee’s
access to all Shared Databases, and Licensee’s use of the IDentify Application thereafter will be limited to use
with the Licensee Databases only. Licensee acknowledges that Licensee’s right to access and use the Shared
Databases is subject at all times to the participation by other Agencies in the Data Sharing Option on a
continuous basis. If any Agency terminates its participation in the Data Sharing Option, Licensee will no longer



have access to the Shared Databases of such Agency or to any information generated from the Shared Databases
associated with previously run searches and any resulting matches.

5. Licensee Responsibilities. Licensee shall be solely responsible for its use of the Shared Databases. Licensee
represents and warrants that (a) it will use the Shared Databases solely in conjunction with its use of the IDentify
Application in accordance with the terms of this Addendum, and (b) it will use the Shared Databases (including
all data, content, materials, information and results contained in and/or generated from any of the foregoing)
in compliance with all applicable laws, statutes, ordinances, rules, regulations, consent decrees, and/or
requirements of any regulatory authority. Licensee shall defend, indemnify and hold harmless Veritone and its
affiliates and licensors, and their respective members, officers, directors, employees, and agents, from and
against any liability, losses, damages, judgments, costs and expenses, including litigation costs and reasonable
attorneys’ fees, arising out of or resulting from Licensee’s use of the Shared Databases or Licensee’s breach of
any of its representations, warranties or obligations set forth in this Addendum.

6. Authority. The person executing this Addendum on behalf of each party represents and warrants that he or
she has full authority to execute the same on behalf of such party, and that no other actions or approvals are
required for such party to enter into this Addendum and perform its obligations hereunder.

IN WITNESS WHEREOF, the parties have caused this Addendum to be executed by their duly authorized
representatives as of the date first above written.

VERITONE, INC. IRVINE POLICE DEPARTMENT
Signature: Signature:

Name: Name:

Title: Title:



A/ VERITONE.

PILOT EVALUATION LICENSE AGREEMENT

This Pilot Evaluation License Agreement (“Agreement”) is entered into as of the date of the last signature below (“Effective Date”)
by and between Veritone, Inc. (for itself and/or its subsidiaries), having a principal office located at 575 Anton Boulevard, Suite
100, Costa Mesa, CA 92626 (“Veritone”) and the entity listed under Licensee Information below (“Licensee”), with respect to
license(s) to Veritone’s aiWARE Platform and related Services.

LICENSEE INFORMATION

Agency Name: Irvine Police Department Contact Name: Detective William Hillyard
Agency Address: | 1 Civic Center Plaza Contact Phone: 949-724-7000
Irvine, CA 92606 Contact Email: whillyard@cityofirvine.org
LICENSE AND SERVICES DETAILS
Term: Start Date: March 1, 2019 End Date: May 30, 2019
No. of Users: Five (5) Users License Fees: | Waived for pilot evaluation

Services: - Veritone aiWARE™ Platform Access

- Veritone IDentify Application

- Cognitive Processing (detailed below)

Standard webinar training and onboarding; phone, email and chat support

Cognitive License includes facial recognition cognitive processing initiated through the IDentify Application.
Processing:

TERMS AND CONDITIONS

1. Master License Terms and Conditions. This Agreement and Licensee’s access to and use of the Platform and Services shall be
governed by the Veritone Master License Terms and Conditions attached hereto as Attachment A and incorporated herein by
reference (the “Terms and Conditions”). In the event of any conflict or inconsistency between the provisions of this Agreement
and the provisions contained in the Terms and Conditions, the provisions of this Agreement shall govern and control.
Capitalized terms used but not defined herein shall have the meanings ascribed to them in the Terms and Conditions.

2. IDentify Application and Cognitive Processing. During the Term, Veritone will provide Licensee with access to the IDentify
Application and the cognitive processing specified above for content uploaded to the Platform by Licensee through the IDentify
Application, for purposes of evaluation of the Platform and Services by Licensee. Cognitive processing will be via an automated
process within the Platform. Licensee acknowledges that the functionality of the IDentify Application is dependent upon the
ability to incorporate data from Licensee’s booking/known offender database(s). Licensee will be responsible for furnishing
such data to Veritone in a format and via a transmission method reasonably required by Veritone in order to integrate the
data with the Platform. Licensee represents and warrants that it has the right to furnish to Veritone and to use such data in
connection with Licensee’s use of the Platform and Services.

3. Limitations. Licensee acknowledges that the IDentify Application is intended to be used by Licensee only as a tool to support
review of digital evidence in connection with its investigations, and the IDentify Application and the results generated
therefrom should not be considered or relied upon as a substitute for Licensee’s customary investigative procedures, protocols
and/or requirements. Licensee acknowledges that there are inherent limitations in artificial intelligence technologies, and
Veritone makes no representations or warranties as to the accuracy, quality, sufficiency or usefulness of the results generated
by the IDentify Application. Licensee is solely responsible for verifying all results generated by the IDentify Application as part
of its customary investigative procedures.

4. Authority. The person executing this Agreement on behalf of each party represents and warrants that he or she has full
authority to execute the same on behalf of such party, and that no other actions or approvals are required for such party to
enter into this Agreement and perform its obligations hereunder.

ACCEPTED AND AGREED BY:
VERITONE, INC. LICENSEE
Signature: Signature:
Name: Name:
Title: Title:
Date: Date:




ATTACHMENT A

VERITONE, INC. MASTER LICENSE TERMS AND CONDITIONS
(PS-Rev 20180907)

(Attached)



VERITONE, INC.
MASTER LICENSE TERMS AND CONDITIONS

These Master License Terms and Conditions (“Terms and Conditions”) apply to any License Agreement (as defined below) between
Veritone, Inc. (or one of its subsidiaries) (“Veritone”) and a licensee (“Licensee”).

1.

License Agreement; Controlling Terms. For purposes hereof, “License Agreement” shall mean the written license agreement,
or the order form, subscription form, statement of work or other document, including any addenda or exhibits thereto,
accepted by Veritone in writing, that evidences the purchase of a license from Veritone by the Licensee (either directly or
through an authorized reseller of Veritone) to access and use the Veritone aiWARE Platform (the “Platform”) and associated
Services (as defined below). The Platform is an artificial intelligence operating system that delivers near real-time media
processing and analytics, enabling users to process, index, organize, manage, search, analyze and share audio, video and other
data through a suite of applications and other services (collectively, the “Services”). The specific Services, content, fees and
payment terms, number of authorized users, and the term of license shall be as set forth in the License Agreement. The
License Agreement may also contain other license-specific terms and conditions. The License Agreement and these Terms and
Conditions are collectively referred to herein as this “Agreement.” In the event of any conflict or inconsistency among the
terms and conditions set forth in the License Agreement and in these Terms and Conditions, the rights and obligations of the
parties shall be interpreted based on the following order of priority: (1) the License Agreement and (2) these Terms and
Conditions. This Agreement constitutes the complete and exclusive agreement between the parties with respect to the
Platform and Services, superseding and replacing any and all prior agreements, communications, and understandings, both
written and oral, regarding such subject matter, and no additional or different provision contained in any purchase order form,
order acknowledgment form, invoice or similar form of either party will be effective.

License, Reservation of Rights, Restrictions.

2.1. License. Veritone hereby grants to Licensee, during the Term (as defined in Section 7 below), a non-transferable, non-
sublicensable, non-exclusive, revocable license to access and use the Platform and Services, subject to the terms and
conditions set forth in this Agreement (the “License”). Licensee agrees to use the Platform and Services only for its
internal business purposes in accordance with the terms of this Agreement. For the avoidance of doubt, the Platform
and Services and its content may not be displayed publicly; provided that, subject to the provisions of Section 2.4
(Restrictions) and Section 11 (Indemnification) of this Agreement, Licensee may post, publish or otherwise share its
owned or licensed content via the Platform for which sharing capabilities are enabled during the Term in accordance
with the terms of this Agreement.

2.2. Reservation of Rights. The Platform and Services are licensed by Veritone to Licensee, and not sold. Licensee acquires
only the right to use the Platform and Services in accordance with this Agreement and does not acquire any rights of
ownership. Nothing herein shall be construed to transfer any rights, title or ownership of any Veritone or Veritone-
licensed software, technology, materials, information or Intellectual Property Rights to Licensee. All right, title and
interest (including all Intellectual Property Rights) in and to the Platform and Services shall at all times remain the sole
and exclusive property of Veritone and/or its respective licensors and all use thereof shall inure to the benefit of
Veritone and/or its respective licensors. Except as expressly set forth in this Agreement, no right or license, express or
implied, is granted to Licensee or any third party by estoppel, implication, exhaustion or other doctrine of law, equity
or otherwise with respect to any product, service, software, technology, materials, information or Intellectual Property
Rights of Veritone or its affiliates or licensors. “Intellectual Property Rights” means all forms of proprietary rights,
titles, interests, and ownership including patents, patent rights, copyrights, trademarks, trade dresses, trade secrets,
know-how, mask works, droit moral (moral rights), publicity rights and all similar rights of every type that may exist now
or in the future in any jurisdiction, including without limitation all applications and registrations therefore and rights to
apply for any of the foregoing.

2.3. Third Party Licenses. Certain software components of the Platform and Services are supplied pursuant to license
agreements from third parties, and Licensee agrees that Licensee’s use of the Platform and Services shall be subject to
the provisions of such third party license agreements.

2.4. Restrictions.

2.4.1. License Restrictions. Licensee agrees to use the Platform and Services only for lawful purposes and only as
expressly authorized under this Agreement. Without limiting the generality of the foregoing, except as expressly
authorized hereunder, Licensee agrees that it shall not, directly or indirectly: (i) license, sublicense, sell, resell,
rent, lease, transfer, assign, distribute, display or otherwise make the Platform or Services, in whole or in part,
including any content or data derived therefrom that is not directly owned by Licensee or for which Licensee has
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all necessary rights, available to any third party, or use the Platform or Services to provide services to any third
party; (i) reverse engineer, decompile, disassemble, modify, translate, reconstruct, omit, distort, obscure, copy
or create derivative works of all or any portion of the Platform, Services, any underlying software, or any other
Veritone Property (as defined below), or otherwise attempt to access the source code of the Platform or Services;
(iii) incorporate any portion of the Platform or Services into Licensee’s own programs or compile any portion of
them in combination with Licensee’s own programs; (iv) store or otherwise capture to physical media, or enable
a third party to store or capture, the Platform or Services or any portion thereof; (v) permit any persons, other
than Licensee’s authorized users for which Licensee has procured User IDs pursuant to the License Agreement,
to access and use the Platform or Services; (vi) upload or transmit through the Platform or Services any material,
content, media or data (collectively, “Licensee Content”) with respect to which Licensee does not either own all
right, title and interest or have the appropriate license(s) for lawful use, or otherwise violate or infringe upon the
intellectual property rights of any third party in Licensee’s use of the Platform or Services, including the use or
distribution of any data derived from the Platform or Services; or (vii) violate any laws, rules or regulations in
connection with its use of the Platform or Services, including any data or content contained in, transmitted
through or derived therefrom.

2.4.2. Prohibited Acts. Licensee acknowledges and agrees that Licensee is prohibited from doing any act that may have
the effect of undermining the integrity of the Platform, Services, any related computer systems, infrastructure
or environment, or the methods by which Veritone provides Services to users. Without limiting the generality of
the foregoing, Licensee agrees that it shall not, directly or indirectly: (i) defeat, circumvent or modify any
authentication technology or other security measures, controls, limitations, or content or functionality filters
contained in or associated with the Platform or Services, or otherwise attempt to access any aspect of the
Platform or Services that Licensee has not been granted authorization to access under the License Agreement;
(ii) deploy or facilitate the use or deployment of any script, routine, robot, spider, scraper or any other automated
means, method or device with respect to Licensee’s access and use of the Platform and Services for any purpose,
including to access, view, select, or copy in whole or in part, any content, program, functionality of the Platform
or Services, or any other proprietary information or trade secret of Veritone that is made available through the
Platform or Services; (iii) deploy or facilitate the use or deployment of any program, system, means, method or
device, for any purpose that places an unreasonable, unnecessary or excessive demand or load on the Platform,
Services, or related hardware and connections, or prohibits, denies or delays access to Services by other users or
otherwise threatens the continuous services of Veritone’s ISPs, suppliers and vendors; (iv) introduce into the
Platform or Services any program, executable file or routine (such as a worm, Trojan horse, cancel-bot, time
bomb or virus) irrespective of whether any such program or routine results in detrimental harm to the Platform,
Services, or any underlying systems or programs; (v) remove any proprietary notices, labels or marks from the
Platform or Services; (vi) establish any direct or deep link or other connection to any specific page or location
within the Platform or Services, other than the Platform log-in page; (vii) use or attempt to use another user’s
account without authorization, or interfere with another user’s access to the Platform or Services; or (viii) access
or use the Platform or Services to design, develop, build, market or support a competitive product or service.

3. Access and Use. Veritone will enable Licensee to access and use the Platform for the duration of the Term, subject to any early
termination of this Agreement in accordance with the terms hereof. Access to the Platform will be through unique log-in
credentials assigned to Licensee by Veritone (each, a “User ID”). Licensee shall be given that number of User IDs as specified
in the License Agreement. Licensee will provide accurate and complete information in registering its authorized users for
account access. Licensee acknowledges and agrees that the log-in credentials assigned hereunder are Confidential
Information and may only be used by Licensee and its authorized users to access the Platform in accordance with the terms
of this Agreement, and that Licensee will not publish, share, or otherwise enable any third party, directly or indirectly, to
access the Platform for any purpose. Licensee further agrees that Licensee is responsible for its and its authorized users’ use
of the Platform, including use via the User IDs, and for any consequences thereof. Licensee agrees to immediately notify
Veritone of any unauthorized or improper use of any log-in credentials of Licensee. All of the rights, obligations, restrictions,
representations and warranties related to Licensee’s access and use of the Platform under this Agreement shall apply to
Licensee and all of Licensee’s employees, contractors, consultants, representatives and agents (collectively,
“Representatives”). Licensee shall be responsible for all acts and omissions of its Representatives in the performance of this
Agreement and for any breach of this Agreement by any of its Representatives.

4. Intellectual Property.

4.1. Veritone Property. As between Veritone and Licensee, Veritone and/or its respective licensors retain all right, title and
interest (including Intellectual Property Rights) in and to the Platform and Services, including, but not limited to any
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elements, components, content, technology, software, code, documentation, derivative works, revisions,
enhancements, modifications, condensations and/or compilations of or relating to the Platform and Services, and any
trademarks, brand identifiers, materials and information, which are created, authored, developed, conceived and/or
reduced to practice by Veritone and/or its respective licensors, including in connection with Veritone’s provision of the
Platform and Services to Licensee under this Agreement (“Veritone Property”).

4.2. Licensee Property. As between Licensee and Veritone, Licensee retains all right, title and interest (including Intellectual
Property Rights) in and to the Licensee Content, and any software, technology, trademarks, brand identifiers, materials
and information which are independently created, authored, developed, conceived or reduced to practice by Licensee.

5. Licensee Content.

5.1. Content Ownership. Licensee represents and warrants that (i) Licensee and/or its licensors own all right, title and
interest in and to all Licensee Content uploaded to or transmitted through the Platform or Services, or otherwise have
all rights in such Licensee Content as necessary to use the same in connection with Licensee’s use of the Platform and
Services, (ii) such Licensee Content does not and will not misappropriate or infringe upon any third party’s Intellectual
Property Rights, or violate any other rights of any third party, and (iii) Licensee has all rights in such Licensee Content
necessary to grant the rights contemplated by this Agreement.

5.2. License to Content. Unless otherwise specified in the License Agreement, Licensee hereby grants to Veritone a non-
exclusive, royalty-free, worldwide license (i) to use and display all Licensee Content that Licensee provides to Veritone
or that are otherwise uploaded to or captured by the Platform through Licensee’s use of the Platform and Services to
provide the Services and perform its obligations under this Agreement, directly or through its third party service
providers, and (ii) to share such Licensee Content with Veritone’s third party service providers solely as required for
Veritone’s provision of the Platform and Services to Licensee.

5.3. Data Security and Destruction. Veritone will maintain and use adequate administrative, physical, and technical
safeguards for protection of the security, confidentiality and integrity of all Licensee Content uploaded to or transmitted
through the Platform or Services. Licensee Content shall be used and stored by Veritone solely to the extent required to
provide the Services and perform its obligations under this Agreement or as otherwise expressly provided in the License
Agreement, and Veritone shall not use or store the Licensee Content for any other purpose whatsoever. Upon
termination of this Agreement or upon the written request of Licensee at any time, Veritone shall ensure the secure
deletion and destruction of all Licensee Content.

6. Feedback. During the Term, Licensee may provide Veritone with such written evaluations, comments and/or suggestions
(collectively, “Feedback”) regarding the Platform or Services. Licensee acknowledges and agrees that any Feedback provided
to Veritone by Licensee hereunder shall be deemed to be Veritone Property and Licensee hereby assigns all right, title and
interest in and to such Feedback to Veritone and acknowledges that Veritone will be entitled to, without limitation, implement
and exploit any such Feedback in any manner without any restriction or obligation. Notwithstanding the foregoing, Licensee
acknowledges that Veritone is not obligated to act on any such Feedback.

7. Term and Termination.
7.1. Term. The term of this Agreement and the License shall be as set forth in the License Agreement (the “Term”).

7.2. Termination. In addition to any termination rights expressly provided in the License Agreement, this Agreement may be
terminated by either party if the other party (i) materially breaches any provision of this Agreement which remains
uncured for a period of fourteen (14) days from the date of written notice of such breach; or (ii) makes an assignment
for the benefit of its creditors, is declared insolvent, or has a receiver or trustee in bankruptcy appointed to take charge
of all or part of such party’s property.

7.3. Effect of Termination. If at any time this Agreement is terminated, or upon expiration of the Term, the License and all
other rights granted to Licensee herein shall automatically terminate and Licensee shall immediately cease using the
Platform and Services.

7.4. Survival. The provisions of Sections 2.2 (Reservation of Rights), 4 (Intellectual Property), 6 (Feedback), 7.3 (Effect of
Termination), 8.1 (Fees and Payments), 8.2 (Taxes), 10 (Confidentiality), 11 (Indemnification), 12.2 and 12.3 (Warranty
and Disclaimers), 13 (Limitation of Liability), 14 (Miscellaneous) hereof and the payment terms of License Agreement, as
applicable, shall survive the expiration or any early termination of this Agreement for any reason.
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8.

10.

Fees, Charges and Payments.

8.1.

8.2,

8.3.

Fees and Payments. In consideration for the License and Licensee’s access and use of the Platform and Services, Licensee
shall pay the license fees, and any applicable additional fees, as set forth in the License Agreement (collectively, the
“Fees”). All Fees and other amounts due under this Agreement are payable in U.S. dollars.

Taxes. All Fees and any other amounts due hereunder are exclusive of taxes and similar assessments which may be
imposed on the delivery of the Platform and Services and any other transactions contemplated hereby. Licensee shall be
solely responsible for the payment of any and all sales, use, value added, excise, import, or other similar taxes or
payments in lieu thereof, including interest and penalties thereon, imposed by any authority, government or
governmental agency arising out of or in connection with amounts due hereunder (other than those levied on Veritone’s
income), and Licensee shall make such payments, and timely file any return or information required by treaty, law, rule
or regulation. Upon request, Licensee shall provide Veritone with documentation evidencing such payments. If Veritone
is required to pay any such taxes, duties or fees, Licensee shall reimburse Veritone immediately upon receipt of Veritone's
invoice thereof.

Suspension of Platform Access. In addition to Veritone's termination rights set forth herein and without prejudice to any
other rights of Veritone at law or in equity, Veritone may suspend its performance under this Agreement and any other
agreement with Licensee and Licensee’s access to the Platform if Licensee fails to comply with any part of its payment
obligations set forth herein. Such suspension of service shall not suspend or otherwise affect Licensee’s payment
obligations set forth herein.

Changes to Platform, Service and Fees. Veritone may, from time to time, in its sole discretion, make changes to the Platform
and Services, or a portion thereof including, without limitation, formats, content, reports, functionality, and/or techniques
(“Service Change”). In the event of a Service Change, Veritone may, adjust the Fees for the Platform and Services (“Fee
Change”) in writing. Such Fee Change shall become effective on the date stated in Veritone’s notice to Licensee unless, within
fifteen (15) days after a Fee Change notice that would result in an increase in the Fees, Licensee notifies Veritone in writing of
its refusal to accept the Fee Change, in which event the applicable License to Licensee shall terminate as of the effective date
of the change; provided, however, that if the Fee Change is an increase in the Fees, Veritone may, in its sole discretion, elect
to rescind the Fee Change, in which case the Platform and Services, as changed, shall continue as provided herein.

Confidentiality.

10.1. Confidential Information. Each party (a receiving party) acknowledges and agrees that during the Term and in the course

of using the Platform and Services and performing its duties under this Agreement, it may obtain information relating to
the other party (a disclosing party), its and/or its customers’, vendors’, or third party service providers’ business or
technologies, which is of a confidential and proprietary nature ("Confidential Information"). Such Confidential
Information may include, but is not limited to, trade secrets, know-how, inventions, techniques, processes, software,
algorithms, programs, schematics, data, technology roadmap, sales and marketing plans, and any other information
which the receiving party knows or has reason to know is, or which by its nature would reasonably be considered to be,
confidential, proprietary or trade secret information of the other party. Without limiting the foregoing, Confidential
Information of Veritone shall include the Platform, Services and all associated software and documentation, as well as
Feedback or any results of the evaluation or testing of the Platform or Services. The receiving party shall at all times,
both during the Term and for a period of three (3) years after its termination (or, in the case of the Platform, Services
and any associated software or trade secrets, in perpetuity), keep in trust and confidence all Confidential Information of
the disclosing party, and shall not (i) use such Confidential Information other than as expressly authorized under this
Agreement or as required for the receiving party to perform its obligations under this Agreement, or (ii) disclose any
Confidential Information of the disclosing party to third parties (other than to Veritone’s third party service providers in
connection with the performance of its obligations under this Agreement), without the disclosing party’s prior written
consent. The receiving party further agrees to immediately return to the disclosing party or destroy all Confidential
Information (including all copies, extracts and summaries thereof) in the receiving party’s possession, custody, or control
upon the expiration or any termination of this Agreement. The obligations of confidentiality shall not apply to information
which (a) has entered the public domain except where such entry is the result of the receiving party’s breach of this
Agreement; (b) prior to disclosure hereunder, was already in the receiving party’s possession and not subject to any
confidentiality obligations, as demonstrated by written evidence; (c) subsequent to disclosure hereunder is obtained by
the receiving party on a non-confidential basis from a third party who has the right to disclose such information to the
receiving party; or (d) has been independently developed by the receiving party without use of or reference to the
disclosing party’s Confidential Information, as demonstrated by written evidence.

10.2. Permitted Disclosures. The receiving party may make disclosures (i) as required by applicable law or the rules of an stock

exchange on which such party’s shares are then traded; or (ii) as compelled by court order issued by a court of competent
4
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jurisdiction provided that the receiving party subject to such court order (a) provides the disclosing party with prompt
written notice of any such compelled disclosure, (b) uses diligent reasonable efforts to limit disclosure, (c) uses
commercially reasonable efforts to obtain confidential treatment or a protective order in connection with the
information subject to such compelled disclosure, and (d) allows the disclosing party to participate in any such
proceeding.

11. Indem